1. SV9500 configuration
- ASYD,SYS1
Index 79, Value = 20
Index 139, Value = 3
Index 140, Value = 3F
Index 207, Value = 01
Index 241, Value = 85
Index 451, Value = 03
- ASYDL, SYS1
o Index 864, Value = 11
o Index 867, Value = 89
o Index 868, Value = 10
o Index 869, Value = 40
- AANP, ASPAL
o Prefix 7, CL: N/H/B, NND =4, SRV = TELN

O O O O O O

ALGNL (Assignment of Telephone Station for LDM) — Define OAI Monitored numbers

Type UGN TELN TN STN
2 1 8990 1 8990
2 1 8991 1 8991
2 1 8992 1 8992
2 1 8993 1 8993
- AMNOL

ADM/GST UGN L_MNO L_MNI TELN MFC

A 1 8990 1 8990 0
A 1 8991 2 8991 0
A 1 8992 3 8992 0
A 1 8993 4 8993 0

- Extension 5000 with subline 5001 for Operator
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2. Configure Local Server — Windows Server 2019
- Disable IE Enhance Security Configuration: Server Manager - Local Server - IE Enhanced Security
Configuration.

- Turn off firewall or allow access for UCE

- Add IIS feature: Server Manager = Add Roles and Features
o Enable “Web Server I1S”
o Expand “NET Framework 4.6 Features” = WCF Services (1 of 5 installed) = enable all the

sub features

DESTINATION SERVER
UCE_UAS200

Select features

Select one or more features to install on the selected server.

Features Description

TCP Activation supports process
activation via TCP. Applications that
use TCP Activation can start and stop
dynamically in response to work
items that arrive over the network
via TCP,

[T] .NET Framework 3.5 Features
4[] NET Framework 4.6 Features (2 of 7 installed)
+ .NET Framework 4.6 (Installed)
V] ASP.NET 46
4 W] WCF Services (1 of 5 installed)
[¥] HTTP Activation
[¥] Message Queuing (MSMQ) Activation
[¥] Named Pipe Activation
v

+| TCP Port Sharing (Installed)

Role Services

Confirmation

o Expand “II6 Management Compatibility” and enable all

[T F1P Extensibility

4| ¥ Management Tools
[¥] 11S Management Console
4 [V] 1S 6 Management Compatibility
[ 11S 6 Metabase Compatibility
o]
[¥] 11S 6 Scripting Tools
[¥] 11S 6 WMI Compatibility
s T SCIPYS and TOOT

< Previous I Next > | Cancel

3. Install SQLServer Express
3.1 Install SQL
- Choose “New SQL Server Stand-alone installation or add features to an existing installation”
- Uncheck below features:
o Machine Learning Services
o PolyBase Query Service
o Local DB

% SQL Server 2017 Setup - O

Feature Selection

Select the Express features to install.

License Terms

@  Looking for Reporting Services?  Download it from the web

Instance Configuration

Server Configuration

Database Engine Configuration
Feature Configuration Rules
Installation Progress

Complete

Full-Text and Semantic Extractions for Search|
[ PolyBase Query Service for External Data
Shared Features
[~ Client Tools Connectivity
[ Client Tools Backwards Compatibility
[ Client Tools SDK
[ SQL Client Connectivity SDK
[J LocalDB
Redistributable Features

Global Rules

Microsoft Update Features: Feature description:

bt e Instance Features The configuration and operation of each

Install Setup Files [ Database Engine Services instance feature of a SOL Server instance is

Install Rules SQL Server Replication isolated from other SQL Server instances. SQL
. - - " Server instances can operate side-by-side on

Feature Selection (] hSthlne Leaming Services (In-Database) e e

Feature Rules [ Python

Prerequisites for selected features:

Already installed:
Windows PowerShell 3.0 or higher
- Microsoft .NET Framework 4.6
To be installed from media:

- Microsoft Visual C++ 2015 Redistributable

- Startup type of SQL Server Browser to “Automatic”




4.

T sQL Server 2017 Setup - O
Server Configuration
Specify the service accounts and collation configuration.
License Terms Service Accounts  Collation
Global Rules
M TOROf Ligdate Microsoft recommends that you use a separate account for each SQL Server service.
Product Updates Service Account Name Password Startup Type
Install Setup Files SQL Server Database Engine NT Service\MSSCLSSOL... Automatic v
Install Rules SQL Full-text Filter Daemon Launc... NT Service\MSSQLFDLa... ‘Manual
Feature Selection SQL Server Browser NT AUTHORITWLOCAL ... Automatic v

Choose Mixed Mode and enter password

™ sQL Server 2017 Setup - (] X
Database Engine Configuration
Specify Database Engine authentication security mode, administrators, data directories and TempDB settings.
License Terms Server Configuration Data Directories TempDB  User Instances FILESTREAM
Global Rules ) e . .
Microsoft Update Specify the ation mode and for the Database Engine.
Product Updates Authentication Mode
Install Setup Files (O Windows authentication mode
Install Rules
S (® Mixed Mode (SQL Server authentication and Windows authentication)
Feature Selection
Feature Rules Specify the password for the SQL Server system administrator (sa) account.
Instance Configuration Enter password: |.“”",".. ‘
Server Configuration
D Foior Gontic Confirm password: I"""'“'“| l
Feature Configuration Rules Specify SQL Server administrators
Installation Progress UCE_UASEOO'\Admmistrator (Administrator) SQL Server ini

3.2.Configure SQL Server

@& Sal Server Configuration Manager
File Action View Help

= 7= H

v | SQL Server Network Configuration

ﬁ SQL Server Configuration Manager (Local) Protocol Name Status
 SQL Server Services ¥~ Shared Memory  Enabled
_a_ SQL Server Network Configuration (32bit :
» 2 SQL Native Client 11.0 Configuration (321 ¥~ Named Pipes Enabled
B ative Client 11.0 Configuration = TCP/IP Enabled

Protocols for SQLEXPRESS
> § SQL Native Client 11.0 Configuration

- Click SQL Serve Service -> Restart SQL Server

Install CAS, LMC, and register license
4.1 Install CAS, LMC

- Install NEC CAS (Centralized Authentication Service)
- Install_License Manager

o Use built-in authentication
‘ﬁ License Manager Client 6,1.0.3330 - InstallShield Wizard 7

LMC Configuration -

FPlease choose the mode of authentication you would like to use in the LMC Web
Application. Ifyou choose MEC CAS, please provide the NEC CAS URL below.

(®) Use LMC's built-in authentication
(C) Use NEC CAS Authentication

4.2 Assign_ SV9500 to LMS

Click to “License Management Client” to access using Chrome or link:

Click to “Select Hardware Key” and add information of SV9500

o System Type: SV9500/SV8500
o IPaddress: LAN 2 IP address



o Port: 60000
o Username: Username for PC PRO (default: maintenance)
o Password: Password for PCPRO (default: ty8*#02F)

NEC License Mancalge[

Select Hardware Key
Select the hardware key. To validate licensing, License Manager req
that LMC is running on.

Select System Type*
SV9500/SV8500 v

1P Address* Port Number*

User Name

Password

- Register the license file to LMC
o License = License Registration = Manual method —> load license file and update

NEC License Manager

Client

v About LMC

License file registered successfully.

License Registration
Perform license syncronization or manually upload a License Fie to register your licenses in LMC database.

5. Install UC Application Platform (OW5000)
- UCE Application Platform - OW5000 Platform
- Enter OS Administrator’s password and Next
- Enter sa password

ﬁ OW3000 Platform - InstallShield Wizard X
Database Server
Select database server and authentication method

Select the database server to install to from the list below or dick Browse to see a list of all
database servers., You can also spedfy the way to authenticate your login using a SQL Login ID
and Password or your current credentials,

Database Server:

| UCE_UAS200\SQLEXPRESS v Browse...

Connect using:
(O windows authentication credentials of current user

(®) Server authentication using the Login ID and password below

Login ID: |sa
Password: ” l..l...l...ll
Name of database catalog: [owsooo Browse. ..
InstallShield

<oos cane

6. Install UA5200 Server: UCE Attendant (Univerge UA5200) = Install UA5200 Server

Install Attendant Statistics: UCE Attendant (Univerge UA5200) > Attendant Statistics

8. SQL Reporting Service Installation
- Start = SQL Server Installation Center = Installation = Install SQL Server Reporting Services
- Choose Express

~



(October 2017)

Microsoft SQL Server 2017 Reporting Services

Choose an edition to install

® Choose a free edition:

9.

Configure Report

Open Report Server Configuration Manager = connect
Service Account = Use Built-in account: Network Service = Apply

_D Report Server Configuration Manager: UCE_UA5200\SSRS

Report Server Configuration Manager

#{ Connect

Service Account
7 UCE_UAS5200\SSRS

; £
=%, Service Account

Specify a built-in account or Windows domain user account to run the report server service
(e

#9 Web Service URL Report Server Service Account

Choose an option to setthe service account and then dlick Apply.
| Database (@ Use built-in account: Network Service

Web Service URL - Keep everything default (http:/Servername:80/ReportServer) = Apply

Change Database > create new database = Next
O

Enter “\SQLEXPRESS” as Server name

Report Server Configuration Manager

44 Connect

Report Server Database
- UCE_UA5200\SSRS

=2, Service Account J

The report server stores all report server content and application data in a database. Use this page to create or
change the report server database or update database connection credentials.

8 Web Service URL

Current Report Server Database
1 Click Change database to select a different database or create a new database.
Database i|
SQL Server Name: A\SQLEXPRESS
@ web Portal URL Database Name: ReportServer
Report Server Mode: Native
4 E-mail Settings Change Database
[P Execution Account Current Report Server Database Credential
The following credentials are used by the report server to connect to the report server database. Use the options belowto choose a
3 different account or update a password.
Encryption Keys
Credential: Service Account
[Z% subscription Settings Login: NT Authority WetworkService
Password: e =

Change Credentials

Web Portal URL - Click Apply

Report Server Configuration Manager

4¢ Connect

‘Web Portal URL
5 UCE_UAS5200\S5RS

=}, Service Account Q the URL.

Configure a URL to access Web Portal. Click Advanced to define multiple URLS, o to specify additional parameters on

9 Web Service URL

L The \.'Jedeort;I;mu.‘a\ dwrect‘nry name is not configured. To configure the directory, enter a name or use the default value th:
provided, and then dick Apply.
| Database Web Portal Site Identification

P e Virtual Directory: Reports ]

|§0 Web Portal URL |

: URLs: http://UCE_UA5200:80/Reports e
Click link http://UCE_UA5200:80/Reports to access the SQL Server Reporting Service >
Manage Folder - Add Group or User

o Enter name “NT AUTHORITY\NETWORK SEVICE” with Roles: Browser, Content
Manager, Publisher” - OK


http://servername/ReportServer

[T New Role Assignment

Home > Manage - Security > New Role

Use this page to define rale-based security for Home.

Group or user:  NT Author

Select ane or more roles to assign to the group or user,

[] Role~ Description

Browser May view folders, reports and subscribe to reports.

Content Manager May manage content in the Report Server. This includes folders, reports and resources.

[ My Reports May publish reparts and linked reports; manage folders, reports and resources in a users My Reports folder.
& rublisher May publish reports and linked reports to the Report Server.

[] Report Builder

May view report definitions

8. Upload reports from OW5000 to Reporting Service

- OWS5000 Administrator - Platform = Settings = click to upload report
Note: no message to indicate the process but it’s uploading

REPORT SETTINGS

Reporting Services URL: |http://uce_ua5200/ReportServer

Reports must be uploaded to the report server before they can be executed: [SlELRE IS

Message shown that reports uploaded successfully (5mins)
- Confirm OWS5000 created and Admin is sub-folder of OW5000

{[J owsooo

Home - OWS5000

FOLDERS (1)
B Admin

DATA SOURCES (1)

B owsoo




9. The UA5200 is configured through the OW5000 Administrator.

- License manager Connection: OW5000 Administrator - Platform - Setting

o License Manager Connection Information: Assign IP address of LMC (the UCE server IP

address/127.0.0.1

PASSWORD SETTINGS

[VPassword Never Expires

Default Password Validity Period: 0

(days)

LICENSE MANAGER CONNECTION INFORMATION

IP Address/Name: |[127.0.0.1 Port:

49300

- PBX setting: OW5000 Administrator=>

o PBX Name:

o PBX Type:

o Office Code (PBX Id):
o Primary OAI Address:
o Primary OAI Port:

Systems = PBXs = Add PBX

Name of your PBX
UNIVERGE SV9500

1
ACT LAN 2 IP address

60030 (default)

- Reserved Numbers: OW5000 Administration = Systems = PBXs

o Choose PBX = Edit

= RESERVED NUMBERS

‘a Reserved number updated.

Add New Monitored Number
1-60f6 record# 20 Results per page

Monitor Number

J 8990
J @ 8991
J & 8992
J 8993
J @ 8994
J @ 8995

1-60f6 record# 20 Results per page

Reserved Type Tenmant
Monitored Number

Monitored Number
Monitored Number
Monitored Number

Monitored Number

Monitored Number

Page:[1 of 1
Owner

Not Assigned
Not Assigned
Not Assigned
Not Assigned
Not Assigned
Mot Assigned

Pagel1 |gof1

10. OW5000 — Operator Client adding

- Operator Number: OW5000 Administrator - Directory - add New extension

Extension Management

*Extension: 5000

APEXG [ - iama¥
*PhoneType: [DTerm V|
* Tenant: E]
Country. | . woene- ST
DID Number:

LB A uto Input

SIPURI: Auto Input

SIP Access Server | Not Assigned Vv

Collaboration: [][2388] v
Is Monitored: /]

S Add Subiine |

Subline A
i 5002

P Registration Service Server: | Not Assigned V|

Softphone Login ID:

Softphone Password:

 oor J oo T Cancor |

11. New Person: OW5000 Administration = Directory = People = new Person




= ROLES

* Login ID: [operator1 |

*New Password: [seees |

* Confirm New Password: [essse |
NTLM Login ID" |

DLogin is disabled
MPassword never expires

Authorizations: Select the security authorizations for the user.

] DBTool - Import/Export OW5000 Data IDbTooI Usel.

"] ows000 Administrator IOW5UOO Adminlstratcr.
M UA5200 Attendant Statistics Attstats Administrator v
M UA5200 Server UA5200 Administrator v
1M Administrator
Confidentiality Status: ’Ncne—\/|
Aoy
12. Contact Method: OW5000 - Directory
= CONTACTMETHODS
* Contact Method: IPrimary Extension E

* Priority:
*PBX Name: v
* Extension: Add New Ex

[Starts With v|
1-20f2 records|5 | Results per page Page:l1  |Eof
Extension & Tenant DID Number
> 2388 1

1-20f 2 records 5 Results per page Page]1 of
Voice Mail Pilot Number:
Dterm Password:

Is Monitored: [

Confidentiality Status:
Poon

13. Enable OAI: OW5000 - Applications > UA5200 Manager - OAI Settings - Click edit > Setting >
Enabled: Checked

OAI SETTINGS
1of1 record Results per page F’aga: of 1
PBX Name PBX Type Office Code Enabled
/ L
10f1 rsmrda Results per page Page:Dﬂ of 1
ETTINGS

PBX: Sv9500
PBX Type: UNIVERGE SV9500
Office Code(PBX Id): 1
Enabled:

oo B oore el

14. Home PBX: OW5000 Administrator = Applications = UA5200Manager = Home PBX - click to
Apply PBX

= HOME PBX

ﬂ Home PBX settings saved. Please restart the UA5200 Server and all running UA5200 Clients to apply the changes.

Select the PBX for UA5200 Server in which the monitored numbers will exist and the UA5200 Client extensions reside

Home PBx:(5v8500 v IETIIEES

Night Mode PINt‘ | (Authorization pin for attendants to put the Home PBX in night mode)

15. Assign Monitor No. for Attendant Group: OW5000 Administrator—-> Applications > UA5200 Manager >
Home PBX - edit Attendant Group



= HOME PBX

‘i Home PBX setfings saved. Please restart the UA5200 Server and all running UA5200 Clients to apply the changes.

Select the PBX for UA5200 Server in which the monitored numbers will exist and the UA5200 Client extensiol
Home PBX: [SV9500 ™| LRl Ll

Night Mode PIN:|

Add New Attendant Group
1-10f1 reoord Results per page

m Attendant Group Name

All Attendants
1-10f1 record Results per page

Description Me

If a callis in the All Attendants group it will be presented o all attendants.

2

(Authorization pin for attendants fo put the Home PBX in night mode)

mbers Count

ns reside.

Page:D of 1

Enabled

Page:El of 1

o Assign number - Done

Home PBX:5V9500

Group Name

Group Description:

Incoming Monitored Number:
Hold Monitored Number:
Priority Monitored Number:
Vacant Monitored Number:

First Orbit Number:

Number of Orbit Numbers:

: [All Attendants

Ifa call is in the All

Attendants group it
will be presented to
all attendants.

Monitored Numbers:

Booo | i I
Boot | I
Boos |l I

Orbit Numbers:

(T

Overflow Settings:

16. Add Workstation: OW5000 - Applications - UA5200 - Workstations = Add Operator Workstation

= WORKSTATIONS

Add New Works|

1-10f 1 records[20_ g8 Results per page
Machine Name & Prime Line Sub Line Tenant
ﬁ’ uf DESKTOP-9SJT7LA 5000 5002 1

1-10f1 records{zﬂ &} Results per page

Page[1  |@of1

Page 1 IBof1

17. MISC to active ATT Statistic: OW5000 -> Applications > UA5200 > MISC -> Statistic - active

= MIsSC

Client/Server

Server listen port: [5678 \
Active Network Interface Card
Link Source Address: |
Statistics:
BActivate
Opened Message Retention
Days Saved: |365 ‘

Clean-up Time: | 12:00 AM ~
Manage Message Subjects QLT N o RaT]oTlu

‘ (00K XK XK. XXK)




