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COPYRIGHT AND TRADEMARKS

Copyright © 2000, Digital Link Corporation

World copyright reserved. No part of this publication may be stored in a
retrieval system, transmitted, or reproduced in any way, including but not
limited to photocopy, photograph, magnetic, chemical, or other record,
without the prior agreement and written permission of Digital Link
Corporation.

The information presented herein may change without notice. Solo Select,
Integrated Performance Monitoring, and WANVview are trademarks of
Digital Link. All other products and service names mentioned are
trademarks of their respective owners.

PRODUCT LIMITED W ARRANTY

Digital Link warrants to buyer that any unit shipped to buyer, under
normal and proper use, will be free of defects in material and
workmanship for a period of twenty-four (24) months from the date of
shipment to buyer. This limited warranty is void if there is any
unauthorized modification or repair of a unit by anyone other than Digital
Link or its authorized agent.

THE FOREGOING WARRANTY IS EXCLUSIVE AND IN LIEU OF ALL
OTHER WARRANTIES. EXCEPT AS OTHERWISE PROVIDED HEREIN,
DIGITAL LINK DISCLAIMS ALL OTHER WARRANTIES, EXPRESSED OR
IMPLIED, INCLUDING, BUT NOT LIMITED TO, IMPLIED WARRANTIES
OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE.
Some jurisdictions may not allow the exclusion of implied warranties, so
some of the above exclusion may not apply to you.

For further information about warranty and service on your Digital Link
product, visit our Web site at www.dl.com.

REMEDIES AND LIMITATIONS OF LIABILITY

All claims for breach of the foregoing warranty shall be deemed waived
unless notice of such claim is received by Digital Link during the applicable
warranty period and unless the items claimed to be defective are returned
to Digital Link within thirty (30) days after such claim.
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Failure of Digital Link to receive written notice within the specific period
shall constitute a waiver by buyer of any such claim irrespective of whether
the facts giving rise to such a claim shall have then been discovered or
whether processing, further manufacturing, other use or resale of such
items shall have taken place.

Buyer's exclusive remedy, and Digital Link's total liability, for any and all
losses and damages arising out of any cause whatsoever (whether such
cause is based in contract, tort [including negligence], strict liability, or
otherwise) shall in no event exceed the repair price of the unit from which
such cause arises. In no event shall Digital Link be liable for incidental,
indirect, special or consequential damages resulting from any

SUCH CAUSE EVENT WHETHER OR NOT DIGITAL LINK IS AWARE
OF THE POSSIBILITY OF SUCH DAMAGES. Digital Link may, at its sole
option, either repair or replace defective goods or work, and shall have no
further obligation to buyer. Return of the defective items to Digital Link
shall be at buyer's risk and expense.

Digital Link shall not be liable for failure to perform its obligations if such
results directly or indirectly from, or is contributed to by, any act of God or
of buyer; riot; fire; explosion; accident; flood; sabotage; epidemics; delays
in transportation; lack of or inability to obtain raw materials, components,
labor, fuel or supplies; governmental laws, regulations or orders; or labor
trouble, strike, or lockout (whether or not such labor event is within the
reasonable control of Digital Link); other circumstances beyond Digital
Link's reasonable control, whether similar or dissimilar to any of the
foregoing.

DISCLAIMER

Digital Link Corporation makes no representation of warranties with
respect to the contents of this document and specifically disclaims any
implied warranties of merchantability or fitness for any particular purpose.
Further, Digital Link Corporation reserves the right to revise this
publication and to make changes in it from time to time without obligation
to notify any person or organization of such revision or changes.




ISO COMPLIANCE

Products Manufactured Under
An 1S0 9001 Certified
Quality Management System

YEAR 2000 COMPLIANCE

Digital Link warrants that products offered as generally available for sale
and shipped on or after February 1, 1999 will meet “Year 2000 compliant”
requirements. In addition, software released in and after 1998 meets the
Year 2000 compliance criteria. For more information on Year 2000
compliance, see our web site information at www.dl.com and click on the
Year 2000 compliance icon.

FCC COMPLIANCE

The equipment also complies with Part 68 of the FCC Rules. You will find
the label located on the bottom of the enclosure. This label contains the
FCC Registration Number and Ringer Equivalence Number (REN) for this
equipment. You must, upon request, provide this information to your
telephone company.

Incidence of harm: If your telephone equipment causes harm to the
telephone network, the telephone company may discontinue your service
temporarily. If possible, they will notify you in advance. But if advance
notice is not practical, you will be notified as soon as possible. You will be
informed of your right to file a complaint with the FCC.

Rights of the telephone company: Your telephone company may make
changes in its facilities, equipment, operations or procedures that could
affect the proper functioning of your equipment. If they do, you will be
notified in advance to give you an opportunity to maintain uninterrupted
telephone service.
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Malfunction of the equipment: In the event this equipment should fail to
operate properly, disconnect the unit from the telephone line. Try using
another FCC approved telephone in the same telephone jack. If the trouble
does not persist and appears to be with this unit, disconnect the unit from
the telephone line and discontinue use of the unit until it is repaired.
Please note that the telephone company may ask that you disconnect this
equipment from the telephone network until the problem has been
corrected or until you’re sure that the equipment is not malfunctioning.

the Federal Communications Commission (FCC) Rules concerning
radio frequency emissions for Class A computing devices. The
following section is required by the FCC.

(2 WARNING: The Solo Select E1 DSU complies with FCC Part 15 of

CAUTION: In accordance with FCC Part 15 section 15.21, changes or modifications
made by the buyer that are not expressly approved by Digital Link Corporation could
void the buyer’s authority to operate this equipment. This equipment has been tested
and found to comply with the limits for a Class A digital device, pursuant to Part 15
of the FCC Rules. These limits are designed to provide reasonable protection against
harmful interference when the equipment is operated in a commercial environment.
This equipment generates, uses, and can radiate radio frequency energy and, if not
installed and used in accordance with the instruction manual, may cause harmful
interference to radio communications. Operation of this equipment in a residential
area is likely to cause harmful interference in which case the user will be required to
correct the interference at his own expense.

INTERNATIONAL COMPLIANCE

Industry Canada

This Class A digital device meets all requirements of the Canadian
Interference-Causing Equipment Regulations.

Cet appareil numérique de la classe A respecte toutes les exigences du
Réglement sur le matériel brouilleur du Canada.




VCCI

£

SAFETY

NOTE: As per the Voluntary Control Council for Interference by
Information Technology Equipment (VCCI), the Solo Select E1 DSU
complies with VCCI Class 1 ITE. This equipment is in the 1st Class
category (information equipment to be used in commercial and/or
industrial areas) and conforms to the standards set by the Voluntary
Control Council for Interference by Information Technology Equipment
aimed at preventing radio interference in commercial and/or industrial
areas. Consequently, when used in a residential area or in an adjacent
area thereto, radio interference may be caused to radios and TV
receivers, etc. Read the instructions for correct handling.
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AUDIENCE

Preface

This Solo Select E1 DSU User’s Guide is intended for network professionals
who want instructions for installing and configuring their digital service
unit.

An abbreviated set of instructions is provided in the Solo Select E1 DSU
Quick Start Guide, part number 098-01928-10. A bound copy was included
with your device. For additional copies of either guide, you may download
a copy from our Web site at www.dl.com and click on LI BRARY. If you wish to
receive an additional hardcopy of the Quick Start Guide, please send us an
e-mail at support@dl.com or send a FAX to 408-273-6507. Include:

<Part number «Your Name «Company =Address =Telephone Number

and we will ship the guide to you.

ORGANIZATION

Chapter 1, “Product Overview,” provides a description of the features of
the Solo Select E1 DSU, and its placement in a Wide Area Network.

Chapter 2, “Installation,” provides a description of the Solo Select, the
components you should have received in your shipping carton, and the
hardware requirements for setting up the Solo Select in your network.

Chapter 3, “Terminal Setup,” provides instructions on connecting your
device to a terminal, logging on to the device, and establishing access
rights.

Chapter 4, “Data Network Configuration,” explains how to navigate the
terminal screens and configure your device to work with your network.

Chapter 5, “Management Configuration,” explains Ethernet, SLIP, in-band
management, and SNMP configuration requirements.

Chapter 6, “Monitoring and Management,” describes how to monitor and
manage the Solo Select module.

Chapter 7, “Service Level Agreement,” desbribes how to monitor the Solo
Select to assure that your Service Level Agreement requirements are met.
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Chapter 8, “Local Management Interface Conditioning,” provides
instructions on the use of LMI conditioning to maintain communication
with the Solo Select in the event of a router or network failure.

Chapter 9, “Alarms,” describes alarm conditions and their display. This
chapter also provides alarm configuration parameters.

Chapter 10, “Diagnostics,” describes the E1 and in-band tests that can be
used to verify the operation of the device and its associated cabling and
equipment.

Chapter 11, “Troubleshooting,” provides solutions to specific problems.

Appendix A, “Specifications,” provides regulatory compliance information,
as well as the electrical, physical, and networking characteristics.

Appendix B, “Cables and Connector Pin Assignments,” details connector and
pin assignments.

Appendix C, “Feature Keying,” provides instructions on changing the
intelligence level and adding features.

Appendix D, “RMON-2 and Top Talkers,” provides instructions on the
option of collecting RMON-2 data.

Appendix E, “Software Download,” explains software upgrades through
TFTP and Xmodem protocols.

Appendix F, “Menus,” provides examples of all software menus.

Appendix G, “MIB Parameters,” provides a table MIB Objects and relates
them to the associated terminal user interface screens.

CONVENTIONS

£

This section describes the conventions used to delineate specific types of
information throughout Digital Link user guides.

Symbols

Symbols denote text that requires special attention. The information
contained alongside a symbol corresponds to one of four levels of severity:

NOTE: Follow guidelines in this, or the previous, paragraph to use the
Digital Link product more effectively.

XXXil
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CAUTION: Follow guidelines in this, or the previous, paragraph to
avoid equipment damage or faulty application.
- WARNING: Follow the instructions in this, or the previous, paragraph
4 to avoid personal injury.
N ELECTRO-STATIC DISCHARGE — CAUTION: Follow the instructions in
{nw) this, or the previous, paragraph to avoid the discharge of static
4 electricity, and subsequent damage to the equipment.
Typography

Digital Link manuals delineate the names of files, commands, and actions
by using the fonts and typefaces described in the following table:

Typeface or

Symbol Purpose Example
Courier Font The names of commands, files, and Edit your. | ogi n file.
AaBbCc123 directories, as well as on-screen

Usels -a to list all files.
computer output. . .
nmachi ne_name% You have nail.

Couri er The input you provide, as contrasted machi ne_name% su

Font, Bold with on-screen computer output.

AaBbCc123 Keystrokes that you must provide to Press G rl - L to refresh the screen.
use the application.

Palatino Font, Command-line placeholder that you To delete a file, type r mfilename

Italic replace with a real name or value.

AaBbCc123

Book titles, new words or terms, or Refer to Chapter 6 in the User Guide.
words that need to be emphasized. These are called class options.
You must be logged in as root to
access this directory.
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Typeface or

Symbol Purpose Example
v Symbol that denotes a single-step
Zapf Dingbats  procedure or task. Procedures
Font requiring more than one task are
numbered.

Palatino Font, Hyperlinks in the table of

Bold Blue contents.When viewing the Portable
Underscore Document Format (PDF) version of the
AaBbCc123 user guide, you can click on one of

these to jump directly to the selected
subject matter.

Palatino Font,  Hyperlinks throughout general text.
Blue

AaBbCc123

or

AaBbCc123

Helvetica Bold Denotes actual markings on front or  Attach the cable to the TERMINAL
back panels. port

DIGITAL LINK TECHNICAL SUPPORT

If you should experience difficulty with the setup and/or operation of your
Digital Link equipment, the Digital Link Technical Support staff can assist
you at any time.

Telephone (408) 745-4200
FAX (408) 745-4240
Email support@dl.com
Internet www.dl.com
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RETURNING A UNIT

Use the following procedure if you need to return a unit for service or
repair,

1. Contact the Digital Link Customer Service Department at
(408) 745-4200, or via e-mail at era@dl.com, or fax a request to (408)
745-4240 to obtain an ERA (Equipment Return Authorization)
number.

2. Package the unit carefully and, before sealing the shipping carton,
include any information you can provide about the problems you
are currently experiencing with the unit.

3. Attach an address label to the shipping carton. Be sure to include
the ERA number:
Customer Service Department
Digital Link
217 Humboldt Court
Sunnyvale, CA 94089
ERA #

SEND US YOUR COMMENTS

Please let us know if this user guide meets your requirements.
Does the manual answer your questions?

Is the manual thorough?

Is the manual easy to use: can you find the information you need?
Is anything missing from the manual?

What would you like to see in the manual?

Digital Link Technical Publications
FAX (408) 745-6250
Email techpubs@dl.com

All suggestions and comments are appreciated.
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Product Overview

=1

ProDUCT OVERVIEW

The Solo Select E1 DSU, Figure 1-1, is a multi-port, SNMP-manageable,
intelligent access unit. It monitors the entire WAN protocol stack and
provides a complete solution for Frame Relay management and Service
Level Agreement (SLA) reporting.

Available as a standalone unit or as a chassis-based module for the
Ensemble WAN Access System, the Solo Select E1 DSU provides a cost-
efficient demarcation between your LAN and public Frame Relay or IP
wide-area networks.

The front-panel LEDs are shown in Figure 1-2.

DIGITAL-
LINK %,

Solo elect

E1DSU T

Figure 1-1 DLO87E Solo Select E1 DSU (Standalone Version)
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DLO87E

DL2187

0L2157E- S —— _ . SD’DJ-

E1DSU

@ Power/Test LED O Remote Loopback Test UP Button @ Transmit Data LED

© inband LED @ Remote Loopback Test DOWN Button ) Receive Data LED

© NET LED ©DTE Loopback Test LED @ Clear To Send LED

O Net Loopback Test LED © NET/DTE Loopback Test Button ® Request To Send LED

@ Remote Loopback Test Acknowledge LED @ Data Terminal Ready LED

Figure 1-2  Solo Select E1 DSU LEDs and Buttons
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I-NET MANAGMENT SUITE

Digital Link’s i-Net Management Suite is a powerful, comprehensive
service-level management solution for both enterprises and service
providers. Carriers and enterprises, large and small, will find the i-Net
Management Suite’s FRF.13 standards-compliant monitoring and reporting
capabilities ideal for ensuring WAN Service Level Agreements (SLAS). The
i-Net Management Suite also allows RMON standards-based performance
monitoring, reducing network operation costs by managing network traffic
more efficiently. Likewise, device configuration is quick and easy, adding
to the productivity of the enterprise IT department or carrier Network
Operations Center (NOC). The i-Net Management Suite’s sophisticated
alarm management system rapidly isolates problems, helping the IT or
NOC manager correct network problems with the click of a mouse, rather
than with expensive IT resources. Device configuration is easy, quick, and
cost effective. Also, the i-Net Management Suite is ideal for proactively
monitoring and understanding network-wide trends to anticipate potential
problems and plan for growth. In short, Digital Link’s i-Net Management
Suite can improve productivity and reduce costs for enterprise IT
managers, and help carriers provide innovative new service offerings.

Today, the growing i-NET Management Suite is composed of WANview™
Network Management System, the Solo Select line of intelligent DSUs, and
web-based ChoiceView Network Monitor.

Customer A Remote User

Headquarters Customer

Dial Up vi d i
ey DilUpviamedems _ _ _ _ _ _ ___ , Remote Site

ChoiceView 1

Network

= ChoiceView
l§ Network

WANview
Network
Management
System and ChoiceView
Network Monitor

Monitor
olo Select 56/64

Frame Relay
Network

Customer B
Headquarters

Router

Solo Select E1
ChoiceView

Network
Monitor

WANview
Network
Management
System

and ChoiceView
Network Monitor

Service Provider

Figure 1-3  i-Net Management Suite
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Feature Keying Provides Scalable Intelligence Levels

With the Solo Select E1 DSU, you can select various feature sets—or
intelligence levels—based on your network management and budget
requirements.

Feature keying (entering a 10-digit code) provides a simple and cost
effective means of adding features and additional reporting capabilities to
your enterprise. New features are added without the need for a service
call, or the need to download additonal software.

Table 1-1 presents the enhancements available at each intelligence level.

Table 1-1 Intelligence Levels

Intelligence In-band DLCI Integrated Performance  Service Level

Level Management Support Monitoring (IPM) Agreement  RMON-2
Basic Yes N/A No No N/A
Level 2 (L2) Yes 32 Yes Yes Optional
Level 3 (L3) Yes 96 Yes Yes Optional

MONITORING THE ENTIRE W AN PROTOCOL STACK

With the Solo Select E1 DSU and its optional components, you can now
monitor the entire WAN protocol stack. Higher level protocols can be
monitored using RMON-2. Frame Relay can be monitored using RMON-1
and Service Level Agreement functions, and the physical layer can be
monitored using diagnostic capabilities as outlined in RFC 1406.

Monitoring Higher Protocol Layers

You can order a Level 2 or Level 3 DSU with RMON-2 capabilities, or use
the Feature Keying function of the Solo Select E1 DSU to enable RMON-2
capabilities in your device. With RMON-2, you can identify the Top Talkers
(256 greatest bandwidth users), and drill down to the Top Applications to
see which applications are using the most bandwidth. Table 1-2 lists the
RMON tables supported in RMON-1 and RMON-2.

1-4
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Table 1-2 RMON Tables

RMON-1 RMON-2

(Provided with Level 2 & 3) (Option for Level 2 & 3)
History Protocol Directory

Events Network Layer Host
Statistics Protocol Distribution
Alarms Application Layer Host

To take advantage of the Solo Select E1 DSU’s RMON-2 capabilities, Digital
Link has created an application, ChoiceView, that allows you to display
RMON-2 data in real-time, graphical, and tabular formats.

Monitoring Frame Relay

When enabled with Integrated Performance Monitoring, your Solo Select
E1 DSU functions as an embedded WAN probe that allows you to evaluate
traffic and troubleshoot congestion points, from one end of the network to
the other. The Solo Select E1 DSU is capable of tracking either 32 (Level 2)
or 96 (Level 3) Data Link Connection Identifiers (DLCIs).

Using four standards-based RMON-1 tables (Table 1-2 on page 1-5), IPM
monitors and collects data on Frame Relay congestion, network
availability, and network throughput.

Service Level Agreements

Service Level Agreement (SLA) reporting, based on FRF.13 standards,
allows you to monitor and confirm Frame Relay network performance. The
SLA implementation provides measurements for:

Frame Delivery Ratio (FDR)
Data Delivery Ratio (DDR)
Frame Transfer Delay (FTD)
Service Availability

Product Overview 1-5
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Monitoring the Physical Layer

In accordance with the parameters established in RFC 1406, the Solo Select
E1 DSU allows you to communicate with the device without having to
assign it an IP address. Advanced diagnostic capabilities, such as BERT
testing, detail report generation, and summary report generation provide
both micro and macro views.

LMI CONDITIONING

LMI conditioning utilizes a maintenance DLCI and a management DLCI.
LMI conditioning allows both the enterprise and carrier network
operations centers to communicate with the Solo Select DSU in the event of
failure. It pinpoints faults and determines whether they are router-related
(LAN side) or network-related (WAN side). In addition, LMI conditioning
maintains logical network connections when a failure occurs—a process
called “LMI spoofing”—which speeds up troubleshooting.

Additional Features

In addition to the IPM and LMI Conditioning features, the Solo Select
offers the following:

< In-band management

= Link-based testing

= Delay monitoring

< Non-disruptive downloadable code for easy upgrades

= Year 2000 compliance

= Ethernet management interface (built-in feature of the stand-
alone models; available via a MAP for the modules)

< Event log

= Modem connection

< Autodiscovery of remote endpoint

The Solo Select E1 DSU includes a software-configurable DTE interface to

accommodate EIA-530, X.21 or V.35 connections. The bandwidth allocation
feature (Timeslot Allocation) lets you configure the unit for speeds ranging
from 64 kbps to 2.048 Mbps. The Solo Select E1 DSU supports the industry-
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standard telnet and SNMP protocols for remote management, and also
features a device-specific enterprise MIB, which lets you configure the
device remotely, as shown in Figure 1-4.

Company
Headquarters Remote
Site

Router Solo Select E1 DSU
Router

Frame Relay
Network

Ethernet
Management
Subnet

v WANview SLIP
SNMP or Telnet Network
Workstation % Management
4 =} System
In-band 1PM

In-band

Figure 1-4  Solo Select E1 DSU WAN Configuration.

Product Overview 1-7



18

Solo Select E1 DSU User’s Guide—February 2000



=2

Installation

UNPACKING AND CHECKING EQUIPMENT

Before you begin the installation, you need to:

= Unpack and inspect the Solo Select for damage that may have occurred
during shipment

= Save all enclosed packing slips, documents, shipping cartons, and
packing materials until you have completed the installation and verified
the unit’s operation

Package Contents

Make sure that you have received all the items ordered.

DL2187E Solo Select E1 DSU module or DLO87E Solo Select E1 DSU
standalone

< Warranty card
= Ferrite beads (2)
< A Quick Start Guide or the WAN Ensemble Shelf Installation Guide

BEFORE YOU INSTALL

Table 2-1 presents a list of the cables that are necessary to install your
device. If you don’t have the correct cables, they may be ordered by calling
Digital Link at 408-745-6200 and asking for Inside Sales, or you may order
from the Digital Link Online Store on our web site: www.dl.com.

Table 2-1 Cables For Installation (1 of 2)

Cable Description Digital Link Model Numbers
Data Port Cable! V.35, DB-25 plug to M-34 plug, 10 ft (3.0 m) DL1300-10

V.35, DB-25 plug to M-34 socket, 1 ft (0.3 m) DL1301-01

V.35, DB-25 plug to M-34 socket, 10 ft (3.0 m) DL1301-10

RS-449, DB-25 plug to DC-37 socket, 10 ft (3.0 m) DL1303-10

X.21, DB-25 plug to DA-15 plug, 10 ft (3.0 m) DL1310-10

X.21, DB-25 plug to DA-15 socket, 10 ft (3.0 m)  DL1311-10

2-1
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Table 2-1 Cables For Installation (2 of 2)

Cable Description Digital Link Model Numbers
COMM Port DE-9 plug to DE-9 socket, 2 connections DL1081
Cable DE-9 plug to DE-9 socket, 4 connections DL1082
DE-9 plug to DE-9 socket, 8 connections DL1083
Network Cable DA-15 plug to DA-15 plug 7 ft (2.0 m) DL1007
DA-15 plug to DA-15 socket - 7 ft (2.0 m) DL1016
75-ohm coaxial network cable, 10 ft (3.0 m)2 DL1405-10

1. If you need to connect a router directly to your Solo Select E1 DSU, you can purchase an RS-530-compatible
cable from the router vendor. Maximum suggested cable length is 14 meters.
2. Two cables required for BNC networks.

Cable Requirements

To connect the Solo Select to a device, the cable you use depends on the
unit’s operating mode (DCE or DTE) and its interface (V.35 or RS-449 EIA
530). Table 2-2 lists cable requirements and restrictions.

Table 2-2 Cable Requirements

Mode/Interface Use

DCE mode Use a DTE cable.
For most applications, the customer equipment operates as a DTE. The Solo
Select’s default operating mode is DCE. For more information, refer to
“Mode” in Table 4-4 on page 4-11.

DTE mode Use a DCE cable.
In some instances, as in tail circuit applications, the customer equipment
operates as a DCE. For these applications, set the operating mode as DTE.
For more information, refer to “Mode” in Table 4-4 on page 4-11.

V.35 interface Use the cable’s M-34 connector to connect to the DTE device and the DB-25
connector to connect to the Solo Select. For more information, refer to
“Format” in Table 4-4 on page 4-11.

X.21 interface Use the cable’s DC-37 connector to connect to the DTE device and the DB-
25 connector to connect to the Solo Select. For more information, refer to
“Format” in Table 4-4 on page 4-11.

Distance Maximum distance between DTE and Solo Select is 30.4 m (100 ft).
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EQUIPMENT MODEL NUMBERS

The Digital Link model numbers related to the Solo Select are listed in
Appendix A, “Specifications.”

SITE REQUIREMENTS

Install the Solo Select in accordance with the National Electric Code,
ANSI/NFPA 70, Articles 110-16, 110-17, and 110-18. This code defines an
access area such as a dedicated equipment room or closet that is clean,
well-ventilated, and free of environmental extremes. Allow .5 - 1.0 m (2-3
feet) of clearance around the unit for access during installation.

The operating environment of the Solo Select is shown in Table 2-2.

Table 2-3 Site Environmental Requirements

Item Specification

Operating Temperature 0°C to 50°C (32°F to 122°F) ambient
Storage Temperature -20°C to +60°C (-4°F to 140°F)

Relative Humidity 0% to 95% noncondensing

Maximum Altitude 4.6 km (15,000 ft)

- Voltages as high as 200 VDC may exist at the telephone company’s E1
4 interface in the form of simplex power. These voltages are hazardous and can

cause death or severe injury! Do not proceed with this installation if any

voltage is present between the send and receive pairs of the network interface.
You can ask the serving telephone company to temporarily disconnect the
simplex power during installation.

The setup and installation of either the Solo Select E1 DSU module or
standalone is separated in this chapter.

< If you have a Solo Select E1 DSU module (DL2187E), refer to
“Installation — Solo Select E1 DSU Module (DL2187E)” on page 2-4.

< If you have a Solo Select E1 DSU standalone (DLO87E), refer to
“Installation — Solo Select E1 DSU Standalone (DL087E)” on page 2-7.
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INSTALLATION — SOLO SELECT E1 DSU MODULE
(DL2187E)

The following procedures outline the steps necessary to install the Solo
Select E1 DSU module into an Ensemble WAN Shelf and attach it to a
terminal.

Terminal Setup

£

You can configure your Solo Select E1 DSU through a terminal or by using
the DIP switches (Figure 2-1 on page 2-5). To set up the device for terminal
configuration, switch 12 of DIP switch bank S2, should be UP (ON). This is
the default position.

NOTE: Ensure that DIP switch 12 is in the UP position before you slide
the module into the shelf (Figure 2-1).

The COMM Port factory default settings on your device are defined as:

= Baud Rate — 9600
= Parity Bit — none
= Word Length — 8
e Stop Bits — 2

Make sure that your terminal software is set to work with these
paramaters. In addition, the following parameters should be set:

< Hardware Flow Control—none
e Terminal Emulation—VT-100

Figure 2-1 shows the default DIP switch settings in bold. You can change
these settings on the unit if they do not match the settings for your
terminal, modem, or Management Access Processor (MAP). For example,
you may change the baud rate to the maximum baud rate supported by
your MAP or the serial controller.

2-4
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Installing the Module

The following procedure outlines the steps necessary to install the module
in an Ensemble WAN Access System.

For more information on powering and setting up your Ensemble WAN
Access System, refer to the Ensemble WAN Shelf Installation Guide, (098-
01905-02).

CAUTION: INSTALLING DC POWER TO AN ENSEMBLE WAN SHELF

= Connect your Ensemble directly to either: (1) the DC power supply system earthing
electrode conductor or (2) to a bonding jumper from an earthing terminal bar or bus
to which the DC supply system earthing electrode is connected.

= Your Solo Select E1 DSU must be placed in the same immediate area (such as
adjacent cabinets) as any other equipment that has a connection between the
earthed conductor of the same DC supply circuit and the earthing conductor, and
also the point of earthing of the DC system. The DC system should not be earthed
elsewhere.

= Place your DC power supply in the same premises as your shelf.

= Do not place any switching or disconnecting devices in the earthed circuit conductor
between the DC source and point of connection of the earthing electrode conductor.

To install the Solo Select E1 DSU module, complete the following steps:

26
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1. Slide the Solo Select E1 DSU module (LEDs facing you) into any

full-size slot of the Ensemble shelf, except the CONT slot. See
Figure 2-2.

Module connector plug

Top and bottom
securing screws

Figure 2-2  Inserting the Solo Select E1 DSU Module

2. Gently push the module all the way in so that its connectors plug
into the back of the shelf and are firmly in place. If power to the
Ensemble WAN Access System is on, the lights on the front panel
should go through a start-up sequence.

3. Screw in the securing screws at the top and bottom of the module.
The white plastic ejectors (Figure 2-2) should snap into place.

4. To remove the module, unscrew the securing screws at the top and
bottom of the module, and unclip the white plastic ejectors to
unseat the module.

INSTALLATION — SOLO SELECT E1 DSU STANDALONE
(DLO8TE)

The following procedures outline the steps necessary to install the Solo
Select E1 DSU standalone, power the device, and attach it to a terminal.
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Terminal Setup

You can configure your Solo Select E1 DSU through a terminal or by the
DIP switches (Figure 2-3 on page 2-9). To set up the device for terminal
configuration, switch 12 of DIP switch bank S2, should be UP (ON).

The COMM Port factory default settings on your device are defined as:

< Baud Rate — 9600
e Parity Bit — none
< Word Length — 8
= Stop Bits — 2

Make sure that your terminal software is set to work with these
paramaters. In addition, the following parameters should be set:

e Hardware Flow Control—none
e Terminal Emulation—VT-100

Figure 2-3 on page 2-9 shows the default DIP switch settings in bold. You
can change these settings on the unit if they do not match the settings for
your terminal, or modem.

2-8
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Installing the Standalone

The Solo Select E1 DSU should be installed on a flat, stable surface or
mounted on a tray.

To install the Solo Select E1 DSU on a flat surface:

1. Remove the covering from the four stick-on rubber pads and
attach them to the bottom of the unit.

2. Place the unit on a flat, stable surface.
You may stack other units on top of the Solo Select E1 DSU.

To mount the Solo Select E1 DSU on a tray, follow these steps and refer to
Figure 2-4;

1. Place the Solo Select E1 DSU on the tray, aligning its bottom holes
with the tray holes.

2. Attach the Solo Select E1 DSU to the tray using the screws
provided.

3. Attach the mounting tray (DL1135-3) to a 19-inch rack.

The tray is wide enough to hold two mounted Solo Select E1 DSUs
side-by-side.
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Installation Using AC Power

When using the Solo Select E1 DSU with AC power, it is necessary to use

one of the supplied ferrite beads (Figure 2-5) to ensure that your DSU
meets CISPR22 emission requirements.

¥ Snap one ferrite bead (500-00022-01) onto the AC power cord
within 10 centimeters (3.9 inches) of the unit.

Figure 2-5  Ferrite Bead for AC Power Cord

To install the Solo Select E1 DSU using AC power, follow the step below
and refer to Figure 2-6:

¥ Insert the power cable into the power receptacle on the Solo

Select E1 DSU rear panel. Connect the other end to the AC
outlet.

The LEDs on the front panel flash as the Solo Select E1 DSU
automatically runs the Self Test at power up. The PWR/TEST LED
blinks yellow and then turns green when the test is successful. If the
test fails, the LED turns red for 10 seconds and then green.

Ground Stud DATA Port Ethernet Port

NET Port COMM Port

Figure 2-6  Back Panel View—-Connectors and Ground Stud
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Installation Using DC Power

You must install the Solo Select E1 DSU for safety in a restricted access area
such as a dedicated equipment room or closet that is clean, well-ventilated,
and free of adverse environmental conditions. Allow two to three feet of
clearance around the Solo Select E1 DSU to give you access to the unit
during the installation.

A

WARNING: Use caution when connecting to DC power. If you
connect the unit improperly, you may damage it.

Installation must be in accordance with Articles 110-16, 110-17, and
110-18 of the National Electric Code, ANSI/NFPA 70.

You need a tray cable that is UL recognized 14 AWG, 3 conductors, copper
strand wire, electrical power and control cable, type TC: tray cable, 600 V
90°C. Alpha Wire Company No. 45443 is an example.

To connect the Solo Select E1 DSU to DC power:
1. Place the unit on a flat surface or tray.
2. Make sure the DC power source is off.

3. Before you connect the unit to the centralized DC power source,
strip 2 inches of jacket material off the tray cable and % inch of
insulation off each wire.

4. Connect the -48 V wire to the negative (-) terminal using a small
flat screwdriver to fasten the wire.

5. Connect the ground wire to the positive (+) terminal using the
same method.

The unit is designed to operate with negative voltage; therefore, the
positive terminal is connected to ground.

6. Connect a third wire to the ground stud near the terminal block
using a Ya-inch wrench and fastening torque of 5 inch-pounds.

7. To minimize disturbance to the wires through casual contact,
secure the tray cable near the rack frame using multiple cable ties.

Use at least four cable ties, a minimum of 4 inches apart. The first tie
should be within 6 inches of the terminal block. (A cable tie mount is
provided as shown in Figure 2-7.)
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8. Connect the Solo Select E1 DSU to a DC power source.

The LEDs on the front panel flash as the unit automatically runs the
Self Test at power up. The PWR/TEST LED blinks yellow and then
turns green when the test is successful. If the test fails, the LED
remains red for 10 seconds and then turns green.

Cable Tie Mount Ground Stud

—_—

SLOW BLOW

DC Power Connector

Figure 2-7  Connecting DC Power

Grounding the Standalone for DC Operation

Connect the Solo Select E1 DSU to ground using a grounding cable
connected to the ground stud on the back panel (Figure 2-7).
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TERMINAL MODE

Before you can configure your Solo Select E1 DSU, you will need to access
the unit through the COMM Port. This chapter covers:

= Attaching the Solo Select to your terminal
= Using Hyperterm to log on to the Solo Select
= Configuring access rights

ATTACHING TO A TERMINAL

The Solo Select E1 DSU module (DL2187E) can be attached via the COMM
Port or CRAFT Port to the serial port of a Server, computer, or terminal. If
you are not using a MAP or a Control card, you will need to attach your
Solo Select using the COMM2 Port on the rear of the shelf.

The Solo Select E1 DSU standalone (DL087E) can be attached to a terminal
using the COMM Port. The following sections outline the various
procedures.

MAP or Control Card Method (DL2187E)

1. Connect a DE-9 to DE-9 COMM Port cable from the CRAFT
connector on the MAP/Control card in your rack to the COMM
Port on your terminal.

To communicate from an ASCII terminal to your module, use the
CRAFT Port connector on the MAP/Control card in your shelf (refer
to Figure 3-1). The CRAFT connector enables you to temporarily
access the Ensemble Shelf system without disconnecting the COMM
Port connection in the rear of the shelf.

31



MAP or Control card

CRAFT connector on MAP/Control card

Figure 3-1 CRAFT Connector on Ensemble Shelf MAP Card

COMM2 Method (DL2187E)

If you are not using a Control card or a MAP, you can connect your Solo
Select module to a terminal using the COMMZ2 Port.

1. To attach your Solo Select to an ASCII terminal, use a COMM Port
cable, DE-9 to DE-9, straight (DL108X). Attach the plug end of the
cable to the COMM2 Port connector on your shelf in your rack and
the plug end to the COMM Port on the back of your computer
terminal.
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COMM 2 Port

Figure 3-2 COMM2 Connector on Ensemble Shelf

2. The CRAFT connector on the front of the MAP or Control card
enables you to temporarily access the Ensemble Shelf system
without disconnecting the COMM Port connection in the rear.
Refer to Figure 3-1.

COMM Port Method (DLO87E)

If you are using the standalone model, you can connect your Solo Select
using the COMM Port on the back panel.

¥ Connect a DE-9 to DE-9 COMM Port cable from the COMM

Port on the Solo Select E1 DSU to the COMM Port on your
terminal.

To communicate from an ASCII terminal to your standalone, use the

COMM Port connector on the back panel of your Solo Select E1 DSU
(Figure 3-3).
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COMM Port

Figure 3-3 COMM Port on Solo Select E1 DSU

USING TERMINAL SOFTWARE

Once you have attached the Solo Select to a terminal using one of the
methods described above, you will need to use terminal emulation
software to communicate with, and configure the device. You may use
Hyperterm Windows, or the terminal emulation software of your choice. If
using Hyperterm Windows, follow the instructions outlined below to set
up the program.

Hyperterm Windows Setup

Hypterterm is a Windows 95 terminal emulation program that can be used
to log on to the unit.

1. Run Hypertrm.exe.

The screen prompts you to name the file.

2. Type a file name and press RETURN.
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The Properties dialog box appears.

demo Properties

3. Select Di rect to COML from the Connect Using drop-down list
box.

4. Click Ck.
The COML1 Properties dialog box appears.

COM1 Properties

CE—

Refer to Table 3-1 on page 3-6 for the correct settings for the COM1
Properties dialog box.
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Table 3-1 Port Settings

Setting Value

Bits per second 9600

Data bits 8

Parity None

Stop bits 2

Flow control None
5. Press OK.

The Properties dialog box reappears.

6. Click Setti ngs.

demo Properties HE

Phone Number  Settings I

o

Function. arrow. and ctrl keys act as
’V © Windows keys

Emulation:
YT100 'I Terminal Setup.

Backscioll buffer lines:
500

™ Beep thiee times when connecting or disconnecting

ASCI Setup.

Be sure that Emulation is set at VT-100 and Backscroll buffer lines
are set at 500.

7. Press OK.

You are now ready to log on to the terminal

Logging On from a Terminal

To log on to the unit, you must first obtain the unit ID of the device. The
unit ID is printed on a small sticker on the back of a module (DL2187E), or
on the back or bottom of a standalone (DLO87E). The default ID is always a
6-character alphanumeric string that identifies the DSU/CSU.

3-6
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If you wish to display or verify the unit ID, press Ct r| - x five times to
display all cards in the shelf.

To log on to the Solo Select:

1. Press Ctrl - x, type the unit ID, and press Ret ur n.

If passwords are enabled, the system prompts for a password.

Now you need a password to |og on:

" NOTE: Systems with blank IDs are always logged on and cannot be

. logged off until a unit ID is assigned. For information on assigning an
= ID, refer to “Setting the Unit ID” on page 4-4.

™ NOTE: Factory default units have no password assigned. If you are

" logging in for the first time, you will not need to enter a password.
=~ Press return at the prompt and Menu 1, Main Status will appear.

For more information on Superuser/normal user’s rights, and assigning
passwords, refer to “Configuring Access Rights” on page 3-9.

2. Type the Superuser or normal user password and press Ret ur n

(For more information on normal and Superuser rights, see
“Configuring Access Rights” on page 3-9).

Menu-1, Main Status, appears.

If this menu does not appear, you may have an incorrect ID, a faulty
connection on the COMM Port, or an incorrect COMM Port
configuration.

3. Refer to Table 3-2 for Solo Select messages during logon.

System Messages

Table 3-2 Login Prompts

Action Condition on Solo

The Terminal User Interface is
already in use

Please enter the Superuser  Normal user logged on via Telnet.
password (refer to

“Assigning User

Passwords” on page 3-10)

to force the other user to

log off or press Grl - x

and try again later.
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Table 3-2 Login Prompts

System Messages Action Condition on Solo

Superuser is already logged into  Press & rl -x and try again  Superuser logged on.
the Terminal User Interface. Try later.
again later.

NOTE: The system forces you off after the fifth unsuccessful attempt to
log on.

L}
%

You now need to configure your Solo Select for several parameters. Refer
to Chapter 4, “Data Network Configuration.”

Logging Off from a Terminal

¥ To log off, press Ct r | - x.

The terminal stops responding to your keystrokes when you are
logged off.
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CONFIGURING ACCESS RIGHTS

You can create two access levels to the Solo Select terminal
interface—Superuser access rights and normal user access rights—by
entering unique Superuser and normal user passwords in Menu 8C, as
shown in Figure 3-4.

SW Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;‘\\
HW Ver B Henu-8 Alarm 14:808:32
8C. Miscellaneous Management Configuration
Local

Connection Direct
Timeout When Logged On Unlimited
Timeout When Mot Logged On Unlimited
Phone Humber 1
Phone Humber 2
Hormal User Password =
Superuser Password =
COMH DCD Disabled

XON/XOFF Disabled
DLC IBC Link Loss Alarm Enabled
Dial Out Time Interwval 8 Min.
Inband Link Loss Alarm Disabled
Inband CRC Error Threshold Disabled
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\l:n—changes a selection Arrow Keys-move the selection [ ] /

Figure 3-4 Menu 8C Miscellaneous Management
Configuration

Terminal Setup
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Assigning User Passwords

Since two access methods are available (using a terminal connected to the
COMM Port or a Telnet connection from a remote terminal), a number of
different scenarios can occur.

A “no passwords” situation gives any user logging on Superuser access
rights. If this user sets one password, both passwords become the same,
known only to this user. The result is one unknown user gaining exclusive
control of the terminal interface.

If you set only one password, both passwords become the same. A “both
passwords same” situation gives any user logging on with a password
Superuser rights. As Superuser, this user can gain exclusive control of the
terminal interface.

NOTE: You must set both passwords to prevent the above situations. Specify
unique Superuser and Normal User passwords in Menu-8C. Menu-8C fields
and options are defined in Table F-16 on page F-59.

3-10
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Data Network Configuration

BEFORE YOU BEGIN

£

N

For complete control over all of the Solo Select E1 DSU configuration
parameters, you must use the terminal interface. This chapter describes
how to configure the Solo Select from a terminal. To perform the initial
configuration from an ASCII terminal to a DL2187E module, connect the
terminal to COMM2 on the Ensemble Shelf or the CRAFT Port on the
Control Card or MAP, and log on. If you are using a DLO87E standalone,
you will need to connect the terminal to the COMM Port. For detailed
instruction, refer to “Attaching to a Terminal” on page 3-1.

You may partially configure the unit using the DIP switches. When your
Solo Select E1 DSU arrives, switch 12 of the S2 DIP switch bank is in the
UP position. This default condition puts the Solo Select in Terminal mode
so that you can configure the Solo Select from a terminal. In terminal mode,
only the COMM port DIP switch settings are used.

If you would like to configure the main features of the Solo Select using the
DIP switches, set switch 12 of DIP switch bank S2 to the DOWN position.
In DIP switch mode, the terminal settings will change to reflect the DIP
switch settings.

NOTE: Using the DIP switches does not allow access to all
configuration options. You must also use the Maintenance and
Management DLCIs to telnet to the device, or the terminal interface.

TERMINAL INTERFACE NAVIGATION

To use the terminal interface, be sure that DIP switch 12 is UP. The terminal
interface contains a number of menus which are used to configure,
monitor, and manage the Solo Select.

= To navigate the fields in the menus, use the arrow keys on your keypad.

= To select a menu, press the menu number as indicated at the bottom of
the menu screen.

= To change a parameter, use the spacebar to toggle through available
options within the parameter, and press Ret ur n to select it.
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Setting a Menu Parameter

Use the following procedure to select a parameter, set it, and confirm your

action:
j NOTE: You can also use the u (up), d (down), r (right), and | (left)
A\ keys in place of the arrow keys.

1. Move the cursor to a field using the arrow keys, and press Ret ur n
to activate edit mode.

2. Cycle through the available options using the up and down arrow
keys. Stop at the desired option, and press Ret ur n to select it, or
where appropriate, type the required value.

3. Type y to confirm your action when prompted.

j NOTE: In some cases, the Structured menus differ from the Unstructured
A\ menus.

OVERVIEW OF THE CONFIGURATION

The Solo Select E1 DSU is operational when you install it. To be able to
manage it, you need to configure the unit for its specific network
environment. To configure the Solo Select, set the parameters given in
Table 4-1.

Table 4-1 DSU Configuration Parameters (1 of 2)

Parameters Menu

Unit ID, Date, Time, and E1 Network Menu-4, Main Configuration. Refer to “Overview of
the Configuration” on page 4-3 for more information.

Data Port Menu-5, Data Port Configuration. Refer to “Configuring
the Data Port” on page 4-10 for more information.

Timeslot Allocations Menu-6, Timeslot Allocations. Refer to “Configuring
Timeslot Allocations” on page 4-11 for more
information.
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Parameters

Table 4-1 DSU Configuration Parameters (2 of 2)

Menu

SNMP

Menu-0B, SNMP Configuration (if required). Refer to
Chapter 5, “Management Configuration” for more
information.

Alarm conditions, thresholds, and passwords Menu-8C, Miscellaneous Management. Refer to

Chapter 9, “Alarms” for more information.

L

N

NOTE: In this manual we show Terminal User Interface screens for a
single Solo Select E1 DSU Device. If there is another Solo Select E1
DSU at the other end of a point-to-point connection, it will be
discovered and show up on the screen as the remote device. Here is a
sample screen of a report that references a remote device.

i Solo Select E1 05U 11;11.;%

Lin
nu73 Reports 03:49: 14

S Uer 0.186 M
HU ek 1 s1

Local Interual
Start ES UA

o
o

=

A
oOoOoooDOoOoDoooD o0
oooooooooo oo
oooooooooo oo
o e e o
g e e o e e o o gy
o Ry e e o o Y
o g e e O o e o o e 3
g e B e e o o T
o g e e e o e
oooooooooo oo

Fage 1 of 32

B-I1F Config. 1-Main Stotus 2-Data Status 2-Reports d-Main Config.
S-0ata Config. e-Time=s|ot Config. 7-Feature Kegys 8-Alarm 9-Diagnostics

\\*Erfnown firrew Keys—=croll the registers -‘///

SETTING ID, DATE, TIME, FRAMING, AND NETWORK

TIMING

Use Menu-4, Main Configuration, to set the unit ID, date, time, and
framing, on each Solo Select, as illustrated in Figure 4-1, and described in
the following sections.
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///';w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!89!9;\\\
HY Uer B Menu-4 Main Configugation 18:51:54
S/H 1499853337754 Local: 6
UNIT Protect Hode Disabled

Idle Code axFF
NET e Framing CRCH Enabled
Line Impedance 75 ohm
e Main/Alt Sync. net/IHT
In-Band Communications Bit L]
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
F-Flash Download
\\\fn—changes a selection Arrow Keys-move the selection [ ] ‘///

Figure 4-1 Menu-4 Main Configuration

In Unstructured E1 mode, remote unit information and In-band
Communications bit parameters are not shown.

Setting the Unit ID

Your Solo Select E1 DSU comes factory configured with a unique Digital
Link Unit ID. Each device in your network must have a unique Unit ID.
You may use the preconfigured Unit ID, or follow the instructions below to
change the Unit ID.

1. Open Menu-4, Main Configuration.

2. Using the arrow keys, move the cursor to Local @, and press
Ret ur n to select the field.

A prompt appears at the bottom of the screen:

Pl ease Enter an ID [6 characters maxinunj:
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3. Type the Unit ID and press Ret urn.

Do not leave this field blank; this will cause the unit to always be
logged on. If you have several cards in your Ensemble shelf, make
sure that you do not select an ID that has already been assigned to
another device.

The new ID appears in the Local or Remote field.
The following message appears:

Do you really want to change the Configuration [Y/N?

4. Typey to confirm, or n to cancel changes.

Setting Date and Time

1. Use the arrow keys to move to the date orti ne @ field. Press
Ret ur n to select the field.

2. Enter the date or time as indicated by the prompt, and press
Ret ur n.

Example: The date field uses a double-digit month/day/year
format, and entering 2/ 22/ 97 yields 02/ 22/ 97 and 22: 4: 6 yields
22:04: 06 (The clock is a 24-hour clock.)

The following message appears:

Do you really want to change the Configuration [Y/ N ?

3. Type y to confirm, or n to cancel changes.

Setting NET Framing

L)

NOTE: Use the settings below as a logical guide; if you experience
difficulty, your telecommunications provider can provide you with
specific framing and master clock settings for your installation.

1. Move the cursor to Fram ng @.

2. Press Ret ur n to select the field.
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3. Select CRC4 Enabl ed, CRC4 Di sabl ed, or Unst ruct ur ed,
depending on your carrier’s instructions. The default is CRC4
Enabled.

The following message appears:

Do you really want to change the Configuration [Y/N?

4. Typey to confirm, or n to cancel changes.

Setting NET Timing

1. Use the arrow keys to move the cursor to Mai n/ Al't Sync @, and set
it to Net if timing is derived from the E1 connection, or | NT if the
timing is derived from the internal oscillator in the DSU. The
default is INT, but in most cases, Frame Relay networks are Net.

NOTE: When using Frame Relay, the switch often provides the timing.
In this case, the DSU should be set to Net.

£

N

The following message appears:

Do you really want to change the Configuration [Y/N ?

2. Typey to confirm, or n to cancel changes.

CONNECTING TO THE DTE DEVICE AND E1 NETWORK

Before you connect the Solo Select between the DTE device and E1
network, make sure you obtain the correct cables and have calculated the
distances.

DTE Cable Connection

The type of DTE cable you use to connect the Solo Select unit to the DTE
device depends on the unit’s operating mode (DCE or DTE) and its
interface (V.35 or X.21). For information on selecting the correct cable for
your needs, see “Before You Install” on page 2-1.

For most applications, the customer equipment operates as a DTE;
therefore, set the Data Port mode to DCE in Menu-5, illustrated in Figure
4-2 on page 4-10. In some instances, as in tail circuit applications, the
customer equipment operates as a DCE; therefore, set the Data Port to
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DTE. For additional information, refer to Table 4-4 on page 4-11; look for
“Mode” and “Format”. The proper cable to use for each mode and
interface is given in Table 4-2.

For cable part numbers, refer to Appendix A, “Specifications.”

Table 4-2 Connecting the DTE Cable

DSU/CSU unit Use
In DCE mode DTE cable
In DTE mode DCE cable

V.35 interface

Use cable’s M-34 connector to connect to DTE and the DB-25 connector to
connect to the Solo Select

X.21 interface

Use the cable’s DA-25 connector to connect to unit, and DA-15 end to
connect to DTE

Distance

Maximum distance between DTE and Solo Select—15 m (50 ft)

FireBERD Compatibility with M-34 Connector

When you connect a FireBERD test set to a V.35 module using a DTE cable
not supplied by Digital Link, make sure the following pins are not
connected on the cable’s M-34 end:

BB, Z, EE, CC

These pins are reserved for special functions in FireBERD test sets.

EIA-530 Applications

For EIA-530 applications, use an EIA-530 DTE cable and set the format to
V.35 using Menu-5, Data Port Configuration (Figure 4-2 on page 4-10).

Network Interface Cable Connection

For the network interface cable, we recommend you use a standard E1
cable, a twisted-pair cable with 75 or 120 ohm impedance (based on the
device purchased), commonly referred to as T-Screen or ABAM (or its
equivalent). The Solo Select is designed to operate with this cable.

The E1 cable’s send and receive pairs are shielded separately to minimize
cross-talk.

Connecting to the DTE Device and the Network

To connect the Solo Select to the DTE device and the network, follow these
steps:
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Module:

1. Connect the DTE cable to the Ensemble shelf’s DB-25 socket
connector (labeled D1-D15) to the DTE device.

2. Connect the network interface cable to the DA-15 socket connector
(labeled N1-N15) on the back panel and to the network cable.

Standalone:

1. Connect the DTE cable to the DB-25 socket connector on the back
of the standalone device, and to the DTE device.

2. Connect the network interface cable to the DA-15 socket or the
BNC connector on the back panel of the device.

The NET LED on the front panel illuminates green. The TD and RD
should be green, while RTS, CTS, and DTR should be amber. If other
colors illuminate, refer to Chapter 11, “Troubleshooting,” for more
information.

CONFIGURING THE E1 NETWORK PARAMETERS

Configure the following E1 network parameter for the Solo Select. Refer to
your service provider work order for framing, timing, and line code
information.

To configure a parameter:
1. Select the parameter.

Use the arrows and press Ret ur n to place the menu in edit mode
(highlighted and blinking). Cycle through the available options using
the up or down arrows.

4.8
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Local/
Remote

2. Set the parameters given in Table 4-3 for the Solo Select (local and

remote).
Table 4-3 Solo Select Parameters

Parameter:
Definition/Settings

Default

UNIT

Protect Mode - Enabled or Disabled;
Enabled - Protect mode prevents you from running tests from the
front panel.

Disabled

Idle Code- O to OxFF

OXFF

NETWORK

Framing - CRC4 Enabled, CRC4 Disabled, or Unstructured

CRC4 Enabled

Main/Alt Sync - Int, NET, ext[1544], and dataOl1 (DTE).
Select the E1 network transmitter’s clock source. First specify the
Main clock source value, then the Alternate. (Each clock source
has the same options.)

Type y to confirm each action.

= NET: Select this option if the network is the clock source. If it is
not, set to Int at one E1 end, and NET at the other end.

= ext[2048]: Select this option if you are using an external clock
source with a shelf.

= data01: Select this option if the DTE is the clock source.

NET/Int

In-band Communications Bit - 4,5,6,7,8, or Disabled

4

Data Network Configuration
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Configuring the Data Port

To configure the Data Port and set the parameters for the local and remote
units, use Menu-5, Data Configuration, illustrated in Figure 4-2.

///;# Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B Menu-5 Data Configuration 13:52:52
o e éocal: E
Loss HMode Format Clock
DATA1 RTS DCE v.3as +5CT
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\fﬁ—changes a selection Arrow Keys-move the selection Ig///

Figure 4-2 Menu-5 Data Configuration

1. Setthe Loss @ to RTS, DIR or None, to set the criteria for detection
of loss of signal.

2. Set the Mode @ of the DATA port to either DTE or DCE.
3. Set the Format @ to V. 35 or X. 21.
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4. Set the cl ock @ to +SCT, - SCT, or SCTE.

For DTE timing, select +SCT or (inverted) -SCT. Select inverted SCT
(-SCT) or SCTE to correct delays in clocking due to cable length.

When the DATA Port is a DTE port, SCTE is the only DATA Port

timing option.

Table 4-4 Data Port Field Options and Definitions

Field-Option
Definition Defaults
@ Loss DTR (Data Terminal Ready), RTS (Request to Send) or NONE. Select RTS
the criteria for detecting loss of signal on the Data Port.
None disables loss detection. Unit disregards DTE-DCE handshaking.
The unit’s data port physical interface will appear active. Setting Loss
to None will force a high CTS signal on unit.
RTS or DTR causes the signal to function as an indicator that the data
port, or the DTE (router), has been dropped.
® Mode DTE or DCE DCE
Select the DTE or DCE Port option. This allows the Data Port to be
configured as a DTE or a DCE. Each configuration requires a different
cable.
© Format V.35 or X.21 V.35
Select V.35 or X.21 operation. You can operate in X.21, V.35 or other
formats by using different cables. For V.35 or X.21 applications, set to
X.21 and use an V.35 or X.21 DTE cable.
O Clock +SCT, -SCT, or SCTE. +SCT

Select SCT, a unipolar clock generated by the DCE for DTE timing. You
can invert the clock (-SCT) or not (+SCT). SCT inversion (-SCT) and
SCTE are used to correct delays in clocking due to cable length.

Configuring Timeslot Allocations

L)

Allocate timeslots for bandwidth on each Data Port in Menu-6, Timeslot

Configuration (Figure 4-3).

NOTE: This option does not occur when Framing is set to Unstructured

on Menu 4.

Data Network Configuration
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/SW Uer E.18 MIB Uer 1.15 Digital Link Solo Select E1 DSU 9!16!9h
HY Ver B Menu-6 Timeslot Configuration 13:54:58

fAllocation Type Contiquous "

Dﬂaﬂ Tg‘l —T%l 1536Kb/s

Allocate by timeslot:

Allocate by port:

Hetwork Time Slot HMap
1 2 3 4 5 1] 7 8 9 18 11 12 13 14 15 16
Local pe1 pe1 pe1 D1 B4 DAY DAY DB1 DB1 DAY DO DO1 DEd DEd DO1 DEd

17 18 19 28 21 22 23 24 25 26 27 28 29 38 3
Local pe1 pe1 pet1 pe1 pe1 DAT1 DO DB -—— - - o o —m o

8-IF Config. 1-Hain Status 2-Data Status 3-Reports h-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\‘Fn—changes a selection fArrow Keys-move the selection A///

Figure 4-3  Menu-6 Timeslot Configuration

Two Timeslot Allocation Methods

Two methods are available for allocating timeslots—Contiguous or
Manual. Select the desired method from the Allocation Type field as shown
in Table 4-5.

Table 4-5 Timeslot Allocation Methods

Method Description/Procedure
Contiguous Allows easy configuration of contiguous timeslots.
Manual Move to a timeslot one at a time, and assign Data Port 1 to it. This method allows

any arbitrary timeslot allocation.

Allocating Contiguous Timeslots

To configure contiguous timeslots (adjacent to one another, a range, xx to
vy), select Menu-6, Timeslot Configuration (Figure 4-3 on page 4-12), and
follow the steps outlined below.

1. For most applications, keep the Allocation Type Conti guous @.

2. If your application is Fractional E1, set the Start/Stop timeslots (@
and @) as provided by your carrier.
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Using the arrow keys, move the cursor to the timeslot port @, and
press Ret ur n to select it. The port should read Dat a01. If the port
parameter reads I dl e, press the Spacebar until Dat a01 appears,
and press Ret ur n.

. Using the arrow keys, move the cursor to the starting timeslot @,

and press Ret ur n to select this option.

Type in the starting timeslot, and press Ret ur n. The cursor has
now moved to the ending timeslot @, highlighting it.

Enter the ending timeslot, and press Ret ur n.
The following message appears:
Do you really want to change the Configuration [Y/ N?

Type y to confirm, or n to cancel changes.

Allocating Timeslots Manually

To manually allocate timeslots to a specific Data Port, move to the timeslot
and specify the port. You must set the other timeslots to Idle.

Follow the procedure described in the example below, and refer to Menu-6
as shown in Figure 4-3 on page 4-12.

You want to allocate timeslots 3, 7, 9, 14, and 15 to Data Port 1. Your plan is
to specify Port 1 for these timeslots and | for IDLE for all other timeslots.

To select Manual:

1.

2.
3.

Move to Al | ocati on Type @ using the up or down arrow keys, and
press Ret ur n to activate edit mode.

Cycle through the options using the up or down arrow keys.

To select Manual, press Ret ur n, and then press y to confirm.

To configure timeslot 1 as IDLE:

1.
2.

Move to timeslot 1 using the arrow keys.

Press Ret ur n to activate edit mode.

The system prompts you:

3.

Type the UP or DOM arrows to change the sel ection, or type
a port nunmber (NN or | for IDLE):

Press L and y for Local in response to the prompt:
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Do you want to change the local unit, the renote unit, or
both (L, R or B)?

4. Use the same method to configure the other slots to IDLE.
To configure timeslots 3, 7, 9, 13, and 15 for Data Port 1:

1. Move to the specific timeslot using the arrow keys, and press
Ret ur n to activate edit mode.

You are prompted to enter the up or down arrows to change the
selection, or type a port number (NN or | for IDLE):

2. Press 1 for DATA PCRT 1, then press Returnandy.
DATAO1 Fragmented 320 kBps

NOTE: Timeslot configuration can be verified by timeslot map
DO1=Dataport 1.

4-14
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IPM CONFIGURATION

To set up your device for performance monitoring, you must first configure
several parameters through the terminal interface screens. To conduct a full
performance monitoring, your device must be configured for:

< |P In-band Management/Monitoring, In-band Traffic Type, and IP
address assignments. Refer to “IP Configuration—Menu 0A” on page
5-1

= Performance Monitoring. Refer to “Performance Monitoring
Configuration” on page 5-4

= SNMP management capability. Refer to “SNMP Configuration” on page
5-9

IP Configuration—Menu OA

When you receive your device, in-band management and in-band
management is enabled. The following instructions walk you through
setting (or insuring) that the parameters are correct for enabling your
device to pass data to your network management station in-band.

1. From Menu-0, IP Configuration (Figure 5-1), select A, I nt er f ace
Configuration @.
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(//’7SW Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU

HW Ver B

Menu-8 IP Configuration

Please select a menu:

9!16!99\

18:26:24

\\\‘Vcn—selects a menu

A. Interface Configuration
B. SHWP Configuration
C. Ethernet Configuration
E. Performance Monitoring Configuration
F. LHI Configuration
6. LHI Conditioning Configuration
H. SLA Configuration
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.

5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm

9-Diagnostics

Up/Down Arrow Keys-move the selection 4///

Figure 5-1

Menu-0 IP Configuration

Menu-0A, Interface Configuration, appears (Figure 5-2).

Software version #

///;; Uer E.18 ) HIB Ver 1.15 Digital Link Solo Select E1 DSU

9!09;;;\

\\\Ef—changes a selection

Jer B Menu-8 IP Configuration 11:18:18
8A. Interface Configuration
Local:
UNIT 1P o e Enabled
In-Band Hanagement Enabled
In-Band Monitoring Enabled
In-Band Traffic Type ‘, Frame Relay
COMMAFDL IP Address e a.a.8.4d
IP Forward COMM {-> IBC Disabled
NET IP Address @ 8.4.0.@
DATA DTE IP Address @ 6.6.6.8
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

Arrow Keys-move the selection

v

Figure 5-2

Menu-0A Interface Configuration

2. Move cursor to | P @ and select Enabl ed (default).

52

Solo Select E1 DSU User’s Guide—February 2000



5

L)

L)

L)

3. Move cursor to I n-band Managerent @ and select Enabl ed
(default).

4. Move the cursor to I n-band Moni tori ng @ and select Enabl ed
(default).

5. Move cursor to In-band Traffic type @ and choose the type of
traffic you run-Frane Relay or Ci sco HDLC

NOTE: Cisco HDLC is only used with point-to-point applications.

6. Move cursor to the IP address blocks and type in the IP addresses
for COW FDL @, NET @, and DATA DTE @.

NOTE: If Maintenance and Management DLCIs are used (LM
Conditioning), then it is not necessary to set NET and DATA DTE IP
addresses.

It may also be necessary to set the IP address on the network management
station that will be receiving traps. To set the network management
system’s IP address, see “SNMP Configuration” on page 5-9.

NOTE: Cisco HDLC does not use Data Link Connection Identifiers (DLCIS).
If the In-band Traffic Type is set to Cisco HDLC, the device ignores the
data in Menu-OE Performance Monitoring Configuration.

With IPM (in-band monitoring enabled), the device adds the Performance
Monitoring Configuration option to Menu-0 (Figure 5-1 on page 5-2).
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Performance Monitoring Configuration

Menu-0E, the Performance Monitoring Configuration screen (Figure 5-3),
allows you to edit the DLCIs to be monitored.

1. From the IP Configuration screen, (Figure 5-1), choose E,
Per f or mance Monitoring Configuration @.

Menu OE Performance Monitoring Configuration appears (Figure
5-3).

DLCIs have been discovered if LMI has been configured. If LMI has
not been configured, DLCIs must be entered manually.

2. Set all DL numbers @, if necessary, and O R @ rates.

3. Set the DELAY THRESHOLD @.

Values entered here are in milliseconds. To change a DLCI’s status to
Deleted, enter a value of 0.

//;; Uer E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!09!;;\\
HY Uer B Menu-8 Configuration 11:11:37
BE. Performance Monitoring Configuration

0 e eDelay Far End Far End

Dlci Cir  Threshold Status Dlci IP Address

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

Page 1 of 18
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
n-selects next page p-selects previous page
\\ff—changes a selection Arrow keys-move selection I4///

Figure 5-3 Menu-OE Performance Monitoring Configuration
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The screen in the example is page 1 of 10. On this screen are 10 rows of
Data Link Connection Identifier (DLCI) configurations. Depending on the
model in use, you can manage up to 32 or 96 DLCIs.

NOTE: If you change information in Menu-OE Performance
Monitoring Configuration (LMI only), and you are using WANview,

= you will have to close down and relaunch the screen for the DLCI to

be accepted.

Setting CIR

L)

When the traffic type is Frame Relay, management information is available
on the line. The device automatically detects the type of management
information that is being provided. The three possible types are presented
in Table 5-1.

Table 5-1 Management Information Types

Management Information Type Document

LMI Revision 1 T1S1 Standards-based Frame Relay
Specifications with Common
Enhancements

Annex-A ITU Q.933
Annex-D ANSI T1.617

To use IPM, the In-band Monitoring parameter (Menu-0A, Interface
Configuration) must be enabled. Set traffic type to the type of traffic on the
link

LMI Revision 1

LMI Revision 1 contains DLCI and CIR information.

NOTE: WANview Network Management System will automatically
update itself to reflect your changes.

N

Annex-A or Annex-D

Annex-A or Annex-D contain only DLCI information.
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If the LMI type is not LMI, it is either Annex-A or Annex-D, and you will
need to manually configure the CIRs using Menu-0E, Performance
Monitoring Configuration.

To configure CIRs:

1.

Go to Menu-0E, Performance Monitoring Configuration (Figure 5-3
on page 5-4).

Highlight the CIR to change.

Press the Ret ur n key to initiate the change.

The device requests the new data.

. Type in the CIR in bps, and press the Ret ur n key.

The device requests confirmation.

. Type y to accept the CIR.

Type any other key to cancel this operation.

DLCIs will be discovered, but you may enter them manually:

1.

Go to Menu-0E, Performance Monitoring Configuration (Figure 5-3
on page 5-4).

Highlight the DLCI to change.

Press the Ret ur n key to initiate the change.
The device requests the new data.

Type in the DLCI and press the Ret ur n key.
The device requests confirmation.

Type y to accept the DLCI.

Type any other key to cancel this operation.

SLIP CONFIGURATION

SLIP (Serial Line Interface Protocol) is a TCP/IP protocol that allows IP
packets to be transmitted over a serial link, such as a dial up phone line.

5-6
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Interface Configuration

You may use the Interface Configuration menu to set IP addresses, and
enable in-band and SLIP connection features on the Solo Select.

///;; Ver E.18 HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!09!;;\\
HY Uer B Menu-8 IP Configuration 11:18:18
8A. Interface Configuration
Local:
UNIT 1P Enabled
In-Band Hanagement Enabled
In-Band Monitoring Enabled
In-Band Traffic Type Frame Relay
COMMAFDL IP Address a.a.8.4d
IP Forward COMM {-> IBC Disabled
HET IP Address a.d4.8.4d
DATA DTE IP Address a.a.8.4d
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\fﬁ—changes a selection Arrow Keys-move the selection I‘///

Figure 5-4  Menu-OA Interface Configuration

Menu-0A parameters are defined in Table 5-2.

Table 5-2 Interface Configuration Parameters

Primary Parameter - Options Definition Default
Parameter
UNIT IP Enables/disables the Solo Select’s management via Disabled
IP (Telnet, ping, SNMP).
In-band Management  Enables or disables in-band management of the Disabled
Solo Select.
In-band Monitoring Enables or disables in-band monitoring of the Solo Enabled
Select.
In-band Traffic Type Can be set to Frame relay or Cisco HDLC. Frame
Relay
Management Configuration 57
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Table 5-2 Interface Configuration Parameters

Primary Parameter - Options Definition Default
Parameter
COMM/FDL IP Address The IP Address for the Solo Select COMM Port or  0.0.0.0
FDL in standard IP form (nnn.nnn.nnn.nnn).
IP Forward COMM <-> Enables or disables for Forward Over IBC feature  Disabled
IBC of the Solo Select.
Note: This feature will not function in Unstructured
mode.
NET IP Address The IP address that is responded to for in-band 0.0.0.0
traffic received from the NET (E1 line).
DATA/DTE IP Address The IP address that is responded to for in-band 0.0.0.0

traffic received from the DTE (serial line).

IN-BAND MANAGEMENT

In-band management is an easy way to manage the Solo Select network
devices through the data path. There is no need for external hardware
(such as a serial cable), terminal server, Ethernet hub port, or router AUX
Port connection to manage the unit. Because there is no need for additional
DLCI resources, the in-band management feature lowers the operational,
setup, and maintenance costs of the Solo Select.

Logging on from a Telnet Connection

To log on from a Telnet connection, use a terminal or terminal emulation
program to access the unit directly.

To log on to the unit user interface using a Telnet connection:
1. Enter the Telnet command and the Solo Select IP address.

Example of system response: MAUI is unit ID

CQurrent ID is Mui
MAU  passwor d:

5-8
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2. Enter the Normal User or Super User password.

NOTE: If your Solo Select is set for dial-up mode, that is, using a
modem and directly dialing through a standard telephone connection,
it is recommended that you DO NOT use a Telnet session to access the
unit.

SNMP CONFIGURATION

SNMP (Simple Network Management Protocol) is the Internet standard
protocol for managing nodes on an IP network. SNMP uses a Management
Information Base (MIB) to query or set parameters.

Configuring for SNMP

To configure the Solo Select E1 DSU for SNMP management capability, use
Menu-0B, SNMP Configuration. The contents of this menu change
depending on the in-band management mode of operation (Figure 5-5).

In order to complete the configuration, you will need to assign the IP
address for the output port of the IPM-enabled device and the NMS that
will receive the trap messages.

When the Solo Select E1 DSU sends an SNMP trap to report an alarm, the
device must know the NMS IP address as well as the DLCI so that the
frame is delivered to the correct remote location. Since the device can
report alarms on up to three NMSs, you need to specify up to three pair of
IP and DLCI addresses. If you want alarms reported to just one or two
NMSs, then you specify only those IP address/DLCI pairs. The exception
occurs when you are communicating with the device via the ethernet
management port or the COMM port. In this case, you do not need to
assign a DLCI.

The get, set, and trap community strings function as passwords, and
prevent other SNMP management stations from gaining access to the Solo
Select E1 DSU. Use Menu-0B, SNMP Configuration, to set traps (Figure 5-5)

Configure each unit for SNMP management functionality using the SNMP
Configuration menu as illustrated in Figure 5-5 on page 5-10. To access this
screen, select Menu 0, then select option B, SNMP Configuration.

The SNMP Configuration fields are defined in Table 5-3 on page 5-11.
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///;w Ver E.18 HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B Menu-8 IP Configuration 108:37:36
8B. SHMP Configuration
Local:
COMMUNITY Get o public
Set public
Trap 9 public
TRAP 1st HHWS IP Address o a.a.8.4d
2nd HHWS IP Address a.a.8.4d
3rd HHWS IP Addre a.a.8.4d
1st Output Port COHH
2nd Output Port COHH
3nd Output Port COHH
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\fn—changes a selection Arrow Keys-move the selection )///

Figure 5-5 Menu-OB SNMP Configuration

1. GET @ Enter an alphanumeric text string (publ i ¢ is default) with
maximum of 32 characters. Make sure the string matches NMS
community workstation string.

The Solo Select E1 DSU SNMP agent uses this text string to check
GET requests for the SNMP configuration from the NMS.

2. SET @ Enter an alphanumeric text string (max—32 characters).

The Solo Select E1 DSU SNMP agent uses this text string to check
GET requests for the SNMP configuration from the NMS.

3. TRAP @ Enter an alphanumeric text string (maximum—32
characters).

The Solo Select E1 DSU SNMP agent uses this text string to send trap
responses for the SNMP configuration from the NMS.

4. TRAP NMS IP ADDRESS @ Enter the IP address of the Network
Management Station (NMS) that will receive trap messages from
the Solo Select E1 DSU SNMP agent.

NOTE: When using LMI Conditioning, the DTE port DLCI should be
the same as the Management DLCI, and the Net port DLCI should be
the same as the Maintenance DLCI.

5-10
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Parameter

5. TRAP OUTPUT PORT @ Select the port (Ethernet, COVM DTE, or
NET) that the Solo Select E1 DSU SNMP agent uses to send TRAP
messages to the NMS.

NOTE: When in-band is disabled, the Solo Select E1 DSU sends traps
only through the comm Port or Ethernet port (Trap Output Port must be set
to COMM or Ethernet). For traps to be sent in this mode to the three
NMSs, set the three trap output ports and trap IP addresses.

Table 5-3 Menu-0B SNMP Configuration Parameters (1 of 2)

Parameter-Options Definition Default

COMMUNITY

Get (text string) Enter an alphanumeric text string (max—32 public
characters). The Solo Select SNMP agent uses this
text string to check GET requests for the SNMP
configuration from the SNMP management station.

Set (text string) Enter an alphanumeric text string (max—32 public
characters). The Solo Select SNMP agent uses this
text string to check SET requests from the SNMP
management station to set the SNMP configuration.

Trap (text string) Enter an alphanumeric text string (max—32 public
characters) which the Solo Select SNMP agent
inserts in SNIMP traps that it sends to the SNMP
stations.

TRAP

1st NMS IP Address  nnn.nnn.nnn.nnn, where nnn is 0-255 0.0.0.0

2nd NMS IP Address

3rd NMS IP Address Enter the IP address of the first Network
Management Station. The Solo Select sends trap
messages to this server.

Note: If all three

TRAP NMS IP

addresses are set,

the Solo Select sends

a trap to all three

network management

servers.
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Table 5-3 Menu-0B SNMP Configuration Parameters (2 of 2)

Parameter Parameter-Options Definition Default
1st Output Port COMM, IBC, DTE, NET, ENET COMM
2nd Output Port
3rd Output Port Select the first Solo Select NMS port to which traps

are sent. If set for IBC, the unit will send traps over
IBC to the remote unit using a proprietary Digital
Link protocol, which you can enable in Menu-4. If
set for DTE or Net, the unit will ask you for a DLCI
number, which identifies the circuit used for all traps
generated by the Solo Select. Available only if in-
band is enabled.
™ NOTE: When in-band is disabled, the Solo Select E1 DSU sends traps
. only through the COMM Port or Ethernet Management Interface (Trap
=~ Output Port must be set to COMM or Ethernet). For traps to be sent in
this mode to the three network management stations, set the three trap
output ports and trap IP addresses.
When using a shelf, you will need to select COMM to send traps
through the Ethernet port of the MAP.
512 Solo Select E1 DSU User’s Guide—February 2000
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USING THE ETHERNET MANAGEMENT INTERFACE

The Solo Select E1 DSU standalone includes an Ethernet Management
Interface (Figure 5-6). This interface allows you to connect the Solo Select
E1 DSU directly into the network using an RJ-48 connector, for
simultaneous Telnet, TFTP, or SNMP management without using a MAP.

Ethernet Management Interface

PEETEREES FRREArerrory

NPTy Ay g M o R SN

Figure 5-6  Ethernet Management Interface

In order to manage your system via the Ethernet Management Interface,

you must first enable IP, and set the IP address via the terminal on Menu-
0A.

¥ NOTE: If the IP address is not configured, or set to a value of zero, the
Ethernet interface is disabled.
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Configuring the Ethernet Management Interface

£

Use Menu-0C, Ethernet Configuration (Figure 5-7), to configure your
Ethernet Management Interface.

/;;;Uer E.18 HMIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!4;\\\
HY Uer B Menu-8 IP Configuration 108:39:06
8C. Ethernet Configuration
Local:
ETHERHET IP Addre n a.8.8.d8
IP Mask a 255 255 . 8.4
IP Gateway a.a.8.4d
HAC Address B@:aB:cA:@808:19:81
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\ffjchanges a selection Arrow Keys-move the selection I4///
Figure 57  Menu-OC Ethernet Configuration
Setting the Ethernet IP Address
1. Select the | P Address field @. Press Ent er.
The IP address becomes highlighted and the following message
appears at the bottom of the screen:
Pl ease enter an | P Address [aaa. bbb. ccc. ddd]
2. Type the IP Address used by the Ethernet network to connect to
the LAN. Press Ent er
NOTE: The default Ethernet address is 0.0.0.0 and disables Ethernet.
‘ When assigning an Ethernet address, make sure you use a unique IP
N

address. You can not use the same address that is being used for NET,
DTE, or COMM port.

514
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Setting the Ethernet IP Mask

1. Select the I P Mask @ field. Press Ent er.

The IP address becomes highlighted and the following message
appears at the bottom of the screen:

Pl ease enter an | P Address [aaa. bbb.ccc. ddd]

2. Type the 32-bit subnet mask which is the part of the IP address
shared by all devices on the same network.

3. Type a new IP Mask and press Ent er.
The default value is 255.255.255.255.

Setting the Ethernet IP Gateway

1. Select the | P Gateway @ field. Press Ent er .

The IP address becomes highlighted and the following message
appears at the bottom of the screen:

Pl ease enter an |P Address [aaa.bbb.ccc. ddd]

NOTE: The gateway is a router or device through which other

‘ networks are accessed. It is required if a Network Management

= Stations (NMS) is not on the same network as the Solo Select E1 DSU.
You can only enter an IP address that is on the same Ethernet segment
as the Solo Select E1 DSU. If the NMS is not on one of the Solo Select
E1 DSU’s subnets (SLIP or Ethernet), it must be accessible through the IP
Gateway.

2. Type in a new IP Gateway and press Ent er .

NOTE: The default IP Gateway is 0.0.0.0.
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Monitoring and Management

MONITORING AND MANAGEMENT

The Solo Select E1 DSU collects and displays performance data as well as
additional data useful for network troubleshooting. The Solo Select
monitors the E1 line continuously and displays all collected data on the
terminal screen.

This chapter describes how to monitor the unit status, display performance
reports, and configure alarm conditions.

Monitor and manage the unit from a terminal, remote terminal Telnet
connection, or an SNMP management station. In addition, you can monitor
and manage the Solo Select through a Telnet connection or an SNMP
network management station through the DTE or NET Port if in-band
management is enabled.

The terminal interface has menus which enable you to:

= Display or modify the unit configuration in Menu-4, Main
Configuration. For more information, refer to “Overview of the
Configuration” on page 4-3.

= Configure alarm conditions, passwords, and modem connection in
Menu-8A, Alarm Configuration. For more information, refer to
“Configuring Alarm Conditions” on page 9-1.

= Monitor the status of the unit and the Data Port in Menu-2, Data Port
Status. For more information, refer to “Menu-2 Data Status” on page 6-
19.

= Monitor the Solo Select performance database in Menu-3, Performance
Reports. For more information, refer to “Displaying Performance
Reports” on page 6-3.

= Diagnostic tests for local and remote units. For more information, refer
to Chapter 10, “Diagnostics”
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Terminal Interface Access Methods

IPM

Below is a brief review of how to access your Solo Select for monitoring
your unit for running tests.

= Super User versus normal user access rights. For more information,
refer to “Configuring Access Rights” on page 3-9.

< Logging on from a terminal. For more information, refer to “Logging
On from a Terminal” on page 3-6.

= Logging off. For more information, refer to “Logging On from a
Terminal” on page 3-8.

« Logging on from a Telnet connection. For more information, refer to
“Logging on from a Telnet Connection” on page 5-8.

Your Solo Select E1 DSU contains Integrated Performance Monitoring
(IPM) software. IPM allows you to evaluate Frame Relay congestion and
provides information on network availability and throughput based on
Data Link Connection Identifiers (DLCIs).

With IPM, you can monitor for errors such as Forward Explicit Congestion
Notification (FECN), Backward Explicit Congestion Notification (BECN),
Discard Eligibility (DE), and Cyclic Redundancy Check (CRC). Network
management information is accessible through several methods including
in-band, SNMP, Telnet, and terminal interfaces.

IPM provides four standards-based RMON tables: statistics, history,
alarms, and events. And with the optional RMON-2 capabilities, you will
have access to the Protocol Directory, Protocol Distribution, the Network
Layer Host Table, and the Application Layer Host Table. These groups give
you the ability to identify the areas of greatest bandwidth use in your
networks and to drill down even further to the associated applications.
Identifying these “Top Talkers” and “Top Applications” will give you
greater control over where and when your resources are expended.

Another optional extra, Service Level Agreement, allows you to ensure that
you are getting the level of service contracted for. Using FRF.13 industry
standard measures for Frame Delivery Ratio, Data Delivery Ratio, Frame
Transfer

6-2
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Additionally, IPM tracks changes in Committed Information Rate (CIR)
performance and identifies points of congestion in real time for all WAN
links. Used in conjunction with WANview Network Management System
or ChoiceView Network Monitor, IPM information can be shown in easy-
to-read charts and graphs.

To configure for IPM, select Menu-0A to enable in-band management and
set the traffic type.

Monitoring Performance

Each Solo Select collects and displays performance data as well as
additional parameters to help you troubleshoot problems. Additionally,
overall link utilization is also reported in Menu-3, Performance Reports,
(refer to Figure 6-1 on page 6-3) for the last 96 intervals of 15 minutes each.

To manage and monitor the Solo Select, use Menu-3, Reports, to display
the unit’s performance reports, which are described further in this chapter.

Displaying Performance Reports

Depending on how you have configured your device and which feature
keys are installed, you will be presented with several types of performance
reports. For example, if you’ve purchased the SLA feature key, and in-band
management is enabled, Menu-3, Reports would look like the example in
Figure 6-1.

///;# Ver E.18 HMIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;\\\
HW Ver B Henu-3 Reports 12:58:27
Please select a report:
A. Carrier Register Reports
B. User Register Reports
C. Inband Reports
E. SLA Reports
M. Delay Monitoring Report
Z. Event Log Report
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\Ef—selects a report Up/Down Arrow Keys-move the selection [ ] ‘///

Figure 6-1 Menu-3 Reports
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To select a report, type the corresponding letter or use the up and down
arrow keys to move through the menu and press Ret ur n to select the
report.

NOTE: The maximum error count displayed in the performance reports is

«@
\ 65,535. The actual value may be higher.
Table 6-1 provides a comprehensive list of events and descriptions used in
the Performance Reports.
Table 6-1 Menu-3 Performance Report Events

Event Description

Unavailable Signal State This state is declared at the onset of ten consecutive SESs.

Current Interval Timer Displays the amount of time in a current interval.

Errored Seconds (ES) The number of seconds with one or more frame errors or CRC-4
errors.

Unavailable Seconds (UAS) The total number of unavailable seconds. Unavailable seconds are
triggered when 10 consecutive SES events are received.

Severely Errored Seconds (SES) A second during which an OOF is registered, or 832 or more path
code violations.

Background Block Error (BBE) The number of Background Block Errors.

Loss of Frame Count (LOF) The number of times Loss of Frame is declared. A Loss of Frame
occurs when an OOF defect is detected.

Controlled Slip Seconds (CSS) The number of seconds in an interval in which a controlled slip
occurred.

Total Valid Intervals The number of valid 15-minute intervals.

Cyclic Redundancy Check (CRC) The number of CRC errors.

Code Violations (CV) The number of Code Violations.

Frame Alignment Signal Error (FE)  This error is counted when the framer detects an error in the frame
alignment signal, timeslot O.
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Carrier Registers, Current Interval

The Solo Select E1 DSU displays performance data for the most current
15-minute interval. Menu-3AA, shown in Figure 6-2, illustrates an example
of the Carrier Registers, Current Interval.

///;w Uer E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16f;;\\
HW Uer B Henu-3 Reports 13:81:46
3AA. Carrier Registers, Current Interval

Local
Unavailable Signal State Ho
Current Interval Timer 102

Errored Seconds (E3) 5]
Unavailable Seconds {UAS) 5]
Severely Errored Seconds (SES) a8
Background Block Error (BBE) 8
Loss OF Frame Gount (LOF) 8
Controlled 5lip Seconds (CS53) a8

8-IF Config. 1-Main Status 2-Data Status 3-Reports K-Main Config.
t-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

- J

Figure 6-2 Menu-3AA Carrier Registers, Current Interval
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Carrier Registers, Total Over 24 Hours

Menu-3B, Carrier Registers, Total Over 24 Hours displays performance
data for the last 24-hour period. Figure 6-3 illustrates an example of the
Carrier Registers, Total Over 24 Hours.

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16f;;\\
HW Ver B Henu-3 Reports 13:83:18
3AB. Carrier Registers, total over 24 hours

Local

Errored Seconds {ES) a

Unavailable Seconds {UAS) a

Severely Errored Seconds (SES) a

Background Block Error (BBE) a

Loss OFf Frame Count (LOF) a

Controlled Slip Seconds (CSS) a

Total Valid Intervals 26
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

- v

Figure 6-3 Menu-3AB Carrier Registers, Total Over 24 Hours
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Carrier Registers, 24 Hour Detail

Performance data for the last 24 hours is shown in Menu-3AC, Carrier
Registers, 24 Hour Detail, (Figure 6-4). Data is organized and displayed in

96 15-minute intervals.

(/;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU
HW Ver B Henu-3 Reports
3AC. Carrier Registers, 24 hour detail

9;16;9}

13:84:30

5-Data Config. 6-Timeslot Config. 7-Feature Keys

\\gffnnun fArrow Keys-scroll the registers

Local:

Local Interval  — ———————————-
Start ES UAS SES BBE LOF CSS
12:45 a a a a a a
12:38 a a a a a a
12:15 a a a a a a
12:688 a a a a a a
11:45 a a a a a a
11:38 a a a a a a
11:15 a a a a a a
11:688 a a a a a a
108:45 a a a a a a
18:38 a a a a a a
18:15 a a a a a a
18:688 a a a a a a

Page 1 of 8
8-IP Config. 1-Hain Status 2-pata Status 4-Hain Config.

9-Diagnostics

v

Figure 6-4 Menu-3AC Carrier Registers, 24 Hour Detail
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Carrier Registers, 4 Day Detail

Figure 6-5 shows an example of the first page of the Carrier Registers, 4
Day Detail screen. This report shows up to 32 screens of information.

When a counter is not available from the remote communication method

"
» selected, it is represented on the report with either blanks or dashes (-).
=N
(//;W Uer E.1B MIB Uer 1.15 Digital Link So0lo Select E1 DSU 9!16!99‘\\\
HY Uer B Menu-3 Reports 13:086:84
3AE. Carrier Registers, 4 day detail
Local:

Local Interval = 0———--—————————

Start ES UAS SES BBE LOF G335

12:45 a a a a a a

12:38 a a a a a a

12:15 o o a o a a

12:088 a a a a a a

11:45 a a a a a a

11:38 a a a a a a

11:15 a a a a a a

11:88 a a a a a a

10:45 a a a a a a

10:38 o o a o a a

18:1% a a a a a a

10:088 a a a a a a

Page 1 of 32
8-IP Config. 1-Hain Status 2-pata Status  3-Reports K-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\Epfnnun Arrow Keys-scroll the registers [ ] A///

Figure 6-5 Menu-3AE Carrier Registers, 4 Day Detail
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Carrier Registers, 14 Day Summary

Figure 6-6 shows an example of the first page of the Carrier Registers, 14
Day Summary screen. This report contains up to two screens of

information.

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;\\\
HW Ver B Henu-3 Reports 13:87:34
3AF. Carrier Registers, 14 day summary

Local
ES UAS SES BBE LOF CSS
Day -1 a a a a a a
Day -2 a a a a a a
Day -3 a a a a a a
Day -4 a a a a a a
Day -5 a a a a a a
Day -6 a a a a a a
Day -7 a a a a a a
Page 1 of 2
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\fpfnnun fArrow Keys-scroll the registers [ ] ‘///

Figure 6-:6  Menu-3AF Carrier Registers, 14 Day Summary.
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User Registers, 24 Hour Detalil

Performance data of the user registers for the last 24 hours is shown in
Menu-3BB, User Registers, 24 Hour Detail, shown in Figure 6-7, and
defined in Table 6-2 on page 6-9.

You can clear the registers shown in this display.

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HW Ver B Henu-3 Reports 13:11:52
3BB. User Registers, 24 hour detail

Interval - ——————————-
Start E
12:45
12:38
12:15
12:80
11:45
11:38
11:15
11:80
18:45
10:380
18:15
10:80

[-B--B.-N-N-N-N-N-N-N-N-N-R
[-N-N-N-N-N-N-N-N-N-N-N]
oDooooooooo@@Mm

age 1 of 8

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
S-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\?pfnnun fArrow Keys-scroll the registers C-clears the registers IA///

Figure 6-7 Menu-3BB User Registers, 24 Hour Detail
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User Registers, 4 Day Detail

Figure 6-8 shows an example of the first page of Menu-3BC, User Registers,
4 Day Detail screen. This report contains up to 32 screens of information.

///;h Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\

1
1
1
1

HW Ver B Henu-3 Reports 13:14:48

Local Interval =  --——————————-
Start
12:
12:
12:
12:
HL
:38
15
B L]
18:
18:
18:
18:

45
an
15
aa

45
an
15
aa

3BC. User Registers, 4 day detail
Local:

ES

=

[-N-N-N-N-N-N-N-N-N-N-N]
[-B--B.-N-N-N-N-N-N-N-N-N-R
[-N-N-N-N-N-N-N-N-N-N-N]
Toooooooooooo S
oDooooooooo@@Mm

age 1 of 32

\\\g?fnnun fArrow Keys-scroll the registers

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

C-clears the registers IA///

Figure 6-8 Menu-3BC User Registers, 4 Day Detail
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User Registers, 14 Day Summary

Figure 6-9 shows an example of the first page of the User Registers, 14 Day
Summary screen. This report contains up to two screens of information.

//;; Uer E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HW Ver B Henu-3 Reports 13:15:53
3BE. User Registers, 14 day summary

Local:

ES us CRC cu FE
Day -1 a a a a a
Day -2 a a a a a
Day -3 a a a a a
Day -4 a a a a a
Day -5 a a a a a
Day -6 a a a a a
Day -7 a a a a a

Page 1 of 2
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\fffnnun fArrow Keys-scroll the registers C-clears the registers IA///

Figure 6-9  Menu-3BE User Registers, 14 Day Summary
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Event Log

The Event Log feature is accessed through Menu-3Z. When you access the
Event Log, the information in Figure 6-10 is shown. The field descriptions
for the Event Log are in Table 6-2 on page 6-14.

SW Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9716799
HW Ver B Henu-3 Reports 13:58:33
3Z2. Event Log
aLog Local e Hodule A1l 9 Event 8. All Events
°Seq. Ho. e Status Hodule e Description o e Time/Date
14 start Het Loss of Signal 12:44:15 9/082/99
13 start DATAB1 Loss of Signal 12:44:15 9/082/99
12 start Unit No Clock 12:44:15 9/082/99
11 action Unit Unit Power On 12:44:15 9/02/99
18 end Unit Power Outage 12:44:15 9/082/99
9 start Unit Power Outage 12:42:59 9/082/99
8 start Het Loss of Signal 14:81:58 7/28/99
7 start DATAB1 Loss of Signal 14:81:58 7/28/99
6 start Unit No Clock 14:81:58 7/28/99
5 action Unit Unit Power On 14:01:58 7/28/99
Page 1 of 2 14 out of 14 selected
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\‘?pfnnun Arrow Keys-scroll the log C-clears the log IA///

Figure 6-10 Menu-3Z Event Log
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Table 6-2 Event Log Parameters and Descriptions (1 of 2)

Parameter Description Default

(1) Log Local or Remote Local
Select for either Local or Remote event log

(2] Module Unit, DTE (FULLBW), Network, Fr-Rel, System, All All
This field allows the display of any of the above status changes.
When Unit is selected, the following status changes will be shown as
events:
Unit Power On
Self Test Lamp Test
DTE Loopback (fraction) Smart Jack Reset
Net Loopback (FULL) Send Keep Alive
PLD Loopback (fraction) Send Yellow Alarm
LP UP remote (fraction) Controlled Slip
LP DN remote (fraction) Inject a Pattern Error
Send User 1 (fraction) Clear Pattern Error Counter
Send User 2 (fraction) Clear Event Log
Send 1:1 (fraction) Clear Current Carrier Registers
Send 1:2 (fraction) Clear Carrier Archives
Send 1:4 (fraction) Clear Carrier ESF Error Events
Send 1:7 (fraction) Clear Current User Registers
Send 3:24 (fraction) Clear User Archives
Send QRW (fraction) Clear User CRC Errors
Send All 1s (fraction) Clear User BPV Errors
Send All Os (fraction Clear User OOF Errors
No Clock Clear All User Error Counters

Clear 24 Hour User Registers
Back To Factory Config

When DTE is selected, the following status changes will be shown as
events:
Loss of Signal
Local Test
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Table 6-2 Event Log Parameters and Descriptions (2 of 2)
Parameter Description Default
Module When Network is selected, the following status changes will be shown
(cont.) as events:
Loss of Signal Reset Code Received
Loss of Frame BPV Threshold Exceeded
Blue Alarm Received CRC Threshold Exceeded
Yellow Alarm Received OOF Threshold Exceeded
Set Code Received
When Frame Relay is selected, the following status changes will be
shown as events:
Loss of Signal
Loss of Frame
Blue Alarm Received
Yellow Alarm Received
When System is selected, the following status changes will be shown as
events:
External Alarm
Power Supply Failure
Controller Card Missing
Remote Responds to DLC FDL
When All is selected, all of the preceding status changes will be shown
as events.
(3] Event This field allows a particular type of event to be displayed. 0, All
Enter an event index or use the Up/Down keys to scroll through the
event options. While selecting the event, the event description text
changes with the index. The event description text is displayed under the
Description column in the Event Log menu.
If the Event field is left blank, the Event filter parameter is disabled.
(4] Seq. No. This value uniquely identifies an event in a certain unit. This field is read-
only.
(5 ) Status Identifies the condition of the event described in the description field.
This field is read-only.
(6 ] Module Identifies the module type. This field is read-only.
(7] Description Identifies the status change/event. This field is read-only.
(8] Time/Date Identifies the time the status change/event was logged.

Monitoring and Management 6-15



=0

DELAY MONITORING

The delay monitoring feature in the Solo Select E1 DSU provides network
delay measurement beyond the link between the Solo Select and any
device on the network. Digital Link measures delay by using a ping
protocol. As part of the pattern generation and packet sequencing, delay
measurement will use the ping packet to timestamp and obtain round-trip
delays to specific IP addresses. This method can measure the delay to any
device that implements the TCP/IP protocol, not just to Digital Link units.
The traffic added to support the measurement is minimal, and the user can
configure traffic frequency. The length of the ping packet can allow delay
measurements in different frame sizes. A user who is concerned about
bandwidth taken away by the measure can configure the test for a single
short ping every few minutes where the test bandwidth penalty is virtually
non-existent.

The link-based testing and delay monitoring features allow network
managers to test network links, as well as quantify the network delay, and
are especially useful during network installation and trouble isolation.
Both features provide the benefit of circuit level testing across the network.

Menu-9C , (Table 10-6 on page 10-24) is the menu where you can configure
the Solo Select for delay monitoring. The results of the test are displayed in
Menu-3M (refer to “Menu-3M and Menu-9C—Delay Monitoring” on page
10-23.

MONITORING STATUS

You can monitor the status of the Solo Select unit from Menu-1, Main
Status, (Figure 6-11 on page 6-17) and the status of the single data port
from Menu-2, Data Status (Figure 6-12 on page 6-20).

Transmit and receive directions are monitored separately by the unit. The
overall link utilization is reported in Menu-1, Main Status, and the report is
updated once per second in each direction.

6-16
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Menu-1 Main Status

Example of Menu-1, Main Status, is illustrated in Figure 6-11.

///VSW Uer E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\

HW Ver B Menu-1 Main Status 11:23:5]
Local:

Unit Status No Clock

Hetwork Status Loss of Signal
Inband Ho Flags

DATA DTE Status Loss OFf Signal

Error Free Seconds 188.8%

Errored Seconds Ratio a.e%

Severely Errored Seconds Ratio a.e%

Background Block Error Ratio a.e%

Inband Het CRC Errors a

Inband DTE CRC Errors a
Inband Rx/Tx BW Util. A.8%/0.8%
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\‘B—clears the counters A///

Figure 6-11 Menu-1 Main Status

To clear error counters:
1. To clear the error statistics counters, press C.

You are prompted whether you want to clear Local or Remote
counters (L/R).

2. Press L to clear Local or, if remote is shown, press R to clear
Remote.

The following message appears:

Do you really want to clear the local/renote error counters

(Y'N

3. Press y to confirm, or press any other key to take no action.

Any status related to the remote counters may take up to a minute to

clear.

Monitoring and Management
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Menu-1 Main Status Fields
All fields in Menu-1 are read-only.

Unit Status

The Unit Status provided in Table 6-3 indicates if the Solo Select is
operating normally or if any special conditions exit.

Table 6-3 Unit Status

Indication Description

Normal No abnormal conditions exist.

Self Test Unit is running self test.

DTE Lpbk (dataO1) Unit is in DTE loopback.

Net Lpbk (full) Unit is in network loopback.

PLD Lpbk (dataO1) Unit is in payload loopback.

Send User 1 (data01) Unit is sending User 1 pattern.

Send User 2 (dataO1) Unit is sending User 2 pattern.

Send 1:1 (dataO1l) Unit is sending alternate 1s and Os pattern.

Send 1:2 (dataO1l) Unit is sending standard loopdown remote code continuously.
Send 1:4 (dataO1 Unit is sending standard loopup remote code continuously.

)
Send 1:7 (dataO1) Unit is sending 1:7 pattern.

Send 3:24 (data01) Unit is sending 3:24 pattern.

Send QRW (dataO1) Unit is sending QRW code.

Send All 1s (data0O1) Unit is sending all ones signal.

Send All Os (dataO1) Unit is sending all zeros signal.

LP UP Remote (dataO1) Unit is sending loopdown code to remote unit for 15 seconds.

LP DN Remote (dataO1) Unit is sending loopup code to remote unit for 15 seconds.

No Clock Main Clock source has failed.

Lamp Test Unit is undergoing Lamp Test.

Sending UA1 UAL Alarm

Send RAI Alarm Unit is sending RAI Alarm.

Excessive Zeros Minimum E1 pulse density not being met.

Controller Card Missing Controller card is not in shelf.

Power Supply Failure If one of the shelf power supplies is missing, you will get this message.
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Indication

Network Status

The Network Status field may contain any of the indications presented in
Table 6-4. This field presents information on the condition of the received
E1 signal.

Table 6-4 Network Status

Description

Normal operation

No abnormal conditions exist.

Loss of Signal

Network signal is missing.

Loss of Frame

Network frame is missing.

UA1 Alarm Received

UA1 received.

RAI Alarm Received

Unit has received RAI Alarm.

Set Code Received

Unit has received set code.

Reset Code Received

Unit has received reset code.

Excessive CV Errors

Unit has exceeded CV threshold.

Excessive CRC Errors

Unit has exceeded CRC threshold.

Excessive FE Errors

Unit has exceeded FE threshold

Menu-2 Data Status

Menu-2, Data Status, (refer to Figure 6-12) shows the current status of the
local Solo Select’s single data port and the remote unit’s data port(s).
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///;W Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9716799
HW Ver B Henu-2 Data Status 12:57:18
Port Local
DATA1 Hormal
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\_

v

Figure 6-12 Menu-2 Data Status

Menu-2, Data Status, listed in Table 6-5 indicates any abnormal conditions
present on the received DATA DTE signal on the Data Port.

Table 6-5 Data Status

Indication Description

Normal No abnormal conditions exist.

Loss of Signal Loss of DTR or RTS DTE lines, user defined.
Local Test A DTE Port has activated a local test.

Data DTE Status Parameters

Data Port #—Local Test, Signal Loss, Normal indicate the port status. The
field is blank if the local or remote system does not have a port in this
position.

IN-BAND MANAGEMENT

The Solo Select in~band management feature provides an easy way to
manage Solo Select network devices through the data path. This feature
eliminates the need for external hardware (i.e., serial cable), terminal
server, Ethernet hub port, or router AUX port connection to manage the
unit. In-band management also eliminates the need for additional DLCI

6-20
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resources, lowers operational, set-up, and maintenance costs, and
addresses each port with its own IP address, so they are easily identifiable
and manageable.

In-band Network Registers, 24 Hour Detail

On an in-band enabled system, Menu-3CB shows the performance data
collected over the last 24 hours. Menu-3CB is shown in Figure 6-13, and the
field definitions are shown in Table 6-6.

(//;# Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9716799
HW Ver B Henu-3 Reports 13:19:27
3CB. Inband Hetwork Registers, 24 hour detail

Interval - ——————————-
Start
13:00
12:45
12:38
12:15
12:08
11:45
11:38
11:15
11:088
18:45
18:38
18:15

ix}
=
o
=
Ed
=
=
-+
=

T=Pkt T

%
a
a
a
a
a
a
a
a
a
a
a
a

[-N-N-N-N-N-N-N-N-N-N-N]
[-N-N-N-N-N-N-N-N-N-N-N]
DD DO O 0D o @ X
[-N-N-N-N-N-N-N-N-N-N-N]
DD DO O 0D o @ X

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\Epfnnun fArrow Keys-scroll the registers C-clears the registers I“///

Figure 6-13 Menu-3CB In-band Network Registers,
24 Hour Detail

Table 6-6 Menu-3K Field Definitions

Field Definition

CRC Number of packets received with CRC errors per interval.
RxPkt Number of received packets per interval.

Rx% Bandwidth utilization in the received direction per interval.
TxPkt Number of packets sent out per interval.

Tx% Bandwidth utilization in the transmit direction during interval.
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In-band Communications

In-band Communications works by reading information from the remote
end using a proprietary protocol. When you select this mode, both sides
must be set to IBC mode, and the remote node must be another Digital
Link Solo Select.

In addition, this mode lets you set and change the remote configuration.

The information for this mode exactly reflects the information in the
remote node with a short time delay.
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Service Level Agreement

The Solo Select E1 DSU complies with the Frame Relay Forum’s “Service
Level Definitions Implementation Agreement, FRF.13, August 1998”. This
agreement provides information transfer parameters that may be used in
establishing or maintaining a Service Level Agreement (SLA) between
Frame Relay service providers and their customers. Further, these
parameters may be used to:

= Compare Frame Relay service providers
= Assess the quality of specific Frame Relay service offerings
= Enforce contractual commitments

If you purchased a Level 2 or Level 3 Solo Select E1 DSU, then the SLA
feature has already been enabled. If you purchased a basic Solo Select E1
DSU, you will need to use Feature Keying to enable SLA. See Appendix C,
“Feature Keying” for information on adding capabilities to your device.

SLA MEASUREMENTS

£

The Solo Select E1 DSU implements all of the measurements specified in
FRF.13. These measurements are maintained in the Solo Select E1 DSU SLA
database, and are viewed using either the terminal interface, or
WANview™,

The following measurements are collected:

Frame Delivery Ratio (FDR)
Data Delivery Ratio (DDR)
Frame Transfer Delay
Service Availability

NOTE: In order to used the SLA feature of the Solo Select E1 DSU, you
must have an SLA-enabled device at both ends.
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Frame Delivery Ratio (FDR)

This measurement is collected for each PVC and provides a report on the
effectiveness of the network in transporting a Frame Relay load. The ratio
represents load delivery in a single direction, for a single PVC.

The Frame Delivery Ratio (FDR) represents load delivery both within and
in excess of the Committed Information Rate (CIR).

(FramesDeliveredc + FramesDeliverede) _ FramesDeliveredc+e

FDR = =
(FramesOfferedc + FramesOfferede) FramesOfferedc +e
Where:

FramesDeliveredc Successfully delivered frames within the CIR.

FramesDeliverede Successfully delivered frames in excess of the
CIR.

FramesDeliveredc+e Successfully delivered frames; both within and in
excess of the CIR.

FramesOfferedc Attempted frame transmission within the CIR.

FramesOfferede Attempted frame transmission in excess of the
CIR.

FramesOfferedc+e Total attempted frame transmission; both within

and in excess of the CIR.

Within the CIR

Frame Delivery Ratioc is a delivery ratio for the portion of the load within
the Committed Information Rate (CIR).

FramesDeliveredc
FramesOfferedc

FDRc =

In Excess of the CIR

Frame Delivery Ratioe is a delivery ratio for the portion of the load in
excess of the Committed Information Rate (CIR).

_ FramesDeliverede
FDRe = FramesOffer ede
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Data Delivery Ratio (DDR)

This measurement represents the network’s effectiveness in transporting
offered data (payload, without address field or Frame Check Sequence) in a
single direction on a single virtual connection-a ratio of successful payload
octets received (DataDelivered) to attempted payload octets transmitted

(DataOffered).

DDR =

_ DataDeliveredc + DataDeliverede _ DataDeliveredc+e

(DataOfferedc + DataOffer ede) DataOfferedc+e

Where:

DataDeliveredc

DataDeliverede

DataDeliveredc+e

DataOfferedc

DataOfferede

DataOfferedc+e

Within the CIR

Successfully delivered data payload octets within
the CIR.

Successfully delivered data payload octets in
excess of the CIR.

Successfully delivered data payload octets; both
within and in excess of the CIR.

Attempted data payload octet transmission within
the CIR.

Attempted data payload octet transmission in
excess of the CIR.

Attempted data payload octet transmission; both
within and in excess of the CIR.

Data Delivery Ratioc is a delivery ratio for the portion of the load within
the Committed Information Rate (CIR).

DDRc =

_ DataDeliveredc
DataOfferedc

Service Level Agreement 7-3



In Excess of the CIR

Data Delivery Ratioe is a delivery ratio for the portion of the load in excess
of the Committed Information Rate (CIR).

_ DataDeliverede
DDRe = DataOfferede

Frame Transfer Delay

This measurement represents the time required to transport Frame Relay
data through the network. This figure represents the difference in
milliseconds between the time a frame exits a source and the time the same
frame enters its destination. It is also refered to as Round Trip Delay (RTD).

RTD = (RL - TL) - (TR - RR) = FTD

Where:
TL, TL = Transmit Local
TR TR = Tramsmit Remote

The time, in milliseconds, when a frame left the source
(i.e. frame exit event).

RL, RL = Receive Local

RR RR = Receive Remote
The time, in milliseconds, when a frame arrives at it’s
destination (i.e. frame entry event).

Service Availability

The Solo Select E1 DSU collects data on two types of outages: Included and
Excluded. FRF.13 defines these outages as Fault and Excluded outages.

Included, or Fault outages are unscheduled interruptions in service, while
Excluded outages are scheduled maintenance outages, and those that are
beyond the control of the carrier.

An outage is declared when any of the following occur:

e The PVC is inactive or deleted as derived from LMI full status
messages.

< The E1 trunk is unavailable, for example, UAS as defined by AT&T
TR54016.
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Service Availability is affected by two type of outages:

Fault Outages or Result from faults in the network and are tracked by
Included Outages the service availability parameters.
Excluded Outages Scheduled maintenance as well as incidents beyond the

control of the network.

Service Availability can be described using the following formulas:

= Frame Relay Virtual Connection Availability

Interval Time — ExcludedOutageTime — OutageTime N

FRVCA = Interval Time — ExcludedOutageTime

100

= Frame Relay Mean Time to Repair for Virtual Connection when
OutageCount>0

OutageTime

FRMTTR = OutageCount

< Frame Relay Mean Time Between Service Outages for Virtual
Connection When OutageCount=0

FRMTTR = 0

= Frame Relay Mean Time Between Service Outages for Virtual
Connection When OutageCount>0

Interval Time — ExcludedOutageTime — OutageTime
OutageCount

FRMTBSO =
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= Frame Relay Mean Time Between Service Outages for Virtual
Connection When OutageCount=0

FRMTBSO = 0

Where:
IntervalTime Period that availability is measured (minutes).
OutageTime Aggregate time of all fault outages that occur during

the measurement period.

ExcludedOutageTime  Aggregate time of all excluded outages that occur
during the measurement period.

OutageCount Count of all fault outages that occur during the
measurement period.

SLA CONFIGURATION

Once your device has been enabled to collect SLA data, you will need to
configure specific parameters. This may be done from a terminal user
interface, or through network management software such as WANview.

When using a terminal user interface, use Menu-0H, SLA Configuration
(Figure 7-1) to set your parameters.
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(//';W Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;\\\
HY Uer B Menu-8 IP Configuration 11:18:36
BH. SLA Configuration
Local:

SLA Enable Enabled

FDR/DDR Sample Period 1

FDR Threshold [0

DDR Threshold 1]

Delay Period 1

Delay Packet Size 128
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
CR-changes a selection Arrow Keys-move the selection [ ]

)

Figure 7-1  Menu-OH SLA Configuration

To configure your device for SLA, use Table 7-1 as an aid in setting the

fields.

Parameter (Default)

Table 7-1 SLA Configuration Options - Menu OH (1 of 2)

Options

SLA Enable (Enabled)

To collect SLA data, this field must be Enabled.

FDR/DDR Sample Period (1)

Set the sampling period between 1 minute and 255 minutes.
The time period represents the time interval between requests
to the far end of the PVC.

FDR Threshold (0%)

Set this threshold between 0% and 100%. 0% means this
feature is disabled. Configurable to one thousandth of a
percent (for example, 99.999%). When the FDR falls below
this threshold:

= An event is sent to the Event Log
= A trap will be sent to the NMS (if configured)

= An Alarm message will be displayed on the Terminal User
Interface.

Service Level Agreement
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Table 7-1 SLA Configuration Options - Menu OH (2 of 2)

Parameter (Default) Options

DDR Threshold (0%) Set this threshold between 0% and 100%. 0% means that
this feature is disabled. Configurable to one thousandth of a
percent (for example, 99.999%). When the DDR falls below
this threshold:

= An event is sent to the Event Log
= A trap will be sent to the NMS (if configured)

= An Alarm message will be displayed on the Terminal User
Interface.

Delay Period (1) Set the Delay Period between 1 minute and 255 minutes.
This figure represents the approximate time interval between
delay measurements on each PVC.

Delay Packet Size (128) Set the Delay Packet Size between 50 bytes and 1500
bytes. This figure represents the size of Request and
Response packets used to measure delay.

SLA REPORTS

Once you have configured your Solo Select E1 DSU to collect SLA data,
you will need a means of displaying it. Using the Terminal User Interface,
you will have access to much of the collected data. For graphical
representation, and user configurability, you will want to use an NMS such
as WANview Network Management System. WANview provides the tools
to generate custom reports and present the outcome in tabular or graphic
format.

The Terminal User Interface includes the following report options:

< DLCI Outage Report

= Frame Transfer Delay Report

= Local Transmit Data Delivery Report
< Local Receive Data Delivery Report

= Local Transmit Frame Delivery Report
e Local Receive Frame Delivery Report

To view a report, select SLA Reports from Menu-3, Reports.
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DLCI Outages

The DLCI Outages report (Figure 7-2) provides information on the type,

number, and duration of outages on a per DLCI basis. As per the
specification laid out in FRF.13, outages are defined as either Fault

(Outages) or Excluded.

//;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!4;\\
HW Ver B Henu-3E SLA Reports 13:22:01

3EA. Dlci Outages

Outage Included Outage Excluded Outage

Dlci State Count Time Count Time

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

Page 1 of 18

B-IF Config. 1-Hain Status 2-Data Status  2-Reports h-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\::selects next page p-selects previous page I“///

Figure 7-2 Menu-3EA DLCI Outages

Table 7-2 provides explaination of the data reported in the DLCI Outages

report.
Table 7-2 DLCI Outages Report Definitions (1 of 2)
Parameter Definition
DLCI Identifies the DLCI.
Outage State Outage State may be Included, Excluded, or None.

Service Level Agreement
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Table 7-2 DLCI Outages Report Definitions (2 of 2)

Parameter Definition

Included Outage These columns present data collected on
unscheduled service outages. The Count column
provides the number of Included outages on the
DLCI since the last reset. The Time column provides
the number of unscheduled minutes the DLCI was

down.

Excluded Outage These columns present data collected on outages
that are scheduled or unavoidable. These outages
include down time scheduled for maintenance, and
down time attributable to acts of nature such as
flood. The Count column provides the number of
Excluded outages on the DLCI since the last reset.
The Time column provides the number of minutes the

DLCI was down due to an Excluded outage.

Frame Transfer Delays

Menu-3EB, Frame Transfer Delays (Figure 7-3) provides information on the
number of threshold violations per DLCI.

(//';W Uer E.18 HIB Ver 1.15

9!16!9;\\\

Digital Link Solo Select E1 DSU
HW Ver B Henu-3E SLA Reports 13:23:45
3EB. Frame Transfer Delays
Last Maximum Delay
Sample Threshold Total Average Last n Minutes
Dlci Time Violations Samples Delay 15 38 68
a _ _ _ _ _ _ _
a _ _ _ _ _ _ _
a _ _ _ _ _ _ _
a _ _ _ _ _ _ _
a _ _ _ _ _ _ _
a _ _ _ _ _ _ _
a _ _ _ _ _ _ _
a _ _ _ _ _ _ _
a _ _ _ _ _ _ _
a _ _ _ _ _ _ _
Displaying Totals Page 1 of 18
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
s-selects differences t-selects totals
p-selects previous page

\\\‘f—selects next page I A///

Figure 7-3

Menu-3EB Frame Transfer Delays

7-10
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Table 7-3 provides explaination of the data reported in the Frame Transfer
Delays report.

Table 7-3 Frame Transfer Delays Report Definitions

Parameter Definition

DLCI Identifies the DLCI.

Last Sample Time The time of the most recent sample.

Threshold Violations The number of times the delay threshold has been
exceeded.

Total Samples The number of samples that have been taken.

Average Delay Average Delay is calculated by taking the sum of

the total delay and dividing it by the number of
samples collected.

Maximum Delay, Last n  This column is subdivided into three columns. Here
Samples you will find the single longest delay during the last
15 samples, 30 samples, and 60 samples.

Local Transmit Data Delivery Report

Menu-3EC, Local Transmit Data Delivery Report (Figure 7-4) provides
information on the network’s (per DLCI) effectiveness in transporting data.
It also provides the DDR for data delivered within CIR, and data delivered
in excess of CIR.

Service Level Agreement 7-11



Il
-.\J

\_

(//;Q Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;\\\
HW Ver B Henu-3E SLA Reports 13:36:12
3EC. Local Transmit Data Delivery Report
Last Local Transmit Far End Receive
Sample  Threshold Within Above  Within Above
Dlci Time Violations Cir Cir Cir Cir
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
Displaying Totals Page 1 of 18
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
s-selects differences t-selects totals
n-selects next page p-selects previous page [ ]

)

Figure 7-4  Menu-3EC Local Transmit Data Delivery Report

Table 7-4 provides explaination of the data reported in the Local Transmit

Data Delivery report.

Table 7-4 Local Transmit Data Delivery Report Definitions

Parameter

Definition

DLCI

Indentifies the DLCI.

Last Sample Time

The time of the most recent sample.

Threshold Violations

The number of times the DDR threshold has been
exceeded.

Local Transmit Within
CIR

The number of bytes transmitted within CIR.

Local Transmit Above
CIR

The number of bytes transmitted above CIR.

Far End Within CIR

The number of bytes received at the far end within
CIR.

Receive Above CIR

The number of bytes received at the far end in
excess of CIR.

7-12
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Menu-3EC has two modes of operation. The default mode, Totals,
provides a cumulative total since the last reset. To access this mode, press t
on your keyboard.

To access Differences mode, press s on the keyboard. When you select

Differences mode, the Solo Select defines a new point in time to use as a
reference zero point. As new data is added to the counters, it appears in
Menu-3EC. All data collected prior to pressing s, is no longer displayed.

Differences mode adds two additional columns to the display: Within CIR
Ratio and Above CIR Ratio. These columns provide ratios of the the
number of bytes transmitted to the number of bytes received. These ratios
refer only to data collected since you pressed the s key to enter Differences
mode.

To return to Totals mode, press t, and the view will again present a
cumulative total of all data collected since the last reset.

Local Receive Data Delivery Report

Menu-3EE, Local Receive Data Delivery Report (Figure 7-5) provides
information on the network’s (per DLCI) effectiveness in receiving data. It
also provides the DDR for data received within CIR, and data received in
excess of CIR.

(//;Q Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;\\\
HW Ver B Henu-3E SLA Reports 13:37:43
3EE. Local Receive Data Delivery Report
Last Local Receive Far End Transmit
Sample  Threshold Within Above  Within Above
Dlci Time Violations Cir Cir Cir Cir
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
Displaying Totals Page 1 of 18
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
s-selects differences t-selects totals
n-selects next page p-selects previous page A///

Figure 7-5 Menu-3EE Local Receive Data Delivery Report
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Table 7-5 provides explaination of the data reported in the Local Receive
Data Delivery report.

Table 7-5 Local Receive Data Delivery Report Definitions

Parameter Definition

DLCI Indentifies the DLCI.

Last Sample Time The time of the most recent sample.

Threshold Violations The number of times the DDR threshold has been
exceeded.

Local Receive Within Number of bytes received within CIR.

CIR

Local Receive Above CIR Number of bytes received in excess of CIR.

Far End Transmit Within  Number of bytes transmitted within CIR from the far
CIR end.

Far End Transmit Above Number of bytes transmitted in excess of CIR from
CIR the far end.

Menu-3EE has two modes of operation. The default mode, Totals, provides
a cumulative total since the last reset. To access this mode, presst on your
keyboard.

To access Differences mode, press s on the keyboard. When you select

Differences mode, the Solo Select defines a new point in time to use as a
reference zero point. As new data is added to the counters, it appears in
Menu-3EE. All data collected prior to pressing s, is no longer displayed.

Differences mode adds two additional columns to the display: Within CIR
Ratio and Above CIR Ratio. These columns provide ratios of the the
number of bytes transmitted to the number of bytes received. These ratios
refer only to data collected since you pressed the s key to enter Differences
mode.

To return to Totals mode, press t, and the view will again present a
cumulative total of all data collected since the last reset.
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Local Transmit Frame Delivery Report

Menu-3EF, Local Transmit Frame Delivery Report (Figure 7-6) provides a
view of how effective the network has been at packet transmission.

///;h Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU

9!16!9%

\\\fjselects next page

HW Ver B Henu-3E SLA Reports 13:39:13
3EF. Local Transmit Frame Delivery Report
Last Local Transmit Far End Receive
Sample Threshold Within Above  Within Above
Dlci Time Violations Cir Cir Cir Cir
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
Displaying Totals Page 1 of 18
B-IF Config. 1-Hain Status 2-Data Status  2-Reports h-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
s-selects differences t-selects totals
p-selects previous page

Y

Figure 7-6  Menu-3EF Local Transmit Frame Delivery Report

Table 7-6 provides explaination of the data reported in the Local Transmit

Frame Delivery report.

Table 7-6 Local Transmit Frame Delivery Report

Parameter

Definition

DLCI

Indentifies the DLCI.

Last Sample Time

The time of the most recent sample.

Threshold Violations

The number of times the FDR threshold has been

exceeded.

Local Transmit Within
CIR

The number of frames transmitted within CIR.

Local Transmit Above
CIR

The number of frames transmitted in excess of CIR.

Service Level Agreement
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Table 7-6 Local Transmit Frame Delivery Report

Parameter Definition

Far End Receive Within  The number of frames within CIR received at the far
CIR end.

Far End Receive Above The number of frames in excess of CIR received at
CIR the far end.

Menu-3EF has two modes of operation. The default mode, Totals, provides
a cumulative total since the last reset. To access this mode, presst on your
keyboard.

To access Differences mode, press s on the keyboard. When you select
Differences mode, the Solo Select defines a new point in time to use as a
reference zero point. As new data is added to the counters, it appears in
Menu-3EF. All data collected prior to pressing s, is no longer displayed.

Differences mode adds two additional columns to the display: Within CIR
Ratio and Above CIR Ratio. These columns provide ratios of the the
number of frames transmitted to the number of frames received. These
ratios refer only to data collected since you pressed the s key to enter
Differences mode.

To return to Totals mode, press t, and the view will again present a
cumulative total of all data collected since the last reset.

7-16

Solo Select E1 DSU User’s Guide—February 2000



7

Local Receive Frame Delivery Report

Menu-3EG, Local Receive Frame Delivery Report (Figure 7-7) provides a
view of how effective the network has been at packet receipt.

\

/

SW Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 2/16/99
HW Ver B Henu-3E SLA Reports 13:48:07
3EG. Local Receive Frame Delivery Report
Last Local Receive Far End Transmit
Sample  Threshold Within Above  Within Above
Dlci Time \Violations Cir Cir Cir Cir
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
Displaying Totals Page 1 of 18
B-IF Config. 1-Hain Status 2-Data Status  2-Reports h-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
s-selects differences t-selects totals

\\\j—selects next page p-selects previous page IA///

Figure 7-7 Menu-3EG Local Receive Frame Delivery Report

Table 7-7 provides explaination of the data reported in the Local Receive
Frame Delivery report.

Table 7-7 Local Receive Frame Delivery Report Definitions

Parameter Definition

DLCI Indentifies the DLCI.

Last Sample Time The time of the most recent sample.

Threshold Violations The number of times the FDR threshold has been
exceeded.

Local Receive Within The number of frames within CIR received on the

CIR local device.

Local Receive Above CIR The number of frames in excess of CIR received on
the local device.

Far End Transmit Within  The number of frames within CIR transmitted from
CIR the far end device.

Far End Transmit Above The number of frames in excess of CIR transmitted
CIR from the far end device.
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Auto-Discovery of Remote DLCIs

If you have Solo Select devices at both ends of your network, your Solo
Select E1 DSU will discover the DLCI and IP address of the Solo Select E1
DSU at the far end of the PVC and displays the information on Menu-0E.
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Local Management
Interface Conditioning

LMI CONDITIONING

LMI

Local Management Interface (LMI) Conditioning allows both the enterprise
and carrier network operations centers to communicate with the Solo
Select E1 DSU in the event of failure. Using the Maintenance and
Management DLCIs, you can communicate with the Solo Select E1 DSU
without having to assign it an IP address.

LMI Conditioning allows you to pinpoint faults and determine whether
they are router-related (LAN side) or network-related (WAN side).
Maintenance and Management DLCIs allow for full-time management,
even in the event of a network or router failure.

In the event of a network or router failure, LMI Conditioning keeps the
PVC connection alive (LMI spoofing) to speed up troubleshooting and
repair.

There are three widely used versions of the LMI protocol:

e ANSI T1.617 Annex D
e |TU Q.933 Annex A
e FRF LMI Rev 1.0

For our use, we will refer to them as Annex D, Annex A, and FRF 1.0
respectively.

For PVCs, there are two valid message types:
= STATUS ENQUIRY

STATUS ENQUIRYs are used to request information on PVCs and
their associated DLCIs. These enquirys can be used to ask the
receiving LMI-enabled device about all of the PVCs it knows about.
Annex D also supports enquirys about individual DLCIs.

= STATUS

STATUS messages are the replies to Status Enquiries.
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Maintenance and Management DLCIs

In order to use the Solo Select E1 DSU’s LMI Conditioning features, you
will need to provision Maintenance and Management DLCIs (Figure 8-1).
These DLClIs, specific to Digital Link” implementation of LMI, allow you to
maintain connectivity with your Solo Select E1 DSU.

The Maintenance DLCI provides a connection between the Solo Select E1
DSU and the Frame Relay network, while the Management DLCI provides
a connection between the router and the Solo Select E1 DSU.

DTE Network
E1

Frame Relay

Network

Router Solo Select E1

== == = = Management DLCI
""""" Maintenance DLCI

Figure 8-1 LMI DLCIs

The router will not be aware of the Maintenance DLCI. When the DSU
receives a full status enquiry from the router, the DSU replies with
information on all of the DLCIs except the Maintenance DLCI-the DSU
replaces all information about the Maintenance DLCI with Management
DLCI information. If the E1 is down, all configured PVCs will be shown as
inactive except the Management DLCI, which allows connection to the
DSU from the DTE side. The router will not delete the PVCs from its table-
it just knows that they aren’t active.

Communicating with the Solo Select E1 DSU, via telnet or SNMP
messages, does not require that the Solo Select E1 DSU be assigned an IP
address when you use the Management or Maintenance DLCI.

Heartbeat

Heartbeats are STATUS ENQUIRY messages with the message type field
set to “Link Integrity Verification Only”. It functions as a handshake
between the two that verifies the life of the connection. This message is
only used to check the availability of the In-Channel Signaling Link (DLCI
0). If the response to the Link Integrity Verification Message is not received
within the elapsed polling interval for a sufficient number of cycles
(causing an error event, N2 or N392), the user equipment should stop
transmission of frames on all PVCs of the bearer channel.
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Our implementation of LMI utilizes two specific types of STATUS
ENQUIRIES:

1. Link Integrity Verification messages send a status message. The only
information this message requests is whether or not the link is alive.

2. Full Status messages request the same information as Link Integrity
Verification messages, but also check status of the associated DLClIs.

LMI Spoofing

LMI spoofing occurs when your router, DTE device, or network goes
down. The Solo Select E1 DSU intercepts this message, then emulates, or
spoofs the faulty device, sending the LMI STATUS message for it.

Without LMI spoofing, once the error threshold is reached, frame
transmission is halted and the network shuts down your PVCs. This makes
it difficult to discover where the problem is, and time is lost while you
work to re-establish your PVC connections.

With the Solo Select E1 DSU and its LMI Conditioning feature, you can
avoid network shutdowns and PVC connection loss. When the error
threshold is reached, the Solo Select E1 DSU begins emulating the at-fault
device, providing the expected STATUS messages for it. The network is
fooled into thinking that the device is still alive, so the PVC connections
are maintained. This process is referred to as LMI spoofing.
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LMI Configuration

In order to use LMI Conditioning and LMI spoofing, you must configure
your Solo Select E1 DSU. To configure your system for LMI Conditioning,
use Menu-0F (Figure 8-2).

//;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B Menu-8 IP Configuration 18:42:12
8F . LMI Configuration
Local:
LHMI Enable Enabled
Type Annex D
Polling Timer 16
Polling Count 16
Error Event 1
Error Monitored Event 1
Error Free Event 1
Error Free HMonitored Event 1
Dte Response Timer 15
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\ff—changes a selection Arrow Keys-move the selection IA///

Figure 8-2 Menu-OF LMI Configuration

The LMI configuration options are presented in Table 8-1.
Table 8-1 Menu-OF LMI Configuration Options (1 of 2)

Parameter (Default) Options

LMI Enable (Enabled) Enable or Disable LMI Conditioning

Type (Annex D) Set this parameter to Annex D, Annex A, or FRF 1.0.

Polling Timer (10) Set the value to a number between 5 and 30 seconds, in increments of 5. This
parameter sets the interval between Status Enquiry Messages. The value
corresponds to T391 standards.

Polling Count (6) Set the count between 1 and 10. This parameter sets the number of polling
cycles for Status Enquiry Messages before the unit generates the Full Status
request.

Error Event (1) Set this value to an integer between 1 and 10. The value represents the

number of errors that can occur on the LMI link in LMI Error Monitored Events
before reporting that the interface is down. Applies to the Network and DTE
port. This value must be equal to, or less than, the value assigned for Error
Monitored Event.
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Parameter (Default)

Table 8-1 Menu-OF LMI Configuration Options (2 of 2)

Options

Error Monitored
Event (1)

Set this value to an integer between 1 and 10. This parameter sets the number
of events that are used with the LMI Error Event to define the error ratio that is
used to report that the LMI link is down.

Error Free Event (1)

Set this value to an integer between 1 and 10. This parameter sets the number
of error-free messages that must be received in LMI Error Free Monitored
Events prior to declaring an interface is up. This value must be equal to, or less
than, the value assigned for Error Free Monitored Event.

Error Free Monitored
Event (1)

Set this value to an integer between 1 and 10. The parameter sets the number
of events that are used with the LMI Error Free Event to define the error ratio
that is used to report that the LMI link is up.

DTE Response
Timer (15)

Set this value to an integer between 5 and 30, in increments of 5. This
parameter sets the number of seconds that must elapse without receiving a
Status Enquiry from the router, to establish the router is down.

LMI Conditioning Configuration

To set up LMI spoofing and Management and Maintenance DLCIs, use
Menu-0G, LMI Conditioning Configuration (Figure 8-3).

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B Menu-8 IP Configuration 18:43:41
8G. LMI Conditioning Configuration
Local:
LHI Status DTE Lmi Down
NET Lmi Down
Spoofing Status Spoofing DTE
Spoofing MET
DTE Spoofing Enabled
HET Spoofing Enabled
Management Dlci Enable Disabled
Management Dlci 989
Maintenance Dlci 294
Unit Location CPE
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\fn—changes a selection Arrow Keys—move the selection IA///

Figure 8-3 Menu-0G LMI Conditioning Configuration
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Parameter (Default)

To configure your device for LMI spoofing, use Table 8-2 as an aid in
setting the fields.

Table 8-2 Menu-0G Options

Options

DTE Spoofing (Enabled)

NET Spoofing (Enabled)

Management DLCI
Enable (Disabled)

Set to Enabled or Disabled. This parameter, when enabled, specifies that
Management DLCI is to be used.

Management DLCI
(989)

Set to a number between 16 and 991. This is the number of the Management

DLCI and it must not be the same as the number used for the Maintenance
DLCI.

Maintenance DLCI
(990)

Set to a number between 16 and 991. This is the number of the Maintenance

DLCI and it must not be the same as the number used for the Management
DLCI.

Unit Location (CPE)

CPE (Customer Premise equipment) or CO (Carrier Office).

If the Unit Location is CPE, then Status Enquiry messages are received via the

DTE port and Status Reponses are received via the Net port (Figure 8-4).

If the Unit Location is CO, then Status Enquiry messages are received via the

Net port and Status Responses are received via the DTE port (Figure 8-4).

Router

Frame Relay
Network

Figure 8-4  Unit Location
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Set to Enabled or Disabled. If enabled, DTE spoofing will occur automatically.

Set to Enabled or Disabled. If enabled, NET spoofing will occur automatically.



Alarms

This chapter discusses alarm conditions and how these conditions are
displayed.

CONFIGURING ALARM CONDITIONS

£

When the Solo Select detects an alarm condition, the unit reports the
condition to the terminal.

Depending on your network management environment, the unit may also
send alarm messages or SNMP trap messages.

Set alarm conditions in Menu-8A, Alarm Configuration, illustrated in
Figure 9-2 on page 9-4.

The Solo Select reports alarm conditions to the device connected to its
COMM Port (such as a terminal, printer, or modem). If IP is enabled,
SNMP traps are sent as configured in Menu-0B, Configuration; otherwise,
the connection indicated in Menu-8C identifies the origin of the alarms
reported.

If a modem is connected, the unit causes the modem to dial out (if in Menu
8C, Connection is set to Modem; valid telephone numbers are set in Phone
Number 1 or Phone Number 2; in Menu-8A, Alarm, alarms are Enabled
and Block all Alarms is set to No).

NOTE: If IP is enabled, only SNMP traps are sent.

How Alarms Reports Are Displayed

Alarms are displayed on a terminal at the bottom of the screen when the
terminal is connected to the COMM Port and you are logged on:
Example—a carrier loss condition on the Data Port will be given at the
bottom of the screen, as follows:

--Local ID GCahu Datal Carrier Loss Start: 07:17:37 Feb. 22,
1997- -

9-1



The alarm includes the unit ID, local or remote, type of alarm, start or end
of alarm condition, date, and time. The alarm information remains on the
screen either until a new alarm occurs or until you select a new screen.

When no alarm is present, a dotted line (similar in appearance to the one
below) is shown:

When you are not logged on, the alarm appears as a single line showing
the unit ID, local or remote alarm, type of alarm, start or end of alarm, and
the time stamp, if IP is disabled.

In SNMP mode, the system sends the alarm as an SNMP trap to the SNMP
manager which displays it on the SNMP console.

Menu-8 Alarm

Menu-8, Alarm (Figure 9-1 on page 9-3), provides access to three sub-
menus:

= Alarm Configuration (“Menu-8A Alarm Configuration” on page 9-4)

= External Alarms-modules only (“Menu-8B External Alarms (Module
Only)” on page 9-6)

= Miscellaneous Management Configuration (“Menu-8C Miscellaneous
Management Configuration” on page 9-7)

< Modem Initialization Strings (“Menu-8E Modem Initialization Strings”
on page 9-9)

Select the corresponding option to view and configure parameters for
alarm configuration, external alarm configuration, for miscellaneous
management configuration, and modem initialization strings.

Solo Select E1 DSU User’s Guide—February 2000
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//;; Ver E.18 HIB Ver 1.15 Digital Link S0lo Select E1 DSU
HY Uer B Menu-8 Alarm

Please select a menu:
A. Alarm Configuration

C. HMiscellaneous Management Configuration
E. Modem Initialization Strings

wwfm

13:57:34

8-IP Config. 1-Hain Status 2-pata Status  3-Reports
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm

4-Hain Config.
9-Diagnostics

\\f?—selects a menu Up/Down Arrow Keys-move the selection IA///

Figure 9-1  Menu-8 Alarm

NOTE: When using the Solo Select E1 module, Menu-8 Alarm includes

another option: B. External Alarms.

Alarms

9-3



Il
O

Menu-8A Alarm Configuration

When you select Alarm Configuration, Menu 8A, appears. Parameters and
options for Menu-8A, Alarm Configuration, are illustrated in Figure 9-2
and defined in Table 9-1.

g )

SW Uer E.18 HMIB Ver 1.15 Digital Link Solo Select E1 DSU 9/16/99
HY Ver B Henu-8A. Alarm 13:59:84
Local:

Block All Alarms Ho

NET Carrier Loss Alarm Enabled

HET Sync Loss Alarm Enabled

NET AIS Received Alarm Enabled

HET RAI Received Alarm Enabled

DATA DTE Signal Loss Alarm Enabled

GV Threshold Alarm Pisabled

CRC Threshold Alarm Pisabled

FE Threshold Alarm pisabled
B-IP Config. 1-Hain Status 2-Data Status 3-Reports n-Main Config.
o-Data Config. 6-Timeslot Config. 7-Feature HKeys $-Alarm 9-Diagnostics

\\\fn—changes a selection Arrow Keys-move the selection I ‘//

Figure 9-2 Menu-8A Alarm

Table 9-1 Menu-8A Field Definitions (1 of 2)

Field Definition Default

Block All Alarms Yes, No No
Yes - Blocks the reporting of all alarms.
No - Enables the Solo Select to report alarms.

NET Carrier Loss Alarm Enabled, Disabled Enabled
Enabled - The Solo Select generates an alarm when a
network carrier Loss of Signal is detected on the network.
Disabled - Disables the alarm.

NET Sync Loss Alarm Enabled, Disabled Enabled
Enabled - The Solo Select generates an alarm when loss-of-
frame is detected on the network.
Disabled - Disables the alarm.
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Field

Table 9-1 Menu-8A Field Definitions (2 of 2)

Definition

Default

NET AIS Received
Alarm

Enabled, Disabled

Enabled - The Solo Select generates an alarm when a
Network AIS (Alarm Indication Signal) is detected.
Disabled - Disables the alarm.

Enabled

NET RAI Received
Alarm

Enabled, Disabled

Enabled - The Solo Select generates an alarm when a
Network RAI Alarm is detected.

Disabled - Disables the alarm.

Enabled

DATA DTE Signal Loss
Alarm

Enabled, Disabled

Enabled - The Solo Select generates an alarm when a DATA
DTE Signal Loss is detected. The loss is defined in Menu-5.
Disabled- Disables the alarm.

Enabled

CV Threshold Alarm

A x 108

Set A and B in A x 108. Valid values are between 2 x 108
and 6 x 103. Example: 5 x 10*

When the BPVs exceed this threshold, an alarm is
generated.

Disabled

CRC Threshold Alarm

A x 108

Set A and B in A x 108. Valid values are between 5 x 10°
and 1 x 10°. Example: 3 x 10*

When the CRCs exceed this threshold, the alarm is
generated.

Disabled

FE Threshold Alarm

A x 108

Set A and B in A x 108. Valid values are between 3 x 10©
and 7 x 102

Example: 7 x 104

If the FEs exceed the set threshold, the alarm is started.

Disabled

Alarms
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Menu-8B External Alarms (Module Only)

When using a Solo Select E1 module, Menu-8 will have an additional
option: Menu-8B, External Alarms (Figure 9-3).

S UVer 0,180 HMIB WVer 1,11
HH e 1

External
External
External

External
External

Alarm
Alarm
Alarm

Alarm
Alarm

Digital Link Solo Select T1 D5U

Slot #8 Meru-2 Alarm 09:32: 11
8B. External Alarm Configuration
Local : RE Remote: AS
Input Indication li=ab | ed) Discb led

Input Contacts
Input Message

Normally Open

Disab led
Normally Open

Output Indication
Output Contocts

Mormally Open

Discb led
Mormally Open

11!11;95‘\\\

B-IF Config.
F-DOata Config.

\\\‘Fn—chunges q selection

1-Hain Status
E-Timeslot Config.

2-Data Status
T-Feature Keys

Arrow Keys-move the selection

2-Reports
B-Alarm

d-Main Config.
9-Diagrostics

'

Field

Figure 9-3

Menu-8B External Alarms

Table 9-2 Menu-8B External Alarms Fields

Definition

Default

External Alarm Input
Indication

Enable or Disable

Disabled

External Alarm Input
Contacts

Nor

mally Open or Normally Closed

Normally Open

External Alarm Input User-defined message up to 20 characters in length N/A
Message
External Alarm Output Enable or Disable Disabled

Indication

External Alarm Output
Contacts

Nor

mally Open or Normally Closed

Normally Open

9-6
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Menu-8C Miscellaneous Management Configuration

When you select Miscellaneous Management, Menu-8C appears.

Parameters and options for Menu-8C Alarm are illustrated in Figure 9-4

and defined in Table 9-3.

//;; Uer E.18 HMIB Uer 1.15 Digital Link Solo Select E1 DSU 9!16f;;\
HY Ver B Menu-8 Alarm 14:88:32
8C. Hiscellaneous Hanagement Configuration
Local:

Connection Direct
Timeout When Logged On Unlimited
Timeout When Hot Logged On Unlimited
Phone Mumber A1
Phone Humber 2
Hormal User Passuword =
Superuser Passuord =
COMH DCD Disabled

XON/KOFF Disabled
DLC IBC Link Loss Alarm Enabled
Dial Out Time Interuval 8 Min.
Inband Link Loss Alarm Disabled
Inband CRC Error Threshold Disabled
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Main Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\E?—changes a selection Arrow Keys-move the selection [ |

Figure 9-4 Menu-8C Miscellaneous Management
Configuration

Table 9-3 Menu-8C Miscellaneous Management Fields (1 of 2)

Field Definitions Default

Connection—In-band Communication, Modem, Direct Direct
Select the type of connection you are using:

In-band Communication—Enables in-band communications.

Modem—Enables a modem connection to the Solo Select.

Direct—Enables a direct terminal connection to the Solo Select.

Timeout When Logged On—1 Min, 10 Min, 30 Min, Unlimited 10 min
Applies only when you are logged on. This is the time span after which, if it does
not detect activity, the system warns that you will be logged off in 30 seconds.

Alarms

9-7
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Table 9-3 Menu-8C Miscellaneous Management Fields (2 of 2)

Field Definitions

Default

Timeout When Not Logged On—1 Min, 10 Min, 30 Min, Unlimited
Applies only when a terminal is connected through a modem and you are not
logged on. This is the time span after which the modem disconnects the phone line
if no activity is detected.

Unlimited

Phone Number 1

Enter a Hayes-compatible modem dial string (20 char. maximum); for example,
“atdt555-1212.” The modem dials out using the first telephone number, then
automatically tries the second telephone number if the first does not respond.

User-defined

Phone Number 2
Enter a Hayes-compatible modem dial string (20 char. maximum); for example,
“atdt555-1212.”

User-defined

Normal User Password—(text string)
Enter the login password for the Normal User (20 char. maximum).

User-defined

Super User Password—(text string)
Enter the login password for the Super User (20 char. maximum).

User-defined

COMM DCD—Enabled or Disabled Disabled
Enabled—The Solo Select uses the modem’s Data Carrier Detect (DCD) signal to

provide more robust modem operation.

Disabled—Use Disabled if your null modem does not pass the Data Carrier Detect

signal.

COMM XON/XOFF—Disabled, XOFF until ANY, XOFF until XON Disabled
XOFF until ANY—Ctrl-S stops data flow from unit; any key resumes data flow.

XOFF until XON—Citrl-S stops data flow from unit; Ctrl-Q resumes flow.
Disabled—XON/XOFF feature disabled.

DLC IBC Link Loss Alarm—Enabled or Disabled Enabled
The FDL link specific to Digital Link. When the connection is disrupted, an alarm is

sent.

Dial Out Time Interval—Dial out time interval is the minimum amount of time 0 Min.
the Solo Select waits between dial outs to the host computer.

In-band Link Loss Alarm—Enabled or Disabled Disabled
Enabled—WHhen loss of HDLC frames or idle characters occurs, an alarm is

generated.

Disabled—The alarm is disabled.

In-band CRC Error Threshold—Enable or Disabled Disabled

Enabled—The valid range is 4 x 107 to 9 x 101,
Disabled—No alarm is generated if threshold rate of errors is high.

9-8
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Menu-8E Modem Initialization Strings

When you select Modem Initialization Strings, Menu 8E appears (Figure

9-5).
///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HW Ver B Henu-8 Alarm 14:82:008

8E. HModem Initialization Strings

Local
String 1 ATEBUEZE8
String 2 ATUBEBQBF1C1S8=152=4353=13Sh=1857=-36512=-568aC1EDA

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
F-default modem strings

\\\fn—changes a selection Up/Down Arrow Keys-move the selection I‘///

Figure 9-5 Menu-8E Modem Initialization Strings

Each unit can have a maximum of two modem initialization strings. The
first string (String 1) can be equal to or less than 20 characters, and the
second string (String 2) can be equal to or less than 60 characters.

To initiate a modem connection:

1. The unit sends +++, followed by the first modem initialization
string.

2. The unit then waits for a response from the modem to guard
against the possibility of losing the characters immediately after
the modem resets.

3. After receiving the modem response, the unit sends the second
initialization string (if this string is programmed). The Solo Select
assumes that the modem always sends a response; therefore, do
not program the modem not to send a response.

4. If the modem reset command is used, it is recommended that you
program everything up to the reset command as the first modem
initialization string.

Alarms 9-9



5. Program the remaining commands as the second modem
initialization string.

9-10
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Diagnostics

The Solo Select offers extensive diagnostic capabilities for local and remote
analysis. These include fixed test patterns and two user-programmable
24-bit test patterns. In addition to front panel LEDs, the Solo Select features
more than a dozen user-settable parameters and performance thresholds
for remote alarm reporting.

You may run diagnostic tests by the following methods:

= Terminal Screen Diagnostics — refer to “Performing Diagnostics from
Terminal Screen Menus” on page 10-13

= Front Panel Operations - refer to “Performing Tests from the Front
Panel” on page 10-5

= Telnet - refer to “Performing Diagnostics From Telnet” on page 10-17

You can also run diagnostics through SNMP.

REQUIRED TOOLS AND EQUIPMENT

Obtain the following tools and equipment when performing the
procedure(s) to isolate the Solo Select from the network:

= Astandard EL1 test set, such as a Interceptor 147 or equivalent.

= A DA-15 plug connector with two patch cords for connecting to the E1
test set.

= Terminate the patch cords on pins 3 and 11 for the receive pair, on pins
1 and 9 for the transmit pair.

= In lieu of this test set, a E1 loopback plug for isolating the Solo Select.

< A standard data test set, such as a FireBERD 6000 with a V.35/X.21
interface and cables.

= Hand tools for attaching and removing cables.

If you do not have any test equipment, you may still run local and remote
loop tests, and test pattern generation.

10-1



= 10
FRONT PANEL STATUS LEDS

The Solo Select front panel (refer to Figure 10-1) display LEDs can help you
diagnose certain problems with your E1 unit. For a complete list of LED
display definitions, refer to “Front Panel LEDs and Buttons” on page A-7.

Power, In-band, and NET LEDs
Figure 10-1 and Table 10-1 define the LEDs used for diagnostics.

Figure 10-1 Front Panel Displays for Solo Select

Table 10-1  Front Panel Display Indicators (1 of 2)

LED Name Indicator Meaning

PWR/TEST  Solid green Power is on.
LED
Off Power is off.

Solid yellow Test is running.

Blinking Self Test running.
yellow
Red Self Test failed or alarm is present.
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Table 10-1  Front Panel Display Indicators (2 of 2)

LED Name Indicator Meaning

In-band LED Off Unit is not in in-band management mode.

Solid red Unit is in in-band management mode but there are no packets and no HDLC
flags received from the network.

Solid yellow Unit is in in-band management mode but there is no In-band activity
detected on the signal received from the network; only HDLC flags are
detected.

Solid green
Unit is in in-band mode and in-band packets are detected from the network.

Green,

blinking red  Unit is detecting errors in the in-band packets from the network.

NET LED Solid green  E1 network operation normal.
Off Loss of network signal.
Solid red Loss of frame.

Alternating CV, FE, or CRC error received.
red/green

Solid yellow RAI or AIS alarm received.

Diagnostics 10-3
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Status LEDs

The Select front panel shows the status lights, as shown in Figure 10-2 and
explained in Table 10-2.

Transmit Data

Receive Data

Clear To Send

Request To Send

Data Terminal Ready

Figure 10-2 Status LEDs

Table 10-2 Status LED Indicators

LED Name Indicator Meaning

D Solid green  Pulses from DTE being detected.
Off No pulses from DTE detected.
RD Solid green Pulses to DTE being detected.
Off No pulses to DTE detected.
CTS Yellow Clear to send signal to DTE is active.
Off Clear to send removed.
RTS Yellow Request to send signal from DTE is active. The ON condition causes the DCE

to assume the data channel transmit mode.

Off Request to send signal removed. OFF causes the DCE to assume the data
channel non-transmit mode, when all data transferred have been terminated.

DTR Yellow Data terminal ready from DTE is active. The ON condition, indicating the
DTE is ready to operate.

Off Data terminal ready from DTE is inactive.
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PERFORMING TESTS FROM THE FRONT PANEL

From the front panel, you can perform the Loop Up Remote, Loop Down
Remote, and DTE/NET Loopback tests (Figure 10-3 on page 10-6).

< Loop Up Remote and Loop Down Remote—Press the appropriate
button.

< NET/DTE Loopback—Press DTE/LPBK to start or stop the NET/DTE
Loopback test.

The PWR/TEST LED turns yellow when the test is running—Press DTE
LPBK again to end the test.

Self Test

The Self Test checks the system’s electronic components and performs a
signal path check of transmit and receive directions simulating a 4000-ft E1
line.

The possible messages are RUNNI NG SELF TEST, SELF TEST PASSED,
or ERROR <N=>, for which an indicator is returned, as described below in
Table 10-3.

Table 10-3 Self Test Indicators

Indicators Description

0 CRC of flash copy of executing code failed.
1 CRC of ram copy of executing code failed.
2 CRC of flash boot code failed.
3 CRC of flash factory loader failed.
4 Pattern test failed.
5 Flash write test failed.
Loopback Tests
Performing a loopback test enables you to isolate sections of the Solo Select
to determine if it is defective. The problem is normally in the network.
™,
« NOTE: No test is 100% complete and a small portion of the network will
A, remain untested. Your unit allows one active loopback at a time.

Diagnostics 10-5
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Figure 10-3 shows the Solo Select front panel controls indicating loopback
tests.

NET ' LED lit indicates a NET Loopback on E1 has been
LPBK

initiated via the user interface, front panel, or
through a loopback code.
REMOTE LBPK

ACK‘ LED blinks to acknowledge receipt of loopback
: code from a remote end.

Button used to initiate remote loop up command to
far end.

Button used to initiate remote loop down com-

L mand.

DOWN
DTEK‘ LED lit indicates DTE loopback test in progress.
LPB )

Button used to either turn ON or OFF the NET/DTE
loopback test.

Figure 10-3 Solo Select Front Panel

The following sections describe in detail each of the loopback tests you can
perform from the front panel of your Solo Select. Each of the figures
indicate which LEDs are activated by both the local and remote Solo Select
modules.

L
J NOTE: The Solo Select E1 uses proprietary remote loopback activation
A, and deactivation controls.
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DTE (Router)

V.35/X.21

Loop DTE Test

The Loop DTE test, illustrated in Figure 10-4, verifies the operation of the
Solo Select and the associated DTE cabling and equipment.

The DTE full bandwidth loopback loops the E1 network transmit signal
through a simulated 4,000-foot line to the Solo Select network receive

circuitry. The DTE equipment should receive the same signal that it
transmitted.

NOTE: You can perform the Loop DTE only if the DTE is equipped with a
feature to send and detect a test pattern.

You do not need to notify the phone company before you perform this
test. However, you should inform them if the test results indicate a phone
company problem, or require the Solo Select to be removed from service.

LOCAL REMOTE
SOLO SELECT SOLO SELECT

DTE (Router
_________ csullosull paia ( )

<
<

Data Networl Port

ntertace g e =) Inerface o =

Yellow Flash Red
Then Green

V.35/X.21

Figure 10-4 Loop DTE Test
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Loop NET Test

The Loop NET test, illustrated in Figure 10-5, verifies the operation of the
E1 network and is available only on full bandwidth.

This test loops the data received from the E1 network back to the network.
The data is regenerated before it is looped back; however, the unit does not
perform additional processing of the data. This minimizes the impact of
the unit during the test so that network problems can be isolated.

LOCAL
SOLO SELECT

Yellow

Figure 10-5 Loop NET Test

El

REMOTE
SOLO SELECT
csulpbsu DTE (Router)
B A

Network
Interface
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DTE (Router)
-

Loop Payload Test

V.35 / 449/
E1A-53

The Loop Payload test, illustrated in Figure 10-6, verifies proper operation
of the unit and the E1 network.

This test loops the payload data received from the E1 network back toward
the network. Before it is looped back, the data is regenerated and a new
framing pattern is inserted. Thus, the proper E1 framing of the Solo Select
and network can be verified.

LOCAL REMOTE
SOLO SELECT SOLO SELECT
CSUJDSUN pa1a DTE (Router)
WAN Néf\?\?()'rk Port
Interface """"""""""""""""" —

Vv.35/ 449/

E1A-5

Figure 10-6 Loop Payload Test

The individual channel Loop Payload loops a selected fraction of the E1
signal toward the network. In this mode, the selected data is corrected for
CV, CRC and framing errors, and the IBC is regenerated before the data is
looped back to the network. Receive and transmit clocks and data are
suppressed toward the V.35 port on the DTE channels. Payload service to
ports not in loopback is not affected.

Loop Up Remote and Loop Down Remote Tests

The Loop Up/Down Remote test, illustrated in Figure 10-7 on page 10-10,
places the remote unit into Network Loopback using Digital Link
propietary codes. Once in Network Loopback, test patterns can be sent to
verify the Bit Error Rate (BER) performance of the bi-directional E1
network signal. To place the remote unit into network loopback, the local
Solo Select continuously transmits the loop up code to the remote unit. If
the remote unit does not go into network loopback within 15 seconds, a
failure is declared and the Solo Select stops sending the loop up code.

The loop code and network parameters for the local and remote units must
match.
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DTE (Router)

Use the Loop Down Remote test to terminate the remote loopback. This
test can be used no matter how the remote unit was put into loopback.

Perform the Loop Up Remote and Loop Down Remote tests from the front

panel, user interface or SNMP

LOOP UP REMOTE

LOCAL
SOLO SELECT

DSU§ CSU

Network
Interface

Data
Port

A

Yellow/Green

DTE (Router)

LOOPBACK
DATAPORT

b RS 0w

REMOTE

e e[][] 'D

¥k

REMOTE
SOLO SELECT

Networ
Interface|

LOOPBACK
REMOTE

All Off On On Yellow off On On
Off On
While loop
code is sent On On to Off
Until NET LPBK=0On When NET
Then ACK=0Off LPBK=On
LOOP DOWN REMOTE
LOCAL REMOTE

SOLO SELECT

DSUJ CSU

[

Network
Interface

<
<

Yellow/Green

™,

L
On

DATAPORT

Off
While loop down

code is sent

SOLO SELECT

Network
Interface

LOOPBACK
REMOTE

N
(pik

On
Until ACK=0Off

Then Off Then Off

On
Until NET LPBK=Off

DTE (Router)

DATA PORT

R Cls AT O

Figure 10-7 Loop Up/Down Remote Test

NOTE: The full bandwidth loop up code puts the remote Solo Select in a
full bandwidth network loopback. The fractional loop up code places
the Solo Select in a fractional (per individual port) payload loopback.
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NET/DTE Loopback Test

The NET/DTE Loopback test, illustrated in Figure 10-8, allows the unit to
simultaneously go into NET and DTE interface loopbacks. This test
simultaneously loops the signal received by the network back to the
network transmitter after regeneration. The DTE-received signal is sent
back to the DTE transmitter after passing through the minimal amount of
circuitry. The network received signal is passed through most of the
circuitry.

Initiated from Menu-9, when this test is selected, the Unit Status field in
Menu-1 displays LoopDTE & NET. When the test is running, both the DTE
and NET LEDs are illuminated. The unit can also be placed in this
loopback test by pressing the DTE/LPBK button on the front panel.

LOCAL REMOTE
SOLO SELECT SOLO SELECT

El

__________ CcsuU DTE (Router)

Network —
Interface

LOOPBACK
REMOTE OCAl DATAPORT.

¢ e[][] e[] seces

Figure 10-8 NET/DTE Loopback Test

Pattern Tests

QRW Pattern Test

Use the Quasi-Random Word (QRW) test to measure Bit Error Rates on the
E1 network. The Solo Select sends a QRW pattern into the network and
monitors the received E1 network signal for QRW bit errors. QRW is a
good approximation of actual user data. It is also known in the industry as
Quasi Random Signal State (QRSS).

This test also looks for bit errors in both E1 circuit directions when the
remote system is looped up. In this case, the system transmits the QRW to
the E1 network; the remote system loops it back to the Solo Select which
monitors the signal for errors.
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You can also use the QRW code to isolate a E1 network problem to a
specific transmission direction. In this case, both E1 transmission directions
are monitored when the local and the remote system transmit QRW (the
remote is not put into loopback).

This test is available on a full bandwidth and on the fraction assigned to
Data Port 1.

Other Pattern Tests

Other pattern tests types are listed and described in Table 10-4.

Table 10-4 Send Test Types Descriptions

Send Test Type Pattern Test Description

1:7 Pattern

Stresses the timing recovery circuits of repeaters and other intermediate equipment.

3:24 Pattern

Tests for ones density (consecutive zeros) tolerance.

1:1 Sends alternate ones and zeros—used to test for bridge taps.
All Ones Used for signal power measurements.
All Zeros Used for verification of HDB3 coding of the E1 facility.

1:4 (or Alternate)

The 1:4 code is the standard loopup remote code. Typically, it is used when the
loopup remote test fails to place the remote system into loopback. You can
determine if the failure is an intermittent or a hard failure by continuously sending
the 1:4 code, and monitoring the network status to see if the pattern is being
received.

The selections are available on the full bandwidth and on the fraction assigned to
Data Port 1.

The full bandwidth code places the remote system into full network loopback. When
used on Data Port 1, the code places the corresponding remote port into Loop
Payload.

Note: If the Loop Up Remote test fails to place the remote system into loopback,
check that the Loop Code and Network Framing parameters are the same at each
end of the link.

1.2

The 1:2 code is the standard loop down remote code. Use it when the Loop Down
Remote test fails to terminate the remote loopback. You can determine if the failure
is an intermittent or hard failure by continuously sending the 1:2 and monitoring the
network status to see if the pattern is being received.

The selections are available on the full bandwidth and on the fraction assigned to
Data Port 1.

The full bandwidth code takes the remote system out of full network loopback.
When used on Data Port 1, the code takes the corresponding remote port out of
Loop Payload.
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User 1/User 2 Patterns Test

These two user programmable (up to 24 characters) patterns enable you to
generate a test pattern rather than use pre-programmed patterns or live
traffic.

Lamp Test

Use this test to verify the LEDs. During the test, all LEDs on the front panel
illuminate.

PERFORMING DIAGNOSTICS FROM TERMINAL SCREEN
MENUS

Menu-9 Diagnostics

Menu-9, Diagnostics, provides access to diagnostic testing screens and
monitoring configuration screens.

You can run several tests from your system’s internal diagnostics, shown in
Menu-9, Diagnostics, (Figure 10-9):

Menu 9A — Physical Layer Diagnostics
Menu 9B — Link Layer Diagnostics
Menu 9C — Delay Monitoring Configuration

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B Menu-2 Diagnostics 14:03:29

Please select a menu:

A. Physical Layer Diagnostics
B. Link Layer Diagnostics
C. Delay Monitoring Configuration

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\fn—selects a menu Up/Down Arrow Keys-move the selection ‘///

Figure 10-9 Menu-9 Diagnostics
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Menu-9A Physical Layer Diagnostics

This section describes the Menu-9A parameters and tests. See Figure 10-10.

SW Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9716799
HY Uer B Menu-2 Diagnostics 14:04:27
9A. Physical Layer Diagnostics
Local:
Current Test Idle
Pattern Test Idle
Pattern Error Counter
CRCY Errors a
Code Violations 8
Frame Error Events a
Last Self Test Result Self Test Passed
Hext Test (Fraction) 1. Self Test
Next Test Length Unlimited
Full Bandwidth Loop Code Standard
Fractional Loop Code Standard
USER1 Pattern aat1ea118e118e1188118611
USER2 Pattern daaiaaaigeaiaaaieeaieaat
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
S-starts a test I-injects a pattern error CR-changes a selection
\\\f—ends a test C-clears pattern error counter Arrow keys-move selection!l//

Figure 10-10 Menu-9A Physical Layer Diagnostics
To verify connections and the E1 line, run the following seven basic
diagnostic and pattern tests from Menu-9A, Physical Layer Diagnostics:
e Loop DTE test
= Loop NET test
= Loop Payload test
= Loop Up Remote test
= Loop Down Remote test
e DTE/NET Loopback test
= \Various Pattern tests

You can run the DTE NET Loopback, Loop Up Remote, and Loop Down
Remote tests from the front panel, as shown in Figure 10-3 on page 10-6.
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Field

Performing a Test from Menu-9A Physical Layer
Diagnostics

To run a test from Menu-9A, Physical Layer Diagnostics:

1. Select the test in the Test field and set the Test length, Full
Bandwidth Loop Code, Fractional Loop Code and USER1 and
USER?2 Pattern fields.

2. Follow the screen prompts.
Test results are shown in the upper portion of the screen.
In the example, Self Test is highlighted as the test selected.

The selections for fractions on which the test is performed are Full
Bandwidth and DATAOL. Fraction is ignored with the Self Test, Network
Loopback, or Lamp test.

The Inject A Pattern Error option (to inject a single-bit error) is available
only when the unit is sending a test pattern.

Menu-9A Physical Layer Diagnostics Field Definitions

The parameters and options in the user-selectable portion of Menu-9A,
Physical Layer Diagnostics, are defined in Table 10-5.

Table 10-5 Menu-9A Physical Layer Diagnostic Fields (1 of 3)

Definition - Option Default

Choosing a test by number You may type in a number to start a test, instead of using the

arrow keys. For instance, if you type in “3” you will select the
Net Lpbk test. To start the test, press “5”.

Current Test

Displays the test currently running. If no test is selected, the field Idle
reads Idle.

Pattern Test

Displays “Locked Seconds.” If no pattern test is running, the test Idle
reads “Idle.” When a pattern test is started, it will read

“Searching” if the current pattern test is locked. The “Locked
Seconds” is a 16-bit counter saturating at 65536. The counter

resets to O of the current pattern is unlocked. The counter label

will change to “Relocked Seconds” if the current pattern is

unlocked and then relocked.

Options: Idle, Searching, Locked, Relocked

Pattern Error Counter The number of pattern errors occuring during the current test. 0]

CRC4 Errors

The number of CRC4 errors. 0
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Field

Table 10-5 Menu-9A Physical Layer Diagnostic Fields (2 of 3)

Definition - Option Default

Code Violations

The number of Code Violations occuring during the current test. O

Frame Error Event

A count of the Frame Error events. 0

Last Self Test Result

Self test
passed

The result of the last test performed. Read-only.
Options:

Self Test Passed

Error nn (O to 5)

Next Test (Fraction)

The next test to run is set in this field. Options: Self Test
. Self Test

. DTE Lpbk (FULL)

NET Lpbk

. PLD Lpbk (FULL)

LP UP Remote (FULL)
LP DN Remote (FULL)
. Send QRW (FULL)

. Send 1:7 (FULL)

. Send 3:24 (FULL)

. Send 1:1 (FULL)

. Send all 1s (FULL)

. Send all Os (FULL)

. Send 1:2 (FULL)
14. Send 1:4 (FULL)
15. Send User 1 (FULL)
16. Send User 2 (FULL)
19. Lamp Test

20.Lamp DTE and NET

POONDUAWNER

e el
WN RO

Next Test Length

The length of the next test is set in this field. Unlimited
15 min, 1 min, 60 min, Unlimited
With the Self Test, Loop Up Remote and Loop Down Remote, this

parameter does not apply.

Full Bandwidth Loopcode

The Loopcode to use in the next test is set in this field Standard

Options: Standard, Alternate, Disabled.

NOTE: When all 31 timeslots are being used, do not use
the same option (Standard, Alternate) for both Full
Bandwidth Loopcode and Fractional Loopcode.

Fractional Loopcode

The Loopcode to use in the next test is set in this field. Alternate

Options: Standard, Alternate, Disabled, T1.403 Annex B.
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Field

Table 10-5 Menu-9A Physical Layer Diagnostic Fields (3 of 3)

Definition - Option Default

User Patterns

Enter any sequence of 1s and Os, between 1 and 24 characters
in length.

PERFORMING DIAGNOSTICS FROM TELNET

™

NOTE: Performing a test can cut off existing Telnet connections on the DTE and
the NET Port. Since certain tests can cut off Telnet connections, only a subset of
tests can be selected when the user logs onto the Solo Select by Telnet through
the DTE or NET Ports.

Certain tests prevent the Telnet session from being disrupted when you
Telnet into the unit. Tests that can be run through a Telnet connection are
listed in Table 10-6.

Table 10-6 Tests Allowed Through Telnet Connection (1 of 2)

Test COMM DTE NET
Self Test Yes Yes Yes
Loop DTE Yes Yes No
Loop Net Yes Yes No
Loop Payload Yes No No
Loop Up Remote Yes Yes No
Loop Down Remote Yes Yes No
QRW Pattern Yes No No
1:7 Pattern Yes No No
3:24 Pattern Yes No No
1:1 Pattern Yes No No
All 1s Pattern Yes No No
All Os Pattern Yes No No
1:2 Pattern Yes No No
1:4 Pattern Yes No No
User 1 Pattern Yes No No
User 2 Pattern Yes No No

Diagnostics 10-17



10

™

Table 10-6 Tests Allowed Through Telnet Connection (2 of 2)

Test COMM DTE NET
Smart Jack Set Yes Yes Yes
Smart Jack Reset Yes Yes Yes
Lamp Test Yes Yes Yes
Loop DTE and Net Yes Yes No

NOTE: You do not need to notify the telephone company that you are
running the tests. However, if the tests reveal a problem with telephone
company service or with the Solo Select, you should inform the telephone
company that the DTE equipment or the Solo Select must be removed
from service.

When performing a test, you can:

< Initiate loopbacks and tests on the full bandwidth or on the Data Port
fraction

e Set programmable test patterns

Test patterns do not follow the Frame Relay protocol. When a test is run
that affects the Frame Relay circuit, in--band management is temporarily
disabled. Test patterns are normally used in private Frame Relay networks
and in point-to-point networks, not public Frame Relay networks which
are not typically point-to-point.

Link Layer Diagnostics and Delay Monitoring

When installing or maintaining wide area connections, you must verify the
end-to-end operation of the WAN links. With dedicated E1 lines, verify the
WAN links by placing the Solo Select on one end of the line in a loopback
test and initiating the transmission of a pattern test from the other end. The
pattern is received and monitored to detect transmission errors. Refer to
Figure 10-11.
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DEDICATED LINE END-TO-END TESTING
Send Received Pattern

CSuU/DSU
CSU/DSU - " .
Router V.35 Dedicated E1 Line .. m V.35 Router
g, . Ll
> Network Loopback . .
Monitor Received Pattern
............. >
LINK-BASED TESTING AND DELAY MONITORING
"""" SEND AND RECEIVE R
TEST PACKETS
Responding ! - FraNme . ' Responding
Router V.35 " e V.35 Router
4 o E csu/psu A b 4
: Responding Originating “SEND AND RECEIVE/
. CSu/DsuU 3

Test K *.. TEST PACKETS

Figure 10-11End-To-End Testing vs. Link Layer Diagnostics

When a wide area connection is not dedicated but a shared Frame Relay
network you can not use the physical layer tests as the Frame Relay
network can not pass bit-based test patterns without Frame Relay
encapsulation.

Link-based Testing for Public Packet Networks

The link-based testing feature qualifies and tests frame relay and HDLC-
based networks non-intrusively. Using the ICMP ping packet, the unit adds
pattern generation and packet sequencing that allows single-ended and
collaborative testing. This lets the user test his network from one end to the
other using any TCP/IP-based test equipment. Link-based testing
encapsulates a BERT pattern inside an ICMP message that the remote Solo
Select reflects. The packet can then be directed to test the network, DTE, or

management port. Patterns supported include 511, 2047, all 1s, all Os, and
alternating 1s and Os.
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Delay Monitoring for TCP/IP

The delay monitoring feature provides network delay measurement
beyond the link between the Solo Select and any IP-addressable device on
the network. Digital Link measures delay by using ping packets, which
timestamp and obtain round-trip delays to specific IP addresses. The traffic
added to support the measurement is minimal, and the user can configure
the frequency. The length of the ping packet can allow delay measurements
at different frame sizes. A user who is concerned about bandwidth taken
away by the measurement can configure the test for a single, short ping
every few minutes, making the test bandwidth penalty virtually non-
existent.

The link-based testing and delay monitoring features allow network
managers to test links and quantify delays, and are especially useful
during network installation and trouble isolation. Both features provide the
benefit of circuit-level testing across the network.

Non-Disruptive Testing

The Link Layer Diagnostics and Delay Monitoring are non-disruptive to
normal traffic. Unlike hard loopback tests that effect the E1 line, Link Layer
Diagnostics do not take the line out of service.

Depending on the link speed and the test specified, Link Layer Diagnostics
uses some of the bandwidth that would otherwise be available for payload.
This bandwidth reduction is negligible if the test is specified with short
and infrequent packets.

On point-to-point networks using Frame Relay or Cisco HDLC protocols,
Link Layer Diagnostics do not disrupt payload traffic.

Menu-9B—Link Layer Diagnostics

Link Layer Diagnostics uses an encapsulated Bit Error Rate Test (BERT)
pattern inside ping messages and reflects the BERT pattern from the
remote unit. Refer to Figure 10-12.
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(//'gw Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU

9!16!9“

HY Uer B Menu-2 Diagnostics 14:17:48
9B. Link Layer Diagnostics
Local:

Current Test Idle

Link
Status Sent Packet a

Received Packets 8

Errored Packets a

Missing Packets 8

Average Round Trip 8 ms
Hext Test Ping 511 Pattern

IP Address a.8.8.4d

DLCI, Port 16, HET

Test Length {minutes) (1]

Test Interval {seconds}) 68

Packet Size 188
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
S-starts a test CR-changes a selection

\\\‘F—ends a test Arrow keys-move selection IA///

Figure 10-12 Menu-9B Link Layer Diagnostics.

To perform Link Layer Diagnostics:
1. Select a pattern test.
2. Select the IP address of the equipment to send the PING message.
Select the local or remote router, or the remote Solo Select.
3. Select a Port.
Ports are DTE, NET, Ethernet, and COMM.

4. Select the DLCI (for NET or DTE).
If you are testing Cisco HDLC, skip this step.

NOTE: DLCIs are not available when the system is set for Cisco HDLC.

5. Select the test packets length.

From the minimum to the maximum allowed packet length in Frame
Relay (0 byte to 1500 bytes).
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6. Select the duration of the test:

The length of the test can be smaller than the time between two ping
messages as specified in the previous step. If it is, only one ping is
sent.

7. Press S to start the test

The Solo Select begins sending ping messages at the specified
intervals.

Press the E key to terminate the test at any time.

The Frame Relay switch discards frames containing bit errors. The results
of this test are:

Count of the number of packets sent
Number of good packets received
Number of errored packets

Number of missing packets

Average round trip delay

Testing Cisco HDLC

Link Layer Diagnostics are for networks that have been provisioned for use
with the Cisco HDLC protocol. Unlike Frame Relay networks, there are no
DLCIs to configure, so when working with Cisco HDLC, sections
pertaining to DLCIs have been eliminated.
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Menu-3M and Menu-9C—Delay Monitoring

Delay Monitoring continuously pings up to four remote locations at a user-
specified rate. The pings average and maximum response times are
displayed on the Terminal User Interface under Menu-3M (Figure 10-13)
and are also available using SNMP.

///';w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU

9!161;;\\

\\\‘F—clears the registers

HW Ver B Henu-3 Reports 13:49:208
3M. Delay Honitoring Registers, lifetime
Local:
Packets

Avg Hax Lost Bad Sent
Link 1 a a a a a
Link 2 a a a a a
Link 3 a a a a a
Link 4 a a a a a
Link 1 Last Cleared 9/82/99 12:44:16
Link 2 Last Cleared 9/82/99 12:44:16
Link 3 Last Cleared 9/82/99 12:44:16
Link &4 Last Cleared 9/82/99 12:44:16
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

v/

Figure 10-13 Menu-3M Delay Monitoring Registers, Lifetime

Delay Monitoring functions are similar to Link Layer Diagnostics, Menu-
9B, except Delay Monitoring allows you to test four different destinations
simultaneously. Delay Monitoring Configuration, Menu-9C, is shown in

Figure 10-14. The statistics in Table 10-7 are reported for each destination

address.

Diagnostics
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///;# Uer E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B Menu-2 Diagnostics 14:18:52
9C. Delay HMonitoring Configuration
Local:
Link 1 State Hot Running
Pattern Ping 511 Pattern
IP Address a.8.8.4d
DLCI, Port 16, HET
Test Interval {seconds}) 68
Packet Size 188
Link 2 State Hot Running
Pattern Ping 511 Pattern
IP Address a.8.8.4d
DLCI, Port 16, HET
Test Interval {seconds}) 68
Packet Size 188
Page 1 of 2
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
n-selects next page p-selects previous page
\\\fﬁ—changes a selection Arrow keys-move selection I‘///
Figure 10-14 Menu-9C Delay Monitoring Configuration
Table 10-7 Menu-3M Delay Monitoring Reports
Display — Detail Default
Avg 0
The average ping response time (in milliseconds).
Max 0
The maximum ping response time (in milliseconds).
Lost 0
The number of lost packets (Response packets not received prior to the expiration of the ping
interval).
Bad 0
Number of Bad Packets (Packets having errors in the payload).
% 0.0

The percentage of Errored Packets.
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You can specify up to four ping destinations for Delay Monitoring. Press P
to page up, or N to page down. This will display links 1 and 2, or 3 and 4.
The parameters shown in Table 10-8 are configured for each destination:

Table 10-8 Menu-9C Delay Monitoring Configuration Fields

Field — Definition Default

State Not Running
Enables or disables Delay Monitoring on the link. (disabled)
Pattern - 511, 2047, Alternatel, All 1s, All Os Ping 511 Pattern
Lists the test patterns in the ping packet.

IP Address 0.0.0.0

The IP address of the other link unit.

DLCI, Port 16, NET

The DLCI and Port on which the test is to be run.
Port options: NET, DTE, COMM, Ethernet
NOTE: The DLCI is not available when using Cisco HDLC.

Test Interval 60
The interval size in seconds between transmission of test packets.

Packet Size 100
The size of the test packets.

INTEGRATED PERFORMANCE MONITORING (IPM)

Configuration allowing Integrated Performance Monitoring is performed
in Menu-0E, Performance Monitoring Configuration (Figure 10-15). This
configuration is required for IPM. The fields in Menu-0E are defined in
Table 10-9.
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///;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!09!;;\\
HY Uer B Menu-8 Configuration 11:11:37
BE. Performance Monitoring Configuration

Delay Far End Far End

Dlci Cir  Threshold Status Dlci IP Address

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

Page 1 of 18
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
n-selects next page p-selects previous page
\\\f?—changes a selection Arrow keys-move selection I4///

Figure 10-15 Menu-OE Performance Monitoring
Configuration

The performance monitoring parameters are not sorted by DLCI. Entering
a DLCI of 0 deletes the entry and puts DELETE in the status field

For more information on the Integrated Performance Monitoring feature of
the Solo Select, please refer to the Integrated Performance Monitoring
User’s Guide, (098-00950-50), available from the Digital Link website:
www.dl.com.

Table 10-9 Menu-OE Parameters

Parameter Default

DLCI—The identifier for the virtual circuit 0

CIR—The committed information rate for the virtual circuit

Delay Threshold—The amount of delay that will trigger an event

Status—The status of the DLCI; active, inactive, or deleted

o| Ol O ©

Far End DLCI—The identifier for the virtual circuit at the far end

Far End IP Address—The IP address at the far end of the virtual circuit
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TROUBLESHOOTING THE UNIT

This section describes problems you may encounter and provides
suggested methods to troubleshoot and resolve the problems.

UNIT PROBLEMS

A list of possible problems is given in Table 11-1, along with suggested
solutions for each.

Table 11-1 Unit Problems (1 of 5)

Symptom Probable Cause Solution
The Solo Select does not power < Shelf not plugged in. = Make sure the shelf is plugged
up. - Loose power connector. into a live AC outlet, if the unit is
o ) AC powered. If the shelf is DC
- PDU (Power Distributor Unit) powered, make sure the
isn’t powered up/on. respective DC leads are not
= Blown fuse on Solo Select. crossed.
= Reversed power leads from DC = Check to assure that all fuses are
supply (standalone). operational; replace as needed.

If the problem persists, call
Digital Link Technical Support for
assistance.
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Symptom

Table 11-1 Unit Problems (2 of 5)

Probable Cause

Solution

The Solo Select system does not
dial out when an alarm occurs.

= Miscellaneous configuration on
Alarm Menu-8C.

= Modem strings 8E not correct.
= \Wrong cable.
= No modem attached.

« Make sure the connection
between the COMM Port and the
modem is a crossover (null)
modem connection.

= A DCE Port is represented the
same way as the modem port.

« Make sure Connection is set to
Modem and two valid telephone
numbers are set in Phone
Number 1 and Phone Number 2
in Menu-8C.

« Make sure Block all Alarms is set
to No in Menu-8A and the
occurring alarm is set to
Enabled.

= If the above solutions do not
correct the problem, call Digital
Link Technical Support for
assistance.

Current user initiated tests
terminate themselves without
user intervention.

= Misconfiguration for Menu-9A
Timeout.

= Make sure the system is set to
run the test for an unlimited
amount of time.

= Test length options are 15 min.,
1 min., 60 min., Unlimited.
With Self Test, Loop Up Remote
and Loop Down Remote,
Unlimited does not apply.

= |f the above step does not correct
the problem, call Digital Link
Technical Support for assistance.
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Symptom

Table 11-1 Unit Problems (3 of 5)

Probable Cause

Solution

The system cannot be put into
network loopback from the
remote unit.

= Unit does not recognize Loop
command being sent.

= Loopback detect is disabled on
unit.

« Circuit is down or in Loop
towards remote unit.

= Make sure the remote unit is
sending the correct loop code.

= Make sure the system is set to
receive the same standard or
alternate code as the remote
unit.

« Using your E1 test set, send a
loop up code into the system. If
the system still does not loop up,
call Digital Link Technical
Support for assistance.

The system cannot be put into
payload loopback from the
network.

= Framing protocol choice.

= Wrong timeslots used for test
signal.

= Make sure the system is set for
T1.403 Annex B fractional
loopback code, if the network is
sending T1.403 Annex B to loop
it up.

= Make sure the payload portion

you are attempting to loop up
has assigned bandwidth.

= If the Solo Select still does not
loop up, use your E1 test set to
inject a fractional loopback
signal into the payload you wish
to loop up.

= |f the above steps fail, call
Digital Link Technical Support for
assistance.

No LEDs are illuminated.

= Test the LEDs by running a lamp
test from Menu-9 Diagnostics.

« Make sure that the shelf is
getting power.

After power-up, the menu clock
no longer shows the correct time

or date.

« Time not set.

« Set the time in Menu-4.

< [f the time is still incorrect, call
Technical Support.

Troubleshooting
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Symptom

Table 11-1 Unit Problems (4 of 5)

Probable Cause

Solution

No response from any unit on
the communication network.

= Bad cable.
= Wrong baud rate.

= Hung terminal. Restart terminal
session.

« Make sure that Pin 8, CTS, is not
connected at the ASCII terminal
end of the COMM Port cable.

= Standard Digital Link COMM
Port cables do not have this
connection at the ASCII terminal
end. Some ASCII terminals will
activate the CTS line, and thus
interfere with the Solo Select
collision avoidance.

« Get a null modem adapter to
cross pins 2 and 3 (transmit and
receive) on the terminal.

= The COMM Port cable is
connected to an inactive or faulty
port on the terminal, or the
terminal is faulty.

= Replace the COMM Port cable if
it is faulty.

= Make sure the COMM Port
parameters match the terminal’s
parameters.

No response from some units on
the network.

« Mismatch baud rate.
« Break in cable.

« Make sure the Solo Select is
powered up.

« Make sure the unit ID is correct.

= Swap the connector positions
with a unit that has no problem
communicating with the terminal,
to find out if a portion of the
COMM Port cable is faulty.

« Make sure the COMM Port
parameters match the terminal’s
parameters.

Invalid data is received from
one or all units on the network.

= Baud rate configuration.
< EMI.
= Two units with the same ID.

« Make sure the COMM Port
parameters (on the problem
units) match the terminal’s
parameters.

= Verify that none of the units are
missing an ID and that no two
units have the same unit ID.
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Table 11-1 Unit Problems (5 of 5)

Symptom Probable Cause Solution

Some invalid data is received = Refresh screen image. = To refresh screen, press
mixed in with a mostly good = 1 or more units are missing at arl-L.

menu display. ID, or two units have the same = Reduce the baud rate on the
ID. units and terminal if you are
using the maximum (38400
baud) for communicating with a
very large number of units.

< |f the cable from the network to
the terminal exceeds the 15 m
(50 ft.) maximum, fix the length.

= Verify that none of the units are
missing an ID and that no two
units have the same unit ID.

NETWORK PROBLEMS

Table 11-2 Network Problems (1 of 4)

Symptom Probable Cause Solution
No IBC communication with = Config. unstructured E1 = Make sure the Solo Select is
remote system. configured for structured

communications. IBC
communications do not exist in
unstructured E1.

= Make sure you do not have
DACS frames from your network
carrier between your two ends. If
a DACS frame is placed in your
E1 circuit, you will not have IBC
communcation (regardless of your
framing format.)

= If the above solutions do not
resolve the problem, call Digital
Link Technical Support for
assistance.
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Symptom

Table 11-2 Network Problems (2 of 4)

Probable Cause

Solution

The unit experiences a loss of
signal or a loss of frame on the
Network Port.

= Equipment Failure

= Test E1.

= Apply hardware loop to front of
unit.

The NET LED does not
illuminate.

= No incoming signal.

= Bad LED.

< Run a lamp test from Menu-9,
Diagnostics to make sure the LEDs
are working.

= Make sure the E1 line from your
service provider is connected to
the DA-15 female connector on
the back of the Solo Select DSU.

= Remove the E1 line from the back
of the Solo Select and place the
E1 test set in its place. Connect
the transmit of the E1 test set to
the receive of the network plug
(pins 3 and 11, 3—tip,
11—ring). If the NET LED
changes to any color, i.e., green
or red, contact your service
provider for assistance with
cutting over the E1 line.

« Place the E1 loopback plug on
the network connector on the
back of the Solo Select. If it then
changes color, troubleshoot your
test setup.

= If the NET LED never lights, call
Digital Link Technical Support for
assistance.
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Symptom

Table 11-2 Network Problems (3 of 4)

The NET LED is constantly red.

Probable Cause Solution

= Constant out-of-sync or out-of- e Make sure the E1 line framing
frame on E1. format matches the Solo Select’s

« Misframe/FE. framing format.

« Check the Solo Select for
excessive errors.

= In CRC4-Enabled mode, check for
CRC and CV; in CRC4-Disabled
mode, check for CVs only. If
excessive errors appear, place
your E1 test set or your loopback
plug on the DA-15 or BNC socket
on the back of the system to see if
the errors stop.

= Carrier has problem.

= Configuration doesn’t match
framing.

= If they do, contact your service
provider for assistance.

= If the errors do not stop, call
Digital Link Technical Support for
assistance.

The NET LED remains constant
amber/yellow.

= Incoming RAI or UAI. = Check to see if the Solo Select is
receiving a RAI alarm or an AIS
alarm.

= Make sure the remote/far end
system is receiving a proper E1
signal. If it is not, it will be
generating a RAI alarm towards
your equipment.

= If the system is still receiving a
RAI alarm, place the E1 test set
or the E1 loopback plug on the
DA-15 or BNC socket on the
back of the Solo Select. If the RAI
alarm stops, contact your service
provider for assistance.

= If, after all above steps have
been satisfied, your Solo Select
still shows a yellow NET LED,
call Digital Link Technical Support
for assistance.

Troubleshooting 11-7
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Symptom

Table 11-2 Network Problems (4 of 4)

Probable Cause

Solution

The NET LED flickers
intermittently between red,
amber and green.

= Receiving errors on NET Port
(CV, CRC, FE, etc).

= Make sure the timing source is
properly configured. Timing
should be set to NETWORK if the
network is the source.

= If it is not the source, timing
should be set to INTERNAL at one
E1 end, and NETWORK at the
other end.

= If you’re not sure that the network
is the source, contact the network
provider and discuss your circuit
order. The provider will tell you if
the E1 network is the source.

= |f the timing source is properly
configured and the NET LED
continues to flicker between red,
amber and green, isolate the
system with the E1 test set to see
if the problem clears.

= Place the E1 test set into the

proper timing mode (provide
timing or recover timing). You
cannot use the loopback plug in
this application since it would
require us to provide timing and
would not allow us to see if we
can recover timing from a valid
E1 source.

« If the NET LED continues to
flicker, call Digital Link Technical
Support for assistance.

11-8
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DTE PROBLEMS

Symptom

Table 11-3 DTE Problems (1 of 2)

Probable Cause

Solution

The Data Port TD/RD LEDs do
not illuminate.

= No timeslots assigned to port.
= Bad LEDs

= No data being sent/received
(DTR or Net down).

= DTE is sending or receiving all
zeros.

« Make sure the DTE cable is
plugged into the appropriate
connector on the back of the
shelf.

« Check the timeslot allocation to
make sure bandwidth is
allocated to the specific Data
Port.

« Run a lamp test from Menu-9,
Diagnostics, to make sure the
LEDs are working.

« Make sure the DTE devices
connected physically to the units
are sending data to each other.
The serial line will not transmit
data or receive data if it is shut
down.

= If you have eliminated the above
as a cause, place your data test
set on the problem port. If the
TD/RD LEDs do not light, call
Digital Link Technical Support for
assistance.

Troubleshooting
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Symptom

Table 11-3 DTE Problems (2 of 2)

Probable Cause

Solution

The Data Port RTS/DTR/CTS
do not illuminate.

< No communication with DTE.

« Bad cable.

= If your system does not support
the RTS or DTR protocol, set the
port DTE loss to None
(default—RTS) in the Data DTE
Configuration menu.

«The CTS LED should light and
remain lit.

=« RTS and DTR are signals sent
from the DTE device connected
to the Data Port.

« Run a lamp test from Menu-9,
Diagnostics, to make sure the
LEDs are working.

« If the CTS LED still does not
illuminate, call Digital Link
Technical Support for assistance.

The DTE device shows
intermittent errors.

= E1 Net error.
= Wrong DTE protocols.

= Bad DTE cable-poorly shielded
cables- (EMI).

= Timing configuration “slips.”

= You may have a timing error.

= If you are timing the system from
the DTE device, set the Data Port
as the source of the timing
signal. You need a special DTE
cable to enable you to configure
the system as a DTE device. The
cable you use depends on your
application (V.35 or X.21).

= |f the cable and the timing are
correct, place a data test set at
both ends of the E1 line in place
of the DTE devices to see if the
errors continue.

= If the errors persist, call Digital
Link Technical Support for
assistance.

11-10
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IPM PROBLEMS

Symptom

Table 11-4 IPM Problems

Probable Cause

Solution

The Solo Select In-band LED
does not illuminate.

« Bad LED.
< In-band has not been selected.

= Make sure the In-band
Management mode is enabled.

« Make sure the unit is in-band
capable.

« Run a lamp test from Menu-9
Diagnostics to make sure the
LEDs are working. If the NET
LED never lights, call Digital Link
Technical Support for assistance.

The Solo Select In-band LED is

constantly red. The unit is in In-

band Management mode, but
no packets or HDLC flags have
been received from the
network.

= Make sure the line from your
service provider is connected to
the Solo Select DA-15 or BNC
socket connector.

= Remove the line from the Solo
Select and place a loopback
plug on the network connector
on the back of the Solo Select.
Connect the DTE Port with test
equipment that can generate
HDLC (7E) flags. If the In-band
LED changes to amber,
troubleshoot your test setup. If
the In-band LED on the Solo
Select remains red, call Digital
Link Technical Support for
assistance.

Troubleshooting
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Specifications

SOLO SELECT EQUIPMENT MODEL NUMBERS

Table A-1 gives the model numbers of the equipment available for
purchase from Digital Link.

Model Number

Table A-1 Solo Select Model Numbers (1 of 2)

Description

Solo Select E1 DSU

DLO87E-075b 75-ohm network connector, Feature Keying, LMI Conditioning, and
DL2187E-075b in-band management.

DLO87E-120d 120-ohm network connector, Feature Keying, LMI Conditioning,
DL2187E-120d and in-band management.

DLO87E-L2-075b 75-ohm network connector with IPM (32 DLCIs) with FRF.13 SLA,
DL2187E-L2-075b Feature Keying, LMI Conditioning, and in-band management.
DLO87E-L2-120d 120-ohm network connector with IPM (32 DLCls) with FRF.13 SLA,
DL2187E-L2-120d Feature Keying, LMI Conditioning, and in-band management.
DLO87E-L3-075b 75-ohm network connector with IPM (96 DLCIs) with FRF.13 SLA,
DL2187E-L3-075b Feature Keying, LMI Conditioning, and in-band management.
DLO87E-L3-120d 120-ohm network connector with IPM (96 DLCIs) with FRF.13 SLA,

DL2187E-L3-120d

Fearuter Keying, LMI Coditioning, and in-band management.

DLO87E-L2-075b with RMON-2
DL2187E-L2-075b with RMON-2

RMON 2 and IPM (32 DLCIs) with FRF.13 SLA, Feature Keying,
LMI Conditioning, and in-band management.

DLO87E-L2-120d with RMON-2
DL2187E-L2-120d with RMON-2

RMON 2 and IPM (32 DLCIs) with FRF.13 SLA, Feature Keying,
LMI Conditioning, and in-band management.

DLO87E-L3-075b with RMON-2
DL2187E-L3-075b with RMON-2

RMON 1 & 2 based performance monitoring (96 DLCIs) with
FRF.13 SLA, Feature Keying, LMI Conditioning, and in-band
management.

DLO87E-L3-120d with RMON-2
DL2187E-L3-120d with RMON-2

RMON 1 & 2 based performance monitoring (96 DLCIs) with
FRF.13 SLA, Feature Keying, LMI Conditioning, and in-band
management.

DTE Cables Cable to customer equipment

DL1300-10 V.35, DB-25 plug to M-34 plug, 10 ft (3.0 m)
DL1301-01 V.35, DB-25 plug to M-34 socket, 1 ft (0.3 m)
DL1301-10 V.35, DB-25 plug to M-34 socket, 10 ft (3.0 m)

Al
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Table A-1 Solo Select Model Numbers (2 of 2)

Model Number

Description

DL1303-10 RS-449, DB-25 plug to DC-37 socket, 10 ft (3.0 m)
DL1310-10 X.21, DB-25 plug to DA-15 plug, 10 ft (3.0 m)
DL1311-10 X.21, DB-25 plug to DA-15 socket, 10 ft (3.0 m)

Network Cable

DL1007 DA-15 plug to DA-15 plug, 7 ft (2.0 m)
DL1016 DA-15 plug to DA-15 socket, 7 ft (2.0 m)
DL1405-10 75-ohm coaxial network cable, 10 ft (3.0 m)1

Communications Cable

Cable to terminal

DL1081 DE-9 plug to DE-9 socket, 2 connections
DL1082 DE-9 plug to DE-9 socket, 4 connections
DL1083 DE-9 plug to DE-9 socket, 8 connections

Accessory Options

DL1135-3

Rack-mount tray (mounts up to two units in 19-inch rack)

1. Two cables required for BNC networks.

A-2
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TECHNICAL SPECIFICATIONS
Performance
Item Rating
Maximum Packet Length = 65535 bytes (for payload traffic)
= 1536 bytes (for SNMP management)
= 4096 bytes (for Frame Relay packets)
Maximum Packet Rate 11000 packets/sec duplex. Solo Select E1
DSU will discard packets over this amount
Network Interfaces
Item Rating
Transmit bit rate 2.048 Mbps += 50 ppm
Receive bit rate 2.048 Mbps = 50 ppm
Line code HDB3
Framing ITU-TS G.704/CTR 12
Pulse shape ITU-TS G.703/CTR 12
Jitter ITU-TS G.823/CTR 12
Output level ITU-TS G.703/CTR 12
Input level O to -26 dB
Impedance 75 ohm (BNC) unbalanced or 120 ohm (DA-
15) balanced
Specifications A-3
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Data Interfaces

Item

Specification

Interface types

V.35, X.21

Data rates

N x 64 kbps (N=1-32)

Line code

Normal only

Clocking options

SCTE, SCT, inverted SCT

System timing

Internal, Network, DATA port, External

Mode

DTE or DCE

Power Options

DLO87E

Item

Specification

AC Power

Universal Power Supply
100 VAC to 240 VAC, 50/60 Hz, 0.5 A

DC Power

-48 VDC to -72 VDC, 0.5 A
Through two-position Phoenix connector

Power Consumption

9 W maximum

DL2187E

Iltem

Specification

AC Power
(Two Independent
Power Supplies)

85 VAC to 132 VAC (110 V countries) at 60 Hz
170 VAC to 264 VAC (220 V countries) at 50 Hz

DC Power
(Two independent
source inputs)

-24 V to -60 V (-48 V nominal)

Power Consumption

9 W maximum per DSU card

A4 Solo Select E1 DSU User’s Guide—February 2000
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Dimensions, Weight, and Connectors
Item Specification
Dimensions (DLO87E) 8.75 in Width (22.2 cm) x 1.75 in Height (4.4
cm) x 12 in Depth (30.4 cm)
Weight (DLO87E) 6.5 Ib (3.0 kg)
Network Connector DA-15 socket or BNC
Data Port Connector DB-25 socket
COMM Port DE-9 socket
Connector
Ethernet Management RJ-45 modular jack
Interface (DLO8YE)
Environmental
Item Specification
Operating Temperature 0°C to 50°C (32°F to 122°F) ambient
Storage Temperature -20°C to +60°C (-4°F to 140°F)
Relative Humidity 0% to 95% noncondensing
Maximum Altitude 15,000 ft (4.6 km)
Reliability
MTBF 12 years minimum
Regulatory
Aplicable European harmonized standards:
= 89/336/EEC
e 92/31/EEC
< 93/68/EEC
e 73/23/EEC
- 098/13/EC
Specifications A5
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Diagnostics
Item Diagnostics And Tests
Loopbacks E1 Network, E1 payload, DTE, Fractional E1

payload, Fractional DTE, NET/DTE

E1l Loopback Control T1 set/reset codes, ANSI T1.403 Annex B

Test Patterns 1:1, 1:2, 1:4, 1:7, 3:24, QRW, all Os, all 1s, two
user-programmable 24-bit patterns, bit error injection

Network (E1) alarms NET Carrier Loss
NET Sync Loss
NET AIS Reveived
NET RAI Received
CRC, CV, FE Threshold

DATA Ports RTS Loss Alarm
DTR Loss Alarm

Link-based test Frame Relay and HDLC
Integrated RMON-compliant monitoring for Frame Relay links:
Perfo_rmgnce = Statistics
Monitoring
= Events
« Alarms
= History
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FRONT PANEL LEDS AND BUTTONS

The LEDs on the Solo Select E1 DSU front panel show the status of the
DATA Port, Network Port, and diagnostic tests.

Figure A-1 shows the Solo Select E1 DSU front panel. Table A-2 describes
the function of these buttons and LEDs.

DATA PORT .

ae
s Ers TR DLO8B7E

DL2187E {aks il r it 5010, ot

E1DSU

Figure A-1  Solo Select E1 DSU LEDs

Table A-2 Front Panel LEDs, Buttons, and Connectors (1 of 2)

LED/Button State Description

@ PWR/TEST LED Solid green Power is on
Off Power is off
Solid yellow Test is running
Blinking yellow Self Test running
Red Self Test failed or alarm condition exists
Alternating Software download in process
green/red

Specifications A7
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Table A-2 Front Panel LEDs, Buttons, and Connectors (2 of 2)

LED/Button State Description
- nit is not in in-ban anagement mode
IN-BAND LED Off Unit i in in-band M d

Solid red Unit is in in-band Management mode but there
are no packets and no HDLC flags received from
the network

Solid yellow Unit is in in-band Management mode but there is
no in-band activity detected on the signal
received from the network; only HDLC flags are
detected

Solid green Unit is in in-band mode and in-band packets are

Green, blinking
red

detected from the network

Unit is detecting errors in the in-band packets
from the network

© NET LED Solid green E1 network operation normal
Off Loss of network signal
Solid red Loss of frame
Alternating CV, FE or CRC received
red/green
Solid yellow RAI or AIS alarm received
O NET LPBK LED Solid yellow Net Loopback test running
© REMOTE LPBK ACK LED Solid yellow Loop Up/Loop Down codes received
© REMOTE LPBK UP button N/A Press to run Remote Loop Up test
@ REMOTE LPBK DWN button N/A Press to run Remote Loop Down test after running
Remote Loop Up test
© DTE LPBK LED Solid yellow DTE Loopback test is running

© DTE LPBK button

Blinking yellow

DTE Loopback test activated by DTE

N/A Press button to run NET/DTE Loopback test
reen ulses from eing detecte
D G Pulses f DTE being d d
@RD Green Pulses to DTE being detected
ellow ear to send signal from unit to is active
CTs Yell Cl d signal f i DTE i i
ellow eady to send signal from to unit is active
RTS Yell Read d signal f DTE iti i
@ DTR Yellow Data terminal ready signal from DTE is active
A-8 Solo Select E1 DSU User’s Guide—February 2000
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DIP SWITCH SETTINGS

£

The S1 DIP switch bank determines the bandwidth allocation and DTE
clock

The S2 DIP switch bank determines the unit’s frame format, timing source,
COMM Port baud rate, COMM Port parity and COMM Port word length
settings.

NOTE: When DIP switch S2-12 is UP, the terminal interface settings
override the DIP switch settings.

Table A-3 lists the COMM Port parameter options.
Table A-3 COMM Port Settings

Parameter Options

Baud rate 1200, 2400, 4800, 9600, 14400, 19200,
28800, 38400

Parity Even, Odd or None

Word length 7 or8

Stop bits 2

Specifications A-9
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DTE Clock
VN +SCT

Figure A-2 presents the DSU/CSU DIP switch settings. Factory defaults are

shown in bold.

-SCT
-SCTE

Data Rate

Vb 1 timeslot
VY 2 timeslots
Ve 3 timeslots
VAL 4 timeslots
YU 5 timeslots
VUL 6 timeslots
VUM 7 timeslots
YL 8 timeslots
UL A 9 timeslots
VAU AL 10 timeslots
IV 11 timeslots
UL 12 timeslots
YNNI 13 timeslots
VAL 14 timeslots
VAN 15 timeslots
AUV 16 timeslots

M 17 timeslots
MY 18 timeslots
AN 19 timeslots
MUY 20 timeslots
MUY 21 timeslots
MMM 22 timeslots
MDD 23 timeslots
Y 24 timeslots
AV 25 timeslots
MUY 26 timeslots
ANV 27 timeslots
A 28 timeslots
AN 29 timeslots
ANV 30 timeslots
Yy 31 timeslots

L]

Figure A-2

Net Framing
and CRC4
VAN Unstructured

N Structured
Disable CRC4

Vv StructuredO
Enable CRC4

Timing Source
¥ Internal
™ Network

COMM Port
Baud Rate
Vv 9600 Baud
VI 4800 Baud
Vv 2400 Baud
VA 1200 Baud
AL 38400 Baud
AU 28800 Baud
AL 19200 Baud

A 14400 Baud
- - @

Instructions for Setting DIP Switches

COMM Port
Word Length
¢ 8 bits
N 7 bits

Configuration
\{ DIP Switches

AN Terminal

COMM Port
Parity
V¥ No Parity
VN Odd Parity
M Even Parity

NOTE: A down arrow indicates that you should flip the switch to the off
position. An up arrow indicates that you should flip the switch to the on

position.

A-10
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FACTORY DEFAULT CONFIGURATION

The factory default settings are listed in Table A-4.

Table A-4 Default Configuration (1 of 3)

Configuration

Factory Default Settings

Unit Configuration
Unit ID

Unique ID assigned

Protect Mode Disabled
In-band Management Enabled
IPM Enabled
Network Configuration

Net Framing & CRC4 CRC4
Main Sync Source Network
Alternate Sync Source Internal
In-band Communications 4

Data Port Configuration

Code Normal
Loss RTS
Mode DCE
Format V.35
Clock +SCT

Timeslot Allocation
Allocation Type

Contiguous (All bandwidth allocated to DATAO1)

Diagnostic Configuration
User Pattern 1
User Pattern 2

001100110011001100110011
000100010001000100010001

Alarm Configuration
Block All Alarms

Net Carrier Loss Alarm

Net AIS received Alarm (UA1)
Loss of Signal from data port
CRC Threshold Alarm

Net Sync Loss Alarm

Net RAI Received Alarm

CV Threshold Alarm

FE Threshold Alarm

No
Enabled
Enabled
Enabled
Disabled
Enabled
Enabled
Disabled
Disabled

Specifications
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Table A-4

Configuration

Default Configuration (2 of 3)

Factory Default Settings

LMI Configuration

LMI Enable Enabled
LMI Type Annex D
Polling Timer 10
Polling Count 10
Error Event 1

Error Monitored Event 1

Error Free Event 1

Error Free Monitored Event 1

DTE Response Timer 15

LMI Conditioning Configuration

DTE Spoofing Enabled
NET Spoofing Enabled
Management DLCI Enable Disabled
Management DLCI 989
Maintenance DLCI 990
Unit Location (CPE)
SLA Configuration

SLA Enable Enabled
FDR/DDR Sample Period 1

FDR Threshold 0%
DDR Threshold 0%
Delay Period 1

Delay Packet Size 128
SNMP Configuration

IP Address 0.0.0.0
1st NMS Address 0.0.0.0
1st Output Port COMM
2nd NMS Address 0.0.0.0
2nd Output Port COMM
3rd NMS Address 0.0.0.0
3rd Output Port COMM
Get Community String public
Set Community String public
Trap Community String public
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Configuration

Table A-4 Default Configuration (3 of 3)

Factory Default Settings

COMM Port and Terminal Configuration

Connection

Timeout when Logged on
Timeout when not Logged on
COMM Port (switch setting)
COMM Port DCD

COMM Port XON/XOFF
Terminal Mode

Phone Number 1

Phone Number 2

Normal User Password
Superuser Password

Direct
Unlimited
Unlimited
9600, 8, no parity, 2 stop bits
Disabled
Disabled
Enabled

Not Assigned
Not Assigned
Not Assigned
Not Assigned

Modem String Configuration
Modem String 1
Modem String 2

ATEOVOZO
ATVOEOQOF1C1S0=4353=1354=10S7=30S12=
50&C1&DO0O

Specifications
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CONFIGURATION WORKSHEET

Use this worksheet to keep a written record of your configuration.

Unit Configuration

Unit ID

Protect Mode

Network Configuration

Framing

Main Synch. Source

In-band Comm. Bit

Line Impedance

Alternate Synch. Source

Data Port Configuration

Loss

Mode

Format

Clock

Timeslot Allocation

Allocation Type

All Bandwidth Allocated to

Diagnostic Configuration

User Pattern 1

User Pattern 2

Alarm Configuration

Block All Alarms

CRC Threshold Alarm

CV Threshold Alarm

Net Carrier Loss Alarm

Net AIS Received Alarm

Loss of Signal from Data Port

FE Threshold Alarm
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Net Sync Loss Alarm

Net RAI Received Alarm

SNMP Configuration

IP Address

1st NMS Address

1st Output Port

2nd NMS Address

2nd Output Port

3rd NMS Address

3rd Output Port

Get Community String

Set Community String

TRAP Community String

Foward over IBC

COMM Port and Terminal Confi

guration

Connection

Timeout when
Logged on

Timeout when not
Logged on

COMM Port

COMM Port DCD

Terminal Mode

Phone Number 2

Phone Number 1

Normal User Password

Superuser Password

COMM Port XONZ/XOFF
(read-only)

Modem String Configuration

String 1

Specifications
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String 2

Ethernet Configuration

IP

Subnet Mask

Gateway
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— B Cables and Connector Pin
— Assignments

E1 NETWORK PIN ASSIGNMENTS

The Solo Select E1 DSU comes with both BNC connectors and a DA-15 pin
connector. The pin assignments for the DA-15 network interface connector
are listed in Table B-1.

Table B-1 Network Interface Pin Assignments

Pin Signal
1 Send toward Network Tip (T1)
9 Send toward Network Ring (R1)

Frame Ground

3 Receive from Network Tip (T)
11 Receive from Network Ring (R)
4 Frame Ground

5,6, 7,8, 10, NC

12,13,14,15

CHANNEL 1 DATA CABLE PIN ASSIGNMENTS

The pin assignments for the V.35, M-34 to DB-25 DTE cable are listed in
Table B-2.

Table B-2 V.35, M-34 to DB-25 DTE Cable Pin Assignments (1 of 2)

M-34 DB-25 Signal Name Signal
T 16 RD B To DTE
R 3 RD A To DTE
S 14 SD B From DTE
P 2 SD A From DTE
E 6 DSR To DTE
H 20 DTR From DTE
K 25 Local Test From DTE

B-1



Table B-2 V.35, M-34 to DB-25 DTE Cable Pin Assignments (2 of 2)

M-34 DB-25 Signal Name Signal

B 7 Signal Ground NA

D 5 CTS To DTE

F 8 RLSD To DTE
\% 17 SCR A To DTE

X 9 SCR B To DTE

Y 15 SCT A To DTE
AA 12 SCT B To DTE

U 24 SCTE A From DTE
w 11 SCTE B From DTE
C 4 RTS From DTE
A NC Frame Ground NA

DB-25 to DC-37 Data Port Cable Pin Assignments

The pin assignments for the DB-25 to DC-37 Data Port cable are listed in
Table B-3.

Table B-3 DB-25 to DC-37 Data Port Cable Pin Assignments (1 of 2)

DC-37 DB-25 Signal Name Signal
17 24 T A From DTE
35 11 B From DTE
7 4 RS A From DTE
25 19 RS B From DTE
6 3 RD A To DTE
24 16 RD B To DTE
4 2 SD A From DTE
22 14 SD B From DTE
11 6 DM A To DTE
29 22 DM B To DTE
9 5 CS A To DTE
27 13 CSB To DTE
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Table B-3 DB-25 to DC-37 Data Port Cable Pin Assignments (2 of 2)

DC-37 DB-25 Signal Name Signal
12 20 TR A To DCE
30 23 TR B To DCE
13 8 RR A To DTE
31 10 RR B To DTE
8 17 RT A To DTE
26 9 RT B To DTE
5 15 SCT A To DTE
23 12 SCT B To DTE
19 7 Signal Ground NA

1 NC Frame Ground From DTE
18 25 ™ To DTE

V.35, DB-25 to M-34 DCE Cable Pin Assignments

The pin assignments for the V.35, M-34 to DB-25 DCE cable are listed in
Table B-4.

Table B-4 V.35, M-34 to DB-25 DCE Cable Pin Assignments (1 of 2)

M-34 DB-25  Signal Name Signal
S 16 Receive Data B
P 3 Receive Data A
T 14 Send Data B

R 2 Send Data A

H 6 Data Set Ready
E 20 Data Term

C 8 Ready

w Rx Line Sgnl Det
U 17 Serial Clk Rx B
\ 24 Serial Clk Rx A
X 11 Serial Clk Tx A
F 4 Serial Clk Tx B

Cables and Connector Pin Assignments B-3



Table B-4 V.35, M-34 to DB-25 DCE Cable Pin Assignments (2 of 2)

M-34 DB-25  Signal Name Signal
B 7 Request To Send

NC NC

NC 1

RS-449, DC-37 to DB-25 DCE Cable Pin Assignments
Table B-5 describes the RS-449, DC-37 to DB-25 DCE cable pin assignments.

Table B-5 RS-449, DC-37 to DB-25 DCE Cable Pin Assignments

DC-37 DB-25
8 24
26 11
13 4
31 19
22 16
4 3
24 14
6 2
12 6
30 22
29 23
11 20
25 10
7 8
35 9
17 17
19 7
NC 1
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COMMUNICATION PORT PIN ASSIGNMENTS

Table B-6 describes the COMM Port (DE-9) pin assignments.

Table B-6 Communication Port Pin Assignments

DE-9 Pins Signal Description

2 SD Send Data (from Solo Select to terminal)
3 RD Receive Data (from terminal to DSU)

8l CTS Clear To Send (IO to all DSUs only)

5 SG Signal Ground (bi-directional)

1 DCD Carrier Detect

1. CTSisused by the Solo Select as a collision avoidance line. This line should not be
connected at the CRT terminal end of the COMM Port cable.

DE-9 to DB-25 Adapter Pin Assignments

Digital Link can provide a DE-9 to DB-25 adapter for the Digital Link DE-9
COMM Port ribbon cable. The pinout assignments for the adapter are
listed in Table B-7.

Table B-7 DE-9 to DB-25 Adapter Pinouts

DE-9 DB-25
3 2

2 3

7 4

8 5

6 6

5 7

1 8

9 23

4 21

Cables and Connector Pin Assignments B-5
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USING FEATURE KEYING

The Solo Select E1 DSU has been designed as a scalable network solution.
Feature Keying makes it easy to upgrade your system software, adding
additional features and functionality as needed. Using Feature Keying, you
no longer need to add hardware, download software, or request a service
call. As your requirements change, additional features can be unlocked
with a 10-digit key purchased from Digital Link.

Menu-7, Features, provides a simple interface for adding or disabling:
= In-band Management capabilities (standard feature on all units).

= Integrated Performance Monitoring with support for either 32 or 96.
DLCIs and Service Level Agreement reporting functions.

< RMON-2 capabilities.

Adding Features
To add any of the above features:

1. Contact Digital Link and purchase a Key for the feature(s) you
desire. You will need to provide your Solo Select E1 DSU serial
number.

2. Select Menu-7, Features (Figure C-1).

C1
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(//;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;\\\
HW Ver B Henu-7 Features 13:56:28
Local:
Inband Capable
IPH[32] Capable
IPH[96] Capable
Service Level Agreement Capable
RHON 2 Capable
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\ff—changes a selection Arrow Keys-move the selection [ ] A///
Figure C-1 Menu-7 Features
3. Move the cursor to the feature you want to add.
4. Press the Ret ur n key.
The selected feature blinks.
5. Press the UP/ DOAN arrow keys to cycle through your options
(Capable or Not Capable).
6. Press Ret ur n when the desired option is on screen.
At the bottom of the screen, the following message appears:
Pl ease enter the key for the selected feature:
7. Type the 10-digit Key supplied by Digital Link.
8. Press Ret ur n to accept your changes.
9. Repeat steps 1 - 8 if additional features need to be added.
Disabling Features
If, at any time, you would like to disable a feature, follow the same
procedure used to enable it. When you reach Step 6, select Not Capabl e.
When prompted to enter the key, use the Disable key provided by Digital
Link when the feature was purchased.
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RMON-2

RMON-2, available as an optional add-on (see Appendix C, “Feature
Keying” ), provides additional SNMP reporting capabilities and the ability
to identify the top bandwidth users.

When using RMON-2 with the Solo Select E1 DSU, the following RMON-2
groups are available:

Protocol Directory

Protocol Distribution
Network Layer Host Table
Application Layer Host Table

Protocol Directory

The RMON-2 Protocol Directory lists the protocols that the Solo Select E1
DSU (agent) is monitoring on the network. The Solo Select E1 DSU is
capable of monitoring up to 16 protocols at a time. The default
configuration includes the following protocols:

 |IP

e ICMP

e UDP

e TCP

e FTP Control

e FTP Data

 Telnet

e SMTP (e-mail)

e DNS

e HTTP

< NETBIOS Name Service
< NETBIOS Datagram Service
< NETBIOS Session Service
< SNMP

< SNMP Trap

= Lotus Notes

D-1
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The Solo Select E1 DSU uses the limited extensibility feature as defined in
RFC 2021.

= The protocol directory can process up to 16 protocols
= Each protocol must be a “child protocol” of IP, UDP, or TCP

Using the limited extensibility feature, you can monitor any protocol that
rides directly on top of IP, UDP or TCP. You may define a particular value
to be recognized in the demultiplexing field of the parent protocol.

NOTE: Changes will be stored in volatile memory and not remembered
after the unit has been reset or powered off.

Protocol Distribution

The Protocol Distribution group allows the Solo Select E1 DSU to discern
how much traffic is being used by a specific protocol. When viewing this
data in Choice View, you will be able to determine which protocols are the
biggest users of the network’s bandwidth. This feature is referred to as
Application Top Talkers.

Network Layer and Application Layer Host Tables

RMON-2 and the Solo Select E1 DSU allows you to discern which IP
addresses are contributing the most traffic to your network, and further, to
drill down and find out which applications on these addresses are
generating the most activity. Identifying these Top Talkers gives you
increased control over your network and bandwidth usage.

The Network Layer Host Table (nIHostTable) provides information on the
256 busiest IP addresses, while the Application Layer Host Table
(alHostTable) lists how much traffic a particular IP address is sending
using a particular protocol. When an IP address has been identified as one
of the Top Talkers, periodically reading the alHostTable with Choice View,
will reveal which application on that IP address is using the most
bandwidth.

D-2

Solo Select E1 DSU User’s Guide—February 2000



D=

£

N

The table has been implemented so that:

= There is one hlIHostControlTable entry configured at boot time. Only
one entry can exist at a time. It can be set to monitor the entire E1
(default), or to monitor a specific DLCI.

= The hIHostControlNIMaxDesiredEntries is set to 256. The Solo Select E1
DSU builds a table to monitor the activity of 256 IP addresses across all
DLCls.

e The hlHostControlAlMaxDesiredEntries is set to 16. You can monitor 16
protocols at a time.

NOTE: If more than 256 IP addresses are detected on the network, the
Solo Select E1 DSU replaces the least seen entry with the new entry in
the nlHostTable.

RMON-2 and Top Talkers D-3
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DOWNLOAD OVERVIEW

The Download feature enables you to upgrade software, and includes the
following capabilities:

= Separates the downloading operation from switching to new software,
where these operations can be performed at separate times. You can
program a time at which the unit can be initialized with the new code.

= The unit stores two images of executable code. You can switch between
the two images.

= Enables downloading of the new software while the unit is operational
and passing data. The code can be downloaded through:

< Xmodem via the terminal user interface using an asynchronous
connection.

= TFTP from a network management station to the unit via SLIP
using an asynchronous connection or through NET or DTE Ports
in-band.

= TFTP from a network management station to the unit via SLIP
across the FDL.

e TFTP via Ethernet.

USING THE DOWNLOAD UTILITY

Use the Download Utility menu, accessed through Menu-4, Main
Configuration, to download software updates. You may use the Xmodem
protocol or TFTP. When switching from one executable image to another,
the operational software in the unit is restarted, which results in a
temporary service interruption lasting from one to two minutes.

During the download sequence, the Power/Test LED will blink alternating
red and green.

E-1
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Setting Up for Xmodem

Group

To download new software:

1. Insert the new software diskette in the drive of the PC.

2. From Menu-4 Main Configuration, type F (as instructed in the
menu for FLASH Download) to start the download session.

3. Menu 4F (Software Download Menu) will appear

4. Select the Protocol (Xmodem or TFTP) to Xmodem under Prot ocol .

5. Press A to start the download.

SW Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 18711799
HY Uer B Menu-4A DownlLoad Utility 22:33:08
Local:

CODE FILE 1 Version so0L0 E.A7

2 Uersion (Cur) SOLO E.18
DOWNLOAD Code File 1

Status Idle

Error

Bytes Received 8

Protocol XHWODEH
CHANGE Code File HONE

Hethod SCHEDULED

Scheduled Date asa2799

Scheduled Time 11:45:86

Count Douwn Press B to Start
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
fA-Local DownLoad CR-Changes a selection

\\f:Local Codefile Change

Arrow keys-Hove selection IA///

Figure E-1

Menu-4F Software Download

The parameter groups for the Download Utility are given in Table E-1.

Field

Table E-1 Download Utility Groups (1 of 2)

Description

CODE FILE

1 Version

2 Version

Version of the operational software residing in Code-File 1. This
field reads “Absent” if there is no operational software stored in
this code-file or if the operational software is corrupted.

Version of the operational software residing in Code-File 2. This
field reads “Absent” if there is no operational software stored in
this code-file or if the operational software is corrupted.

E-2
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Table E-1 Download Utility Groups (2 of 2)

Group Field

Description

DOWNLOAD Code File

Status

Error

Bytes Received

Protocol

The Code-File that will receive the downloaded operational-code,
and that is currently not operational.

Shows the status of the download, and is either Idle, Start, In

Progress, Verifying, Success, or error. This field is updated after an
Xmodem download to the local unit. If the status is “Error”, then a
number associated with the failure indicates the specific problem.

Indicates a specific problem during download.

Shows the number of bytes received during the download. This
field is updated after an Xmodem download to the local unit.

Protocol used for the download. Choices are Xmodem and TFTP.

CHANGE Code File

Method

Scheduled Date

Scheduled Time

Count Down

Code-File to be switched over when the scheduled time is reached.
Choices are NONE, 1, and 2. NONE indicates that no change is
desired, and can be used to cancel a scheduled change.

Either SCHEDULE or NOW. NOW indicates that the change occurs
immediately, and SCHEDULE indicates that the change occurs when
the actual time reaches the scheduled time.

Expressed in DD/MM/YY (day, month, and year) at which the
switch-over will occur.

Expressed in HH:MM:SS (hours, minutes, seconds) at which the
switch-over will occur. The device uses a 24-hour clock.

Shows the time interval HH:MM:SS (hours, minutes, seconds) for
the switch-over to occur after it has been initiated. If the switch-over
has not been initiated, then it shows “Press 2 To Start” or “Press 4
To Start” for the local unit and the remote unit, respectively.

The menu and download options for the Download Utility are given in

Table E-2.

Menu

Table E-2 Menu and Download Options

Description

4-Return to Menu 4

Returns to Menu-4 Main Configuration.

A-Local Download

Triggers the download to the local unit.

B-Local Code-File Change

Triggers the change of Code-File in the local unit.

Software Download E-3
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Setting Up for TFTP
Use these steps to set up for TFTP for the Solo Select E1 DSU:

1.

> w D>

Assign the unit an IP address and IP mask using Menu-0.
Enable the SNMP using Menu-0.
Set the download protocol in the Download utility to TFTP.

Set “Forward Over FDL” in Menu-0 to Enabled for the local unit
only.

Set “Connection” in Menu-8C, Miscellaneous Management
Configuration, to FDL for the remote unit only.

. Press 3 in the Download Utility menu.

Start TFTP for the Network Management System, and indicate
binary mode.

E-4
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Abnormal Termination

The following list summarizes scenarios during which the downloading
process may fail:

= Software load is corrupted.

< Transmission errors.

= Failure of the downloading computer, the modem (if one is used), the
connection between the downloading computer and the unit or a failure
of the unit, which also includes a power failure.

= User aborted the download process.

= Time-out built into the Xmodem or TFTP protocols.

Typically, abnormal termination of the download process leaves the Code
File in a non-usable state. In this case, the Download Utility will indicate
that the Code File is unavailable.

Error Indicators

Error Type

If the download utility fails, an error indicator appears in the Download
Utility menu. Depending on the error indicator listed below in Table E-3,
you can take the following action or at least be apprised of the condition;

Error Indicator

Table E-3 Download Utility Error Indicators (1 of 2)

Description (Message)

General

1

Software error. Note the specific error information, and call Digital
Link Technical Support.

Load Received is corrupted.
Load Received has invalid embedded length.

Load Received is invalid for this unit.

Hardware

Flash-ROM Not Supported.
Flash-ROM With Protected Sector.
Flash-ROM Failed To Erase.
Flash-ROM Failed To Program.

Xmodem

Ol N o al b~ W N

e
N R O

Xmodem Abort Received.
Xmodem Data Timeout.
Xmodem Invalid Sequence.

Xmodem Unexpected Data.

Software Download E-5
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Table E-3 Download Utility Error Indicators (2 of 2)

Error Type Error Indicator Description (Message)

13 Xmodem Packet Timeout.
14 Xmodem Packet Corrupted.
15 Xmodem Failed to Acknowledge.
16 Xmodem Reserved.
17 Xmodem Reserved.
18 Xmodem Reserved.
TFTP 19 TFTP Error Packet Received
20 TFTP Invalid Mode.
21 TFTP Invalid Opcode.
22 TFTP Unexpected Opcode Sequence.
23 TFTP Invalid Packet Length.
24 TFTP Invalid Data Packet Sequence.
25 TFTP Request Timeout.
26 TFTP Data Packet Timeout.
27 TFTP Failed to Acknowledge.

Download Aborted by User

You may abort the Xmodem downloading process by pressing Ctrl - x.

To perform the downloading abort, instruct the terminal emulator program
to abort the Xmodem download process and return to terminal mode. The
specific procedure depends on the terminal emulator program being used.
The recovery is the same as explained under Abnormal Termination.

With TFTP, the procedure to discontinue the TFTP session depends on the
TFTP setup. Again, the recovery is the same as explained under Abnormal
Termination.
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This appendix lists all of the Solo Select E1 DSU Menus and their
descriptions.
Figure F-1  Solo Select E1 DSU Menus (1 of 3)

Menu

Number Name Description

0 IP Configuration Selection menu for Interface, SNMP Configuration,
and DLCI table.

0A Interface Configuration IP and In-band Configuration Settings.

0B SNMP Configuration SNMP Traps and Communications Settings.

ocC Ethernet Configuration IP Address, IP Mask, and IP Gateway (standalone
only).

OE Performance Monitoring Configuration Performance Monitoring Configuration Settings.

OF LMI Configuration Enable LMI and set polling and error parameters.

0G LMI Conditioning Configuration Enable spoofing and management status.

OH SLA Configuration Enable SLA and set SLA parameters.

1 Main Status Connection and Error Status. General status for Net,
DTE, and unit status.

2 Data Status Data Port Status. Valuable for remote multiple DTE
ports.

3 Reports Reports Main Menu.

3A Carrier Reports Carrier Reports submenu.

3AA Carrier Registers, Current Interval Real-time statistics for current interval.

3AB Carrier Registers, Total Over 24 Hours Net statistics in for last 24 hours. Summary.

3AC Carrier Registers, 24 Hour Detail Net statistics for last 24 hours in 15-minute intervals.

3AE Carrier Registers, 4 Day Detail Net statistics in 384 15-minute intervals.

3AF Carrier Registers, 14 Day Summary Net statistics for last 4 days. Summary.

3B User Reports User Reports submenu.

3BA User Registers, Current Interval & Net statistics for the current interval and lifetime

Lifetime summary.
3BB User Registers, 24 Hour Detail Net statistics in 96 15-minute intervals.

F-1
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Figure F1  Solo Select E1 DSU Menus (2 of 3)

Menu

Number Name Description

3BC User Registers, 4 Day Detail Net statistics in 384 15-minute intervals.

3BE User Registers, 14 Day Summary Net statistics for last 4 days. Summary.

3C In-band Reports Inband Reports submenu.

3CA In-band DTE Registers, 24 Hour Detail Frame Relay activity on DTE port. 96 15-minute
intervals.

3CB Inband Network Registers, 24 Hour 96 15-minute registers for Cisco HDLC or Frame

Detail Relay statistics.

3E SLA Reports SLA Reports menu.

3EA DLCI Outages Report Per DLCI Outage report. Includes excluded outages.

3EB Frame Transfer Delays Per DLCI report on delays.

3EC Local Transmit Data Delivery Report Per DLCI report on delivered packets.

3EE Local Receive Data Delivery Report Per DLCI report on received packets.

3EF Local Transmit Frame Delivery Report  Per DLCI report on delivered Frames.

3EG Local Receive Frame Delivery Report  Per DLCI report on received frames.

3M Delay Monitoring Registers, Lifetime Test results from Menu-9C

3z Event Log Alarm History log.

4 Main Configuration Network configuration menu (frame/timing).

4F Download Utility Screen Software download options.

5 Data Configuration DTE/DCE configuration menu (serial port protocol,
LOS conditions, hand shaking, DTE docking).

6 Timeslot Configuration E1 DSU channel assignment.

7 Features Feature Keying allows you to enable or disable key
features.

8 Alarm Alarm Selection Menu.

8A Alarm Configuration Allows user to enable/disable alarms and to set
alarm thresholds.

8C Miscellaneous Management Dial out, passwords, alarm port settings.

Configuration

8E Modem Initialization Strings Setting menu for modem initialization strings.

9 Diagnostics Testing selection menu.
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Figure F-1  Solo Select E1 DSU Menus (3 of 3)

Menu

Number Name Description

9A Physical Layer Diagnostics E1 Net testing by patterns, loop, selecting loop codes
on/off.

9B Link Layer Diagnostics Menu for In-band testing.

9C Delay Monitoring Configuration Configuration for Delay Monitoring. Results are

displayed in Menu-3M.

Menus
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MENU-O CONFIGURATION

Menu-0 is the selection menu for Interface and SNMP configuration, as
shown in Figure F-2.

///';w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!4;\\\
HY Uer B Menu-8 IP Configuration 10:26:24

Please select a menu:

A. Interface Configuration

B. SHWP Configuration

C. Ethernet Configuration

E. Performance Monitoring Configuration
F. LHI Configuration

6. LHI Conditioning Configuration

H. SLA Configuration

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\Fn—selects a menu Up/Down Arrow Keys-move the selection A///

Figure F-2  Menu-O Configuration
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Menu-0A, shown in Figure F-3, is the menu to use for IP and In-band
configuration settings. The parameters are defined in Table F-1.
4 /2
SW Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9716799
HY Uer B Menu-8 IP Configuration 108:35:56
8A. Interface Configuration
Local:
UNIT 1P Enabled
In-Band Hanagement Enabled
In-Band Monitoring Enabled
In-Band Traffic Type Frame Relay
COMMAFDL IP Address a.8.4.4d
IP Forward COHMHM <-> IBC Disabled
HET IP Address a.a.8.4d
DATA DTE IP Address a.a.8.4d
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\‘Bn—changes a selection Arrow Keys-move the selection [ ]
Figure F-3  Menu-OA Interface Configuration
Table F-1 Interface Configuration Parameters (1 of 2)
Primary Parameter - Options  Definition Default
Parameter
IP Enables/disables the Solo Select’s management via Disabled
UNIT .
IP (Telnet, ping, SNMP).
In-band Management Enables or disables in-band management of the Disabled
Solo Select.
In-band Monitoring Enables or disables in-band monitoring of the Solo  Enabled
Select.
In-band Traffic Type Can be set to Frame relay or Cisco HDLC. Frame
Relay
Menus F-5
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Table F-1 Interface Configuration Parameters (2 of 2)

Primary Parameter - Options Definition Default
Parameter
COMM/FDL IP Address The IP Address for the Solo Select COMM Port or  0.0.0.0
FDL in standard IP form (nnn.nnn.nnn.nnn).
IP Forward COMM <-> Enables or disables for Forward Over IBC feature Disabled
IBC of the Solo Select.
Note: This feature will not function in Unstructured
mode.
NET IP Address The IP address that is responded to for in-band 0.0.0.0
traffic received from the NET (E1 line).
DATA/DTE IP Address The IP address that is responded to for in-band 0.0.0.0
traffic received from the DTE (serial line).
F-6 Solo Select E1 DSU User’s Guide—February 2000
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MENU-OB SNMP CONFIGURATION

Menu-0B, shown in Figure F-4, is the menu which shows the SNMP traps
and communication settings. The parameters are defined in Table F-2.

///';w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;\\\
HY Uer B Menu-8 IP Configuration 108:37:36
8B. SHMP Configuration
Local:
COMMUNITY Get public
Set public
Trap public
TRAP 1st HHWS IP Address a.a.8.4d
2nd HHWS IP Address a.a.8.4d
3rd HHWS IP Address a.a.8.4d
1st Output Port COHH
2nd Output Port COHH
3nd Output Port COHH
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\?n—changes a selection Arrow Keys-move the selection A///

Figure -4  Menu-OB SNIMP Configuration

Table F-2 Menu-OB Parameters (1 of 2)

Primary Parameter—Options;
Parameters Definition Default
COMMUNITY Get (text string) public
Enter an alphanumeric text string (max—32 characters). The Solo
Select SNMP agent uses this text string to check GET requests for
the SNMP configuration from the SNMP management station.
Set (text string) public
Enter an alphanumeric text string (max—32 characters). The Solo
Select SNMP agent uses this text string to check SET requests
from the SNMP management station to set the SNMP
configuration.
Trap (text string) public

Enter an alphanumeric text string (max—32 characters) which the
Solo Select SNMP agent inserts in SNMP traps it sends to the
SNMP management stations.

Menus
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Primary
Parameters

Table F-2 Menu-OB Parameters (2 of 2)

Parameter—Options;
Definition

Default

TRAP

1st NMS IP Address—nnn.nnn.nnn.nnn
Enter the IP address of the first Network Management Server. The
Solo Select sends trap messages to this server.

2nd NMS IP Address—nnn.nnn.nnn.nnn

nnn = O through 255

Enter the IP address of the second Network Management Server.
The Solo Select sends trap messages to this server.

3rd NMS IP Address—nnn.nnn.nnn.nnn
Enter the IP address of the third Network Management Server.
The Solo Select sends trap messages to this server.

Note: If all three trap NMS IP addresses are set, the Solo Select
sends a trap to all three network management servers.

1st DLCI Output Port—COMM, IBC, DTE, NET, Ethernet
Selects the DLCI (if applicable) and port over which the Solo
Select can send a trap to the 1st NMS IP address.

2nd DLCI Output Port—COMM, IBC, DTE, NET, Ethernet
Selects the DLCI (if applicable) and port over which the Solo
Select can send a trap to the 1st NMS IP address.

3rd DLCI Output Port—COMM, IBC, DTE, NET, Ethernet
Selects the DLCI (if applicable) and port over which the Solo
Select can send a trap to the 1st NMS IP address.

0.0.0.0

0.0.0.0

0.0.0.0

COMM

COMM

COMM

F-8
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MENU-OC ETHERNET CONFIGURATION

The Ethernet Configuration menu (Figure F-5) allows you to set the IP
addresses that will be used in the management of the Solo Select via the
Ethernet Management Interface. This screen is only available on
standalone models.

///;w Ver E.18 HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B Menu-8 IP Configuration 108:39:06
8C. Ethernet Configuration
Local:
ETHERHET IP Address a.a.8.4d
IP Hask 255.255.08.4
IP Gateway a.a.8.4d
HAC Address @0:afB:cA:08:19:81
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\En—changes a selection Arrow Keys-move the selection I4///

Figure F-5  Menu-0C Ethernet Configuration

Table F-3 Menu-OC Parameters

Parameter Default

IP Address-The IP address used by the Ethernet network to connect to the 0.0.0.0
LAN.

IP Mask-32-bit subnet mask shared by all devices on the same network. 0.0.0.0

IP Gateway-A router or deice through which other networks are accessed. 0.0.0.0
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MENU-OE PERFORMANCE MONITORING
CONFIGURATION

Configuration allowing Integrated Performance Monitoring is performed
in Menu-0E, shown in Figure F-6. The parameters are defined in Table F-4.

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B Menu-8 Configuration 10:48:46
BE. Performance Monitoring Configuration

Delay Far End Far End

Dlci Cir  Threshold Status Dlci IP Address

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

] ] ] a a 6.8.8.8

Page 1 of 18
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
n-selects next page p-selects previous page
\\\fn—changes a selection Arrow keys-move selection IA‘///

Figure -6 Menu-OE Performance Monitoring
Configuration

Table F-4 Menu-OE Parameters (1 of 2)

Parameter Default

DLCI - The identifier for a virtual circuit. DLCIs will be autodiscovered if LMI O
is configured. If LMI is not configured, then the DLCIs must be entered
manaully.

To change a DLCI’s status to deleted, enter a zero for the DLCI number. If
LMI is enabled, and the DLCI still exists, it will be discovered again and its
status returned to active.

CIR - The Committed Information Rate. If LMI Revision 1 is being used, this 0
will be discovered; otherwise, you will need to enter this for each DLCI.
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Table F-4 Menu-OE Parameters (2 of 2)

Parameter

Default

Delay Threshold - The range is O to 64000 milliseconds. When the
reound trip delay over the PVC exceeds this value:

= An event will be registered in the Event Log
= A trap will be sent to the NMS (if configured)
= An alarm message will be displayed on the termainal user interface.

0]

Menus

F-11



=F

MENU-OF LMI CONFIGURATION

Menu-0F, as shown in Figure F-7, allows you to configure your device for
LMI. Parameters and default settings for Menu-0F are presented in Table

F-5.
//;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!4;\\
HY Uer B Menu-8 IP Configuration 18:42:12
8F . LMI Configuration
Local:
LHMI Enable Enabled
Type Annex D
Polling Timer 16
Polling Count 16
Error Event 1
Error Monitored Event 1
Error Free Event 1
Error Free HMonitored Event 1
Dte Response Timer 15
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\ff—changes a selection Arrow Keys-move the selection I“///

Figure F-7  Menu-OF LMI Configuration

h NOTE: In order to collect SLA data, you must have a Solo Select
device at both ends.

Table F-5 Menu-OF Parameters (1 of 2)

Parameter Default
Enable - Use this option to enable or disable LMI Conditioning Enabled
Type - Select between Annex A, Annex D, and LMI Revision 1 (FRF 1.0) Annex D

Polling Timer - Set the value to a number between 5 and 30 seconds, in increments of 10
5. This parameter sets the interval between Link Integrity Verification Messages. The value
corresponds to T391 standards.

Polling Count - Set the count to an integer between 1 and 255. This paremeter sets the 6
number of polling cyclees for Link Integrity Verification before the unit generates the Full
Status request.
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Table F-5 Menu-OF Parameters (2 of 2)

Parameter

Default

Error Event - Set this value to an integer between 1 and 10. The value represents the
number of errors that can occur on the LMI link in LMI Error Monitored Events before
reporting that the interface is down. Applies to the Network and DTE port.

1

Error Monitored Event - Set this value to an integer between 1 and 10. This
parameter sets the number of events that are used with the LMI Error Event to define the
error ratio that is used to report that the LMI link is down.

Error Free Event - Set this value to an integer between 1 and 10. This parameter sets
the number of error-free messages that must be received in LMI Error Free Monitored
Events prior to declaring an interface is up.

Error Free Monitored Event - Set this value to an integer between 1 and 10. This
parameter sets the number of events that are used with the LMI Error Free Event to define
the error ratio that is used to report that the LMI link is up.

DTE Response Timer - Set this value to an integer between 5 and 30, in increments of
5. This parameter sets the number of seconds between the sending of a STATUS ENQUIRY
and the receipt of a response. Applies to the DTE.

15

Menus

F-13



=F
MENU-0OG LMI CONDITIONING CONFIGURATION

Menu-0G provides LMI status information as well as allowing your to set
spoofing, and enable Management and Maintenance DLCIs.

(/;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B Menu-8 IP Configuration 18:43:41
8G. LMI Conditioning Configuration
Local:
LHI Status DTE Lmi Down
NET Lmi Down
Spoofing Status Spoofing DTE
Spoofing MET
DTE Spoofing Enabled
HET Spoofing Enabled
Management Dlci Enable Disabled
Management Dlci 989
Maintenance Dlci 294
Unit Location CPE
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\ff—changes a selection Arrow Keys-move the selection IA///

Figure F-8  Menu-0G LMI Conditioning Configuration

Table F-6 Menu-0G Parameters (1 of 2)

Parameter Default

DTE Spoofing - Set to Enabled or Disabled. If enabled, spoofing will occur Enabled
automatically.

NET Spoofing - Set to Enabled or Disabled. If enabled, spoofing will occur Enabled
automatically.

Management DLCI Enable - Set to Enabled or Disabled. This parameter, when Disabled
enabled, specifies that the Management DLCI is to be used.

Management DLCI - Set to a number between 16 and 991. This is the number of the 989
Management DLCI and it must not be the same as the number used for the Maintenance
DLCI.

Maintenance DLCI - Set to a number between 16 and 991. This is the number of the 990
Maintenance DLCI and it must not be the same as the number used for the Management
DLCI.
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Table F-6 Menu-0G Parameters (2 of 2)

Parameter Default

Unit Location - CPE (Customer Premise equipment) or CO (Carrier Office). CPE

If the Unit Location is CPE, then Status Enquiry messages are received via the DTE port
and Status Reponses are received via the Net port.

If the Unit Location is CO, then Status Enquiry messages are received via the Net port
and Status Responses are received via the DTE port.
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MENU-OH SLA CONFIGURATION

Menu-0H, Figure F-9, allows you to configure your device to collect SLA
data. Menu-OH parameters are presented in Table F-7.

(//;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;\\\
HY Uer B Menu-8 IP Configuration 11:18:36
BH. SLA Configuration
Local:

SLA Enable Enabled

FDR/DDR Sample Period 1

FDR Threshold [0

DDR Threshold 1]

Delay Period 1

Delay Packet Size 128
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
CR-changes a selection Arrow Keys-move the selection [ ]

)

Figure F-9  Menu-OH SLA Configuration

Table F-7 Menu-OH Parameters

Parameter Default
Enable - To collect SLA data, this field must be enabled Enabled
FDR/DDR Sample Period - Set the sampling period between 1 minute and 255 1

minutes. The time period represents the time interval between requests to the far end of the
PVC.

FDR Threshold - Set this threshold between 0% and 100%. 0% means this feature is 0%
disabled. Configurable to one thousandth of a percent (for example, 99.999%). When the
FDR falls below this threshold:

= An event is sent to the Event Log
= A trap will be sent to the NMS (if configured)
= An alarm message will be displayed on the Terminal User Interface.
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Table F-7 Menu-OH Parameters

Parameter

Default

DDR Threshold - Set this threshold between 0% and 100%. 0% means that this feature
is disabled. Configurable to one thousandth of a percent (for example, 99.999%). When
the DDR falls below this threshold:

= An event is sent to the Event Log
= A trap will be sent to the NMS (if configured)
= An alarm message will be displayed on the Terminal User Interface

0%

Delay Period - Set the Delay Period between 1 minute and 255 minutes. This figure
represents the time interval between delay measurements on each PVC.

Delay Packet Size - Set the Delay Packet Size between 50 bytes and 1500 bytes. This
figure represents the size of Request and REsponse packets used to measure delay.

128
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MENU-1 MAIN STATUS

The main status menu, shown in Figure F-10, shows the connection and
error status of the unit.

//;; Uer E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\

HW Ver B Menu-1 Main Status 11:23:5]
Local:

Unit Status No Clock

Hetwork Status Loss of Signal
Inband Ho Flags

DATA DTE Status Loss OFf Signal

Error Free Seconds 188.8%

Errored Seconds Ratio a.e%

Severely Errored Seconds Ratio a.e%

Background Block Error Ratio a.e%

Inband Het CRC Errors a

Inband DTE CRC Errors a

Inband Rx/Tx BW Util. A.8%/0.8%

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.

5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\f:clears the counters ‘///

Figure F-10 Menu-1 Main Status
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MENU-2 DATA STATUS

Menu-2 Data Status, shown in Figure F-11, illustrates the current status of
the local Solo Select’s single data port and the remote unit’s data port(s).

(//'VSW Uer E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16f;;\\
HW Ver B Henu-2 Data Status 12:57:18

Port Local

DATA1 Hormal

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

- v

Figure F-11 Menu-2 Data Status
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MENU-3 REPORTS

Menu-3 is a selection menu for report categories. Menu-3 is shown in

Figure F-12.
///;# Ver E.18 HMIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HW Ver B Henu-3 Reports 12:58:27

Please select a report:

A. Carrier Register Reports
B. User Register Reports

C. Inband Reports

E. SLA Reports

M. Delay Monitoring Report
Z. Event Log Report

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\f&—selects a report Up/Down Arrow Keys-move the selection -‘///

Figure F-12 Menu-3 Reports
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MENU-3A CARRIER REPORTS

Menu-3A is the carrier registers report submenu. Menu-3A is shown in

Figure F-13.
//;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HW Ver B Menu-3A Carrier Reports 12:59:48

Please select a report:

A. Carrier Registers, current interval

B. Carrier Registers, total over 24 hours
C. Carrier Registers, 24 hour detail

E. Carrier Registers, & day detail

F. Carrier Registers, 14 day summary

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\f?—selects a report Up/Down Arrow Keys-move the selection IA///

Figure F-13 Menu-3A Carrier Registers, Current Interval
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MENU-3AA CARRIER REGISTERS, CURRENT INTERVAL

Menu-3AA, Figure F-14, is the carrier register report for the current

interval.

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16f;;\\
HW Ver B Henu-3 Reports 13:01:46
3AA. Carrier Registers, Current Interval

Local

Unavailable Signal State Ho

Current Interval Timer 182

Errored Seconds {ES) a

Unavailable Seconds {UAS) a

Severely Errored Seconds (SES) a

Background Block Error (BBE) a

Loss OFf Frame Count (LOF) a

Controlled Slip Seconds (CSS) a
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

- J

Figure F-14 Menu-3AA Carrier Registers, Current Interval
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MENU-3AB CARRIER REGISTERS, TOTAL OVER 24
HOURS

Menu-3AB is the carrier registers report summary for the last 24 hours.

///VSW Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;‘\\\
HW Ver B Henu-3 Reports 13:83:18
3AB. Carrier Registers, total over 24 hours

Local

Errored Seconds {ES) a

Unavailable Seconds {UAS) a

Severely Errored Seconds (SES) a

Background Block Error (BBE) a

Loss OFf Frame Count (LOF) a

Controlled Slip Seconds (CSS) a

Total Valid Intervals 26
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

. '

Figure F-15 Menu-3AB Carrier Registers, Total Over 24 Hours
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MENU-3AC CARRIER REGISTERS, 24 HOUR DETAIL

Menu-3AC presents carrier registers in 96 15-minute intervals.

///;W Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;\\\
HW Ver B Henu-3 Reports 13:84:38
3AC. Carrier Registers, 24 hour detail

Local:

Local Interval  — ———————————-
Start ES UAS SES BBE LOF CSS
12:45 a a a a a a
12:38 a a a a a a
12:15 a a a a a a
12:688 a a a a a a
11:45 a a a a a a
11:38 a a a a a a
11:15 a a a a a a
11:688 a a a a a a
108:45 a a a a a a
18:38 a a a a a a
18:15 a a a a a a
18:688 a a a a a a

Page 1 of 8
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\fpfnnun fArrow Keys-scroll the registers [ ] A///

Figure F-16 Menu-3AC Carrier Registers, 24 Hour Detail
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MENU-3AE CARRIER REGISTERS, 4 DAY DETAIL

Menu-3AE, Figure F-17, presents carrier registers in 384 15-minute

intervals.

1
1
1
1

45
an
15
aa

45
an
15
aa

Local Interwval
Start
12:
12:
12:
12:
HL
:38
15
B L]
18:
18:
18:
18:

ES

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU
HW Ver B

Henu-3 Reports
3AE. Carrier Registers, 4 day detail
Local:

SES BBE LOF CSS

=
-4
“

Page 1 of 32

9!16!;;\\\

13:86:04

8-IP Config.
5-Data Config.

1-Hain Status 2-Data Status 3-Reports
6-Timeslot Config. 7-Feature Keys 8-Alarm

\\\fpfnnun fArrow Keys-scroll the registers

4-Hain Config.
9-Diagnostics

Y

Figure F-17 Menu-3AE Carrier Registers, 4 Day Detail
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MENU-3AF CARRIER REGISTERS, 14 DAY SUMMAY

Menu-3AF, Figure F-18, presents a 14-day carrier register summary.

//;; Uer E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!4;\\
HW Ver B Henu-3 Reports 13:87:34
3AF. Carrier Registers, 14 day summary

Local
ES UAS SES BBE LOF CSS
Day -1 a a a a a a
Day -2 a a a a a a
Day -3 a a a a a a
Day -4 a a a a a a
Day -5 a a a a a a
Day -6 a a a a a a
Day -7 a a a a a a
Page 1 of 2
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\f?fnnun fArrow Keys-scroll the registers IA‘///

Figure F-18 Menu-3AF Carrier Registers, 14 Day Summary
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MENU-3B USER REPORTS

Menu-3B, Figure F-19, presents a submenu of user register reports.

SW Ver E.18
HW Ver B

HIB Uer 1.13

A. User
B. User
C. User
E. User

Digital Link Solo Select T1 DSU
Henu-3B User Reports

6/08/99
18:45:39

Please select a report:

Registers, Current Interval & Lifetime
Registers, 2% hour detail
Registers, & day detail
Registers, 14 day summary

8-IP Config.
5-Data Config.

\\\fn—selects a report

6-Timeslot

1-Hain Status

2-Data Status 3-Reports
Config. 7-Feature Keys 8-Alarm

4-Hain Config.
9-Diagnostics

Up/Down Arrow Keys-move the selection I‘///

Figure F-19 Menu-3B User Reports
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MENU-3BA USER REGISTERS, CURRENT INTERVAL &
LIFETIME

Menu-3BA, Figure F-20, presents user registers for the current interval, and
also provides a lifetime counter.

///;# Ver E.18 HMIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HW Ver B Henu-3 Reports 13:18:25
3BA. User Registers, Current Interval & Lifetime

Local:

Current Interwval
Timer 621
Errored Seconds {ES) a
Unavailable Seconds {UAS) a
CRC Errors {CRC) a
Code Violations (CU) a
Frame Error Events (FE} a

Lifetime Totals

CRC Errors {CRC) a

Code Violations (CU) a

Frame Error Events (FE} a
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

C-clears the current interval registers

\\\ficlears the lifetime totals registers IA‘///

Figure F-20 Menu-3BA User Registers, Current Interval & Lifetime
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MENU-3BB USER REGISTERS, 24 HOUR DETAIL

Menu-3BB, Figure F-21, provides detail on user registers for the last 24

hours.

1
1
1
1

45
an
15
aa

45
an
15
aa

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;\\\
HW Ver B

Henu-3 Reports 13:11:52

3BB. User Registers, 24 hour detail

Interval - ——————————-
Start
12:
12:
12:
12:
HL
:38
15
B L]
18:
18:
18:
18:

[-B--B.-N-N-N-N-N-N-N-N-N-R
[-N-N-N-N-N-N-N-N-N-N-N]

oDooooooooo@@Mm

age 1 of 8

\\\fpfnnun fArrow Keys-scroll the registers

8-IP Config. 1-Hain Status
5-Data Config.

2-pata Status  3-Reports 4-Hain Config.

6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

t-clears the registers || A///

Figure F-21 Menu-3BB User Registers, 24 Hour Detail
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MENU-3BC USER REGISTERS, 4 DAY DETAIL

Menu-3BC, Figure F-22, presents user registers in 384 15-minute intervals.

1
1
1
1

///;w Ver E.18 HMIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!99‘\\\
HW Ver B Henu-3 Reports 13:14:48

Local Interval =  --——————————-
Start
12:
12:
12:
12:
HL
:38
15
B L]
18:
18:
18:
18:

45
an
15
aa

45
an
15
aa

3BC. User Registers, 4 day detail
Local:

ES

=

[-N-N-N-N-N-N-N-N-N-N-N]
[-B--B.-N-N-N-N-N-N-N-N-N-R
[-N-N-N-N-N-N-N-N-N-N-N]
Toooooooooooo S
oDooooooooo@@Mm

age 1 of 32

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\?pfnnun fArrow Keys-scroll the registers

t-clears the registers || A///

Figure F-22 Menu-3BC User Registers, 4 Day Detail
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MENU-3BE USER REGISTERS, 14 DAY SUMMARY

Menu-3BE, presents user registers for the last 14 days.

///;Q Ver E.18 HMIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!4;\\\
HW Ver B Henu-3 Reports 13:15:53
3BE. User Registers, 14 day summary

Local:

ES us CRC cu FE
Day -1 a a a a a
Day -2 a a a a a
Day -3 a a a a a
Day -4 a a a a a
Day -5 a a a a a
Day -6 a a a a a
Day -7 a a a a a

Page 1 of 2
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\f?fnnun fArrow Keys-scroll the registers C-clears the registers I‘A///

Figure F-23 Menu-3BE User Registers, 14 Day Summary
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MENU-3C IN-BAND REPORTS

Menu-3C, Figure F-24, presents the Inband Reports submenu.

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!43\\
HW Ver B Henu-3C Inband Reports 13:17:81

Please select a report:

A. Inband DTE Registers, 24 hour detail
B. Inband Hetwork Registers, 24 hour detail

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\fn—selects a report Up/Down Arrow Keys-move the selection I“///

Figure F-24 Menu-3C In-band Reports
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MENU-3CA IN-BAND DTE REGISTERS, 24 HOUR
DETAIL

Menu-3CA, Figure F-25, presents the inband DTE register information in

96 15-minute intervals.

(//;ﬁ Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HW Ver B Henu-3 Reports 13:18:25
3cA. Inband DTE Registers, 24 hour detail

Interval - ——————————-
Start
13:00
12:45
12:38
12:15
12:08
11:45
11:38
11:15
11:088
18:45
18:38
18:15

ix}
=
o
=
Ed
=
=
-+
=
-
Ed
=
=
-+
-

%
a
a
a
a
a
a
a
a
a
a
a
a

[-N-N-N-N-N-N-N-N-N-N-N]
[-N-N-N-N-N-N-N-N-N-N-N]
DD DO O 0D o @ X
[-N-N-N-N-N-N-N-N-N-N-N]
DD DO O 0D o @ X

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\f?fnnun fArrouw Keys-scroll the registers C-clears the registers -4///

Figure F-25 Menu-3CA In-band DTE Registers, 24 Hour Detall
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MENU-3CB IN-BAND NETWORK REGISTERS

Menu-3CB, Figure F-26, reports the net statistics for 14 days, in 15-minute
intervals.

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HW Ver B Henu-3 Reports 13:19:27
3CB. Inband Hetwork Registers, 24 hour detail

Interval - ——————————-
Start CRC RxPKkt R
13:00
12:45
12:38
12:15
12:08
11:45
11:38
11:15
11:088
18:45
18:38
18:15

-
Ed
=
=
-+
-

%
a
a
a
a
a
-8
a
a
a
a
a
a

[-N-N-N-N-N-N-N-N-N-N-N]
[-N-N-N-N-N-N-N-N-N-N-N]
DD DO O 0D o @ X
[-N-N-N-N-N-N-N-N-N-N-N]
DD DO O 0D o @ X

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\fpfnnun fArrow Keys-scroll the registers C-clears the registers IA///

Figure F-26 Menu-3CB In-band Network Registers
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MENU-3E SLA REPORTS

Menu-3E, Figure F-27, presents the SLA Reports submenu.

-

~

SW Ver E.18 HIB Ver 1.15 Digital Link Solo Select E1 DSU 9716799
HW Ver B Henu-3E SLA Reports 13:28:33

Please select a report:

A. Dlci Outage Report

B. Frame Transfer Delay Report

C. Local Transmit Data Delivery Report
E. Local Receive Data Delivery Report
F. Local Transmit Frame Delivery Report
6. Local Receive Frame Delivery Report

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
CR-selects a report Up/Down Arrow Keys-move the selection [ ]

J

Figure F-27  Menu-3E SLA Reports
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MENU-3EA DLCI OUTAGES REPORT

Menu-3EA, Figure F-28, presents the DLCI Outages in 96 15-minute

intervals.

///;w Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU

9!16!;;\\

HW Ver B Henu-3E SLA Reports 13:22:01
3EA. Dlci Outages
Outage Included Outage Excluded Outage

Dlci State Count Time Count Time

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

ﬂ _ _ _ _ _

Page 1 of 18

B-IF Config. 1-Hain Status 2-Data Status  2-Reports h-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
n-selects next page p-selects previous page [ ]

/

Figure F-28 Menu-3EA DLCI Outages Report
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MENU-3EB FRAME TRANSFER DELAYS

Menu-3EB, Figure F-29, presents the last four days of frame transfer delay
measurements, in 15-minute intervals.

//;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!4;\\
HW Ver B Henu-3E SLA Reports 13:23:45
3EB. Frame Transfer Delays
Last Maximum Delay
Sample Threshold Total Average Last n Minutes

Dlci Time Violations Samples Delay 15 38 68
ﬂ _ _ _ _ _ _ _
ﬂ _ _ _ _ _ _ _
ﬂ _ _ _ _ _ _ _
ﬂ _ _ _ _ _ _ _
ﬂ _ _ _ _ _ _ _
ﬂ _ _ _ _ _ _ _
ﬂ _ _ _ _ _ _ _
ﬂ _ _ _ _ _ _ _
ﬂ _ _ _ _ _ _ _
ﬂ _ _ _ _ _ _ _

Displaying Totals Page 1 of 18

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.

5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

s-selects differences t-selects totals

n-selects next page p-selects previous page [ ]

N J

Figure F-29 Menu-3EB Frame Transfer Delays
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MENU-3EC LoCAL TRANSMIT DATA DELIVERY REPORT

Menu-3EC, Figure F-30, presents transmit data for the local device.

//;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HW Ver B Henu-3E SLA Reports 13:36:12
3EC. Local Transmit Data Delivery Report
Last Local Transmit Far End Receive
Sample  Threshold Within Above  Within Above
Dlci Time Violations Cir Cir Cir Cir
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
Displaying Totals Page 1 of 18
B-IF Config. 1-Hain Status 2-Data Status  2-Reports h-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
s-selects differences t-selects totals

\\::selects next page p-selects previous page IA‘///

Figure F-30 Menu-3EC Local Transmit Data Delivery Report
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MENU-3EE LOCAL RECEIVE DATA DELIVERY REPORT

Menu-3EE, Figure F-31, displays delivery information for the local device.

///V SW Ver E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU

9!161;;\\

\\\‘7 n-selects next page

p-selects previous page

HW Ver B Henu-3E SLA Reports 13:37:43
3EE. Local Receive Data Delivery Report
Last Local Receive Far End Transmit
Sample  Threshold Within Above  Within Above
Dlci Time \Violations Cir Cir Cir Cir
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
Displaying Totals Page 1 of 18
B-IF Config. 1-Hain Status 2-Data Status  2-Reports h-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
s-selects differences t-selects totals

)

Figure F-31 Menu-3EE Local Receive Data Delivery Report
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MENU-3EF LocAaL TRANSMIT FRAME DELIVERY
REPORT

Menu-3EF, Figure F-32, displays frame delivery information on the local

device.
SW Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 2/16/99
HW Ver B Henu-3E SLA Reports 13:39:13
3EF. Local Transmit Frame Delivery Report
Last Local Transmit  Far End Receive
Sample  Threshold Within Above  Within Above
Dlci Time \Violations Cir Cir Cir Cir
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
ﬂ _ _ _ _ _ _
Displaying Totals Page 1 of 18
B-IF Config. 1-Hain Status 2-Data Status  2-Reports h-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
s-selects differences t-selects totals

\\\fjselects next page p-selects previous page I‘///

Figure F-32 Menu-3EF Local Transmit Frame Delivery Report
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MENU-3EG LoOCAL RECEIVE FRAME DELIVERY REPORT

Menu-3EG, Figure F-33, presents frame delivery receipt information for the
local device.

HW Ver B

Last

=
=
o
[

Displaying Totals

3EG. Local Receive Frame Delivery Report

Sample Threshold
Time Violations

Henu-3E SLA

Local Receive

Within Above

cir cir

Page 1 of

//;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU

Reports

Far End Trans
Within Ab
cir
18

mit
ove
cir

9!161;;\\

13:48:07

s-selects differences
n-selects next page

8-IP Config. 1-Hain Status
5-Data Config. 6-Timeslot Config.

2-Data Status 3-Repo

F-Feature Keys 8-Alar

t-selects totals
p-selects previous page

rts
m

4-Hain Config.
9-Diagnostics

v

Figure F-33 Menu-3EG Local Receive Frame Delivery Report
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MENU-3M DELAY MONITORING REGISTERS, LIFETIME

Menu-3M,Figure F-34, presents collected data on delay monitoring.

(//';W Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!9;\\\
HW Ver B Henu-3 Reports 13:49:208
3M. Delay Honitoring Registers, lifetime
Local:
Packets

Avg Hax Lost Bad Sent
Link 1 a a a a a
Link 2 a a a a a
Link 3 a a a a a
Link 4 a a a a a
Link 1 Last Cleared 9/82/99 12:44:16
Link 2 Last Cleared 9/82/99 12:44:16
Link 3 Last Cleared 9/82/99 12:44:16
Link &4 Last Cleared 9/82/99 12:44:16
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\‘F—clears the registers [ ] ‘///

Figure F-34 Menu-3M Delay Monitorying Registers, Lifetime
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MENU-3Z EVENT LOGS

Menu-3Z, shown in Figure F-35, displays the alarm history text log for the
unit. Table F-8 defines its parameters.

//;; Uer E.18 HIB Ver 1.15

Parameter

Digital Link Solo Select E1 DSU

9!161;;\\

\\fffnnun Arrow Keys-scroll the log

5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm

C-clears the

HW Ver B Henu-3 Reports 13:58:33
3Z2. Event Log

Log Local Hodule A1l Event 8. All Events

Seq. MNo. Status Hodule Description Time/Date
14 start Het Loss of Signal 12:44:15 9/082/99
13 start DATAB1 Loss of Signal 12:44:15 9/082/99
12 start Unit No Clock 12:44:15 9/082/99
11 action Unit Unit Power On 12:44:15 9/02/99
18 end Unit Power Outage 12:44:15 9/082/99
9 start Unit Power Outage 12:42:59 9/082/99
8 start Het Loss of Signal 14:81:58 7/28/99
7 start DATAB1 Loss of Signal 14:81:58 7/28/99
6 start Unit No Clock 14:81:58 7/28/99
5 action Unit Unit Power On 14:01:58 7/28/99

Page 1 of 2 14 out of 14 selected
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.

9-Diagnostics

log

v

Figure F-35 Menu-3Z Event Log

Table F-8 Event Log Parameters and Descriptions (1 of 3)

Description

Default

Log

Local or Remote

Select for either Local or Remote event log

Local
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Parameter

Table F-8 Event Log Parameters and Descriptions (2 of 3)

Description Default

Module

Unit, DTE (FULLBW), Network, Fr-Rel, System, All All
This field allows the display of any of the above status changes.

When Unit is selected, the following status changes will be logged as
events:

Unit Power On

Self Test

DTE Loopback (fraction)
Net Loopback (FULL)
PLD Loopback (fraction)
LP UP remote (fraction)
LP DN remote (fraction)
Send User 1 (fraction)
Send User 2 (fraction)
Send 1:1 (fraction)
Send 1:2 (fraction)
Send 1:4 (fraction)
Send 1:7 (fraction)
Send 3:24 (fraction)
Send QRW (fraction)
Send All 1s (fraction)
Send All Os (fraction
No Clock

When DTE is selected, the following status changes will be logged as
events:

Loss of Signal
Local Test

F-44
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Parameter

Table F-8 Event Log Parameters and Descriptions (3 of 3)

Description Default

Module
(cont.)

When Network is selected, the following status changes will be logged
as events:

Loss of Signal

Loss of Frame

Blue Alarm Received
Yellow Alarm Received
Set Code Received

When AUX is selected, the following status changes will be logged as
events:

Loss of Signal

Loss of Frame

Blue Alarm Received
Yellow Alarm Received

When System is selected, the following status changes will be logged as
events:

External Alarm

Power Supply Failure
Controller Card Missing
Remote Responds to DLC FDL

When All is selected, all of the preceding status changes will be logged
as events.

Event

This field allows a particular type of event to be displayed. 0, All
Enter an event index or use the Up/Down keys to scroll through the

event options. While selecting the event, the event description text

changes with the index. The event description text is displayed under the
Description column in the Event Log menu.

If the Event field is left blank, the Event filter parameter is disabled.

Seq. No.

This value uniquely identifies an event in a certain unit. This field is read-
only.

Status

Identifies the condition of the event described in the description field.
This field is read-only.

Module

Identifies the module type. This field is read-only.

Description

Identifies the status change/event. This field is read-only.

Time/Date

Identifies the time the status change/event was logged.
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MENU-4 MAIN CONFIGURATION

Menu-4, shown in Figure F-36, is the network configuration menu for
framing, coding, and timing. Table F-9 defines its parameters.

//;L Ver E.18 HIB Ver 1.15 Digital Link S0lo Select E1 DSU
Main Configuration

HW Ver B
S/H 1499853337754

UNIT Protect Hode

Idle Code

NET Framing

Line Impedance
Main/Alt Sync.
In-Band Communications Bit

Henu-4

Local:
Disabled
BxFF
CRCA Enabled
75 ohm
net/INT
n

wmfm

13:51:81

8-IP Config. 1-Hain Status
5-Data Config. 6-Timeslot Config.
F-Flash Download

\\f?—changes a selection

2-Data Status
F-Feature Keys

Arrow Keys-move the selection

4-Hain Config.
9-Diagnostics

v

Figure F-36 Menu-4 Main Configuration

Table F-9 Solo Select Parameters (1 of 2)

Local/ Parameter: Default
Remote Definition/Settings
UNIT Protect Mode - Enabled or Disabled; Disabled
Enabled - Protect mode prevents you from running tests from the
front panel.
Idle Code - O to OxFF OXFF
NETWORK Framing - CRC4 Enabled, CRC4 Disabled, or Unstructured CRC4 Enabled
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Local/
Remote

Table F-9 Solo Select Parameters (2 of 2)

Parameter: Default
Definition/Settings

Main/Alt Sync - Int, NET, ext[1544], and dataOl1 (DTE). NET/Int
Select the E1 network transmitter’s clock source. First specify the

Main clock source value, then the Alternate. (Each clock source

has the same options.)

Type y to confirm each action.

= NET: Select this option if the network is the clock source. If it is
not, set to Int at one E1 end, and NET at the other end.

= ext[1544]: Select this option if you are using an external clock
source.

= data01: Select this option if the DTE is the clock source.

In-band Communications Bit - 4,5,6,7,8, or Disabled 4
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MENU-4F SOFTWARE DOWNLOAD

SH Uer 0.18b HMIE Ver 1.11 Digital Link Solo Select T1 DSU 11/11,/98
HH Ler 1 Slot # 5§ Menu 4F Download Utility 0g:44: 16

. /

Figure F-37 Menu 4F Software Download

The parameter groups for the Download Utility are given in Table F-10.
Table F-10 Download Utility Groups (1 of 2)

Group Field Description

CODE FILE 1 Version Version of the operational software residing in Code-File 1. This
field reads “Absent” if there is no operational software stored in
this code-file or if the operational software is corrupted.

2 Version Version of the operational software residing in Code-File 2. This
field reads “Absent” if there is no operational software stored in
this code-file or if the operational software is corrupted.
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Table F-10 Download Utility Groups (2 of 2)

Group Field Description
DOWNLOAD Code File The Code-File that will receive the downloaded operational-code,
and that is currently not operational.
Status Shows the status of the download, and is either Idle, Start, In
Progress, Verifying, Success, or error. This field is updated after an
Xmodem download to the local unit. If the status is “Error”, then a
number associated with the failure indicates the specific problem.
Error Indicates a specific problem during download.
Bytes Received  Shows the number of bytes received during the download. This
field is updated after an Xmodem download to the local unit.
Protocol Protocol used for the download. Choices are Xmodem and TFTP.
CHANGE Code File Code-File to be switched over when the scheduled time is reached.
Choices are NONE, 1, and 2. NONE indicates that no change is
desired, and can be used to cancel a scheduled change.
Method Either SCHEDULE or NOW. NOW indicates that the change occurs

Scheduled Date

Scheduled Time

Count Down

immediately, and SCHEDULE indicates that the change occurs when
the actual time reaches the scheduled time.

Expressed in DD/MM/YY (day, month, and year) at which the
switch-over will occur.

Expressed in HH:MM:SS (hours, minutes, seconds) at which the
switch-over will occur.

Shows the time interval HH:MM:SS (hours, minutes, seconds) for
the switch-over to occur after it has been initiated. If the switch-over
has not been initiated, then it shows “Press 2 To Start” or “Press 4
To Start” for the local unit and the remote unit, respectively.
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The menu and download options for the Download Utility are given in
Table F-11.

Table F-11 Menu and Download Options

Menu Description

4-Return to Menu 4 Returns to Menu-4 Main Configuration.

A-Local Download Triggers the download to the local unit.

B-Local Code-File Change Triggers the change of Code-File in the local unit.
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MENU-5 DATA CONFIGURATION

Menu-5 is the DTE/DCE configuration menu. Menu-5 is shown in Figure

F-38.
SW Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9716799
HY Uer B Menu-5 Data Configuration 13:52:52
Local:
Loss HMode Format Clock
DATA1 RTS DCE v.3as +5CT
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

Arrow Keys-move the selection

\\Ef—changes a selection

v

Figure F-38 Menu-5 Data Configuration

Table F-12 presents the parameters for Menu-5.
Table F-12 Data Port Field Options and Definitions (1 of 2)

Field-Option
Definition

Defaults

DTR (Data Terminal Ready), RTS (Request to Send) or NO
the criteria for detecting loss of signal on the Data Port.

Loss

NE. Select RTS

None disables loss detection. Unit disregards DTE-DCE handshaking.

The unit’s data port physical interface will appear active.
to None will force a high CTS signal on unit.

Setting Loss

RTS or DTR causes the signal to function as an indicator that the data

port, or the DTE (router), has been dropped.

Mode DTE or DCE

DCE

Select the DTE or DCE Port option. This allows the Data Port to be

configured as a DTE or a DCE. Each configuration require
cable.

s a different
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Table F-12 Data Port Field Options and Definitions (2 of 2)

Field-Option
Definition Defaults
Format V.35 or X.21 V.35

Select V.35 or X.21 operation. You can operate in X.21, V.35 or other
formats by using different cables. For V.35 or X.21 applications, set to
X.21 and use an V.35 or X.21 DTE cable.

Clock +SCT, -SCT, or SCTE. +SCT
Select SCT, a unipolar clock generated by the DCE for DTE timing. You
can invert the clock (-SCT) or not (+SCT). SCT inversion (-SCT) and
SCTE are used to correct delays in clocking due to cable length.
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MENU-6 TIMESLOT CONFIGURATION

Allocate the Solo Select’s channel assignments in Menu-6, Timeslot
Configuration Menu, shown below in Figure F-39.

///;# Ver E.18 HMIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B HMenu-6 Timeslot Configuration 13:54:58
Local
Allocation Type Contiguous

Allocate by port:
DATABT TSB1-TS2% 1536Kb/s

Allocate by timeslot:
Hetwork Time Slot HMap
1 2 3 4 5 [i] 7 8 9 18 11 12 13 14 15 16
Local pe1 pet1 pet1 pet1 D61 D61 D61 DB1 DB1 DB1 DB1 DB1 D61 DB1 DB1 D61

17 18 19 28 21 22 23 24 25 26 27 28 29 38 N
Local pe1 pet1 pet1 pe1 pet pe1 0BT DO -—— —— - - - o o

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\EF—changes a selection Arrow Keys-move the selection ‘///

Figure F-39 Menu-6 Timeslot Configuration

Table F-13 presents the options for Menu-6.

Table F-13 Menu-6 Timeslot Configuration Options

Parameter Default
Allocation Type - Select Contiguous or Manual. Contiguous
Allocate by Port — Select DATAOL. DATAO1
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MENU-7 FEATURES

Menu-7, shown in Figure F-40, displays what features the unit is capable of

performing.
///;w Uer E.18 MIB Ver 1.13 Digital Link Solo Select T1 DSU 6!081;;\\
HW Ver B Henu-7 Features 12:50:54
Local: D37754
Inband Capable
IPH[32] Capable
IPH[96] Capable
Service Level Agreement Hot Capable
RHON 2 Hot Capable
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\fé—changes a selection Arrow Keys-move the selection IA///

Figure F-40 Menu-7 Features

Table F-14 presents options for Menu-7.

Table F-14  Menu-7 Features Options

Parameter Default
Inband - All Solo Select devices are inband capable. Capable
IPM [32] - Enables support for 32 DLCIs N/A
IPM [96] - Enables support for 96 DLCls N/A
Service Level Agreement — Enables support for Service Level N/A
Agreement reporting. FRF.13 compliant.

RMON 2 - Enables RMON 2 collection ability. N/A
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MENU-8 ALARM

Menu-8, shown in Figure F-41, is the alarm selection menu.

///;# Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU
HW Ver B Henu-8 Alarm

Please select a menu:
A. Alarm Configuration

C. HMiscellaneous Management Configuration
E. Modem Initialization Strings

9/16/99
13:57:34

8-IP Config. 1-Hain Status 2-pata Status  3-Reports
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm

4-Hain Config.
9-Diagnostics

\\\ff—selects a menu Up/Down Arrow Keys-move the selection !‘///

Figure F-41 Menu-8 Alarm

£

another option: B. External Alarms.

N

NOTE: When using the Solo Select E1 module, Menu-8 Alarm includes

Menus
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MENU-8A ALARM CONFIGURATION

Menu-8A allows the user to enable/disable alarms and to set alarm
thresholds. Figure F-42 displays this menu, and Table F-15 defines its

parameters.
///;; Ver E.18 HMIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HW Ver B Henu-8A. Alarm 13:59:84
Local:
Block All Alarms Ho
NET Carrier Loss Alarm Enabled
HET Sync Loss Alarm Enabled
NET AIS Received Alarm Enabled
HET RAI Received Alarm Enabled
DATA DTE Signal Loss Alarm Enabled
CV Threshold Alarm Disabled
CRC Threshold Alarm Disabled
FE Threshold Alarm Disabled
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\\ff—changes a selection Arrow Keys-move the selection I‘///

Figure F-42 Menu-8A Alarm Configuration

Table F-15Menu-8A Field Definitions (1 of 2)

Field Definition Default

Block All Alarms Yes, No No
Yes - Blocks the reporting of all alarms.
No - Enables the Solo Select to report alarms.

Carrier Loss Alarm Enabled, Disabled Enabled
Enabled - The Solo Select generates an alarm when a
network carrier Loss of Signal is detected on the network.
Disabled - Disables the alarm.

Sync Loss Alarm Enabled, Disabled Enabled
Enabled - The Solo Select generates an alarm when loss-of-
frame is detected on the network.
Disabled - Disables the alarm.

AIS Received Alarm Enabled, Disabled Enabled
Enabled - The Solo Select generates an alarm when a
Network AIS (Alarm Indication Signal) is detected.
Disabled - Disables the alarm.
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Table F-15Menu-8A Field Definitions (2 of 2)

Field

Definition

Default

RAI Received Alarm

Enabled, Disabled

Enabled - The Solo Select generates an alarm when a
Network RAI Alarm is detected.

Disabled - Disables the alarm.

Enabled

DATA DTE Signal Loss
Alarm

Enabled, Disabled

Enabled - The Solo Select generates an alarm when a DATA
DTE Signal Loss is detected. The loss is defined in Menu-5.
Disabled- Disables the alarm.

Enabled

CV Threshold Alarm

A x 108

Set A and B in A x 108B. Valid values are between 2 x 108
and 6 x 103. Example: 5 x 10*

When the BPVs exceed this threshold, an alarm is
generated.

Disabled

CV Threshold Alarm

A x 10®

Set A and B in A x 108. Valid values are between 5 x 10®
and 1 x 10°. Example: 3 x 10*

When the CRCs exceed this threshold, the alarm is
generated.

Disabled

FE Threshold Alarm

A x 108

Set A and B in A x 10%. Valid values are between 3 x 106
and 7 x 102

Example: 7 x 104

If the FEs exceed the set threshold, the alarm is started.

Disabled
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MENU-8B EXTERNAL ALARM CONFIGURATION
(MoDULE ONLY)

Menu-8B allows the user to enable/disable external alarms. Figure F-43
displays this menu, and Table F-15 defines its parameters.

//’;N Ver 0,18 HMIB Ver 1.11 Digital Link Scolo Select T1 DSU 11!11!9;\\\
HH Ver 1 Slot # 6 Menu-2 RAlarm 09:32: 1
8B. External Alarm Configuration
Local : AG Femote: AS
External Alarm Input Indication Disabled
External Alarm Input Contacts Mermally Open Mermally Open
External Alarm |lnput Message
External Alarm Output Indication Discb led Discb led
External Alarm Output Contacts Hormally Open Hormally Open
@-1F Config. 1-Hain Status 2-Oata Status 3-Reports d-HMain Config.
F-DOata Config. E-Timeslot Config. V-Feature Keys 8-Alarm 9-Diagnostics
\\\fn—changes a selection Arrow Keys—mouve the selection [ ] A///

Figure F-43 Menu-8B External Alarms Configuration

Table 11-5
Field Definition Default
External Alarm Input Toggle allows you to enable or disable external alarm input Disabled
Indication indicatiors.
External Alarm Input Toggles between Normally Open and Normally Closed. Normally Open
Contacts
External Alarm Input User-defined message. Can be up to 20 characters in N/A
Message length.
External Alarm Output Toggle allows you to enable or disable external alarm Disabled
Indication output indicatiors.
External Alarm Output Toggles between Normally Open and Normally Closed. Normally Closed
Contacts
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MENU-8C MISCELLANEOUS MANAGEMENT
CONFIGURATION

Menu-8C, Figure F-44, is where you configure miscellaneous alarms. The
fields are defined in Table F-16.

SW Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9716799
HW Ver B Henu-8 Alarm 14:808:32
8C. Miscellaneous Management Configuration
Local

Connection Direct
Timeout When Logged On Unlimited
Timeout When Mot Logged On Unlimited
Phone Humber 1
Phone Humber 2
Hormal User Password =
Superuser Password =
COMH DCD Disabled

XON/XOFF Disabled
DLC IBC Link Loss Alarm Enabled
Dial Out Time Interwval 8 Min.
Inband Link Loss Alarm Disabled
Inband CRC Error Threshold Disabled
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

\\\‘Bn—changes a selection Arrow Keys-move the selection IA///

Figure F-44 Menu-8C Miscellaneous Management Configuration

Table F-16 Menu-8C Miscellaneous Management Parameters (1 of 2)

Parameter—Options;
Definition Default

Connection—In-band Communications, Modem, Direct Direct
Select the type of connection you are using.

IBC mode only, enables a connection to the remote unit.

Modem—Enables a modem connection to the Solo Select.

Direct—Enables a direct terminal connection to the Solo Select.

Timeout When Logged On—1 Min, 10 Min, 30 Min, Unlimited 10 Min
Applies only when you are logged on. This is the time span after which, if it

does not detect activity, the system warns that you will be logged off in 30

seconds.

Timeout When Not Logged On—1 Min, 10 Min, 30 Min, Unlimited  Unlimited
Applies only when a terminal is connected through a modem and you are not

logged on.This is the time span after which the modem disconnects the phone

line if no activity is detected.
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Table F-16 Menu-8C Miscellaneous Management Parameters (2 of 2)

Parameter—Options;
Definition

Default

Phone Number 1

Enter a Hayes-compatible modem dial string (20 char. maximum); for example,
“atdt555-1212”. The modem dials out using the first telephone number, then
automatically tries the second telephone number if the first does not respond.

User-defined

Phone Number 2 User-defined
Enter a Hayes-compatible modem dial string (20 char. maximum); for example,
“atdt555-1212”.

Normal User Password—(text string) User-defined
Enter the login password for the Normal User (20 char. maximum).

Super User Password—(text string) User-defined
Enter the login password for the Super User (20 char. maximum).

COMM DCD—Enabled or Disabled Disabled
Enabled—The Solo Select uses the modem’s Data Carrier Detect (DCD) signal to

provide more robust modem operation.

Disabled—Use Disabled if your null modem does not pass the Data Carrier

Detect signal.

COMM XON/XOFF—Disabled, XOFF until ANY, XOFF until XON Disabled
XOFF until ANY—Citrl-S stops data flow from unit, any key resumes data flow.

XOFF until XON—Citrl-S stops data flow from unit, Ctrl-Q resumes flow.
Disabled—XON/XOFF feature disabled

DLC IBC Link Loss Alarm—Enabled or Disabled Enabled
The IBC link specific to Digital Link. When the connection is disrupted, an alarm

is sent.

Dial Out Time Interval—Dial out time interval is the minimum amount of 0 Min.

time the Solo Select waits between dial outs to the host computer.

In-band Link Loss Alarm—Enabled or Disabled Disabled
Enabled—WHhen loss of HDLC frames or idle characters occurs, an alarm is

generated.

Disabled—The alarm is disabled

In-band CRC Error Threshold—Enable or Disabled Disabled

Enabled—The valid range for this is 4 x 107 to 9 x 101,
Disabled—No alarm is generated if threshold rate of errors is high.
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Menu-8E , Figure F-45, allows you to set modem initialization strings.
///';w Uer E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B Henu-8 Alarm 14:82:88
8E. HModem Initialization Strings
Local
String 1 ATEBUEZE8
String 2 ATUBEBQBF1C1S8=152=4353=13Sh=1857=-36512=-568aC1EDA
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
F-default modem strings
\\\‘Fn—changes a selection Up/Down Arrow Keys-move the selection IA///
Figure F-45 Menu-8E Modem Initialization Strings
Table F-17 presents the options for Menu-8E.
Table F-17  Menu-8E Modem Initialization Strings Options
Parameter Default
String 1 — Modem initialization string can be up to 20 characters. N/A
String 2 - Modem initialization string can be up to 60 characters. N/A
F-61
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MENU-9 DIAGNOSTICS

Menu-9, Figure F-46, is the selection menu for testing.

//;; Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!16!4;\\
HY Uer B Menu-2 Diagnostics 14:03:29

Please select a menu:

A. Physical Layer Diagnostics
B. Link Layer Diagnostics
C. Delay Monitoring Configuration

8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
\\f?—selects a menu Up/Down Arrow Keys-move the selection ‘///

Figure F-46 Menu-9 Diagnostics
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MENU-9A PHYSICAL LAYER DIAGNOSTICS

Menu-9A offers E1 testing by patterns, loop, selecting loop codes on/off.
Menu-9A is shown below in Figure F-47. The parameters for Menu-9A are
defined in Table F-18.

SW Ver E.18 MIB Ver 1.15 Digital Link Solo Select E1 DSU 9716799
HY Uer B Menu-2 Diagnostics 14:04:27
9A. Physical Layer Diagnostics
Local:
Current Test Idle
Pattern Test Idle
Pattern Error Counter
CRCY Errors a
Code Violations 8
Frame Error Events a
Last Self Test Result Self Test Passed
Hext Test (Fraction) 1. Self Test
Next Test Length Unlimited
Full Bandwidth Loop Code Standard
Fractional Loop Code Standard
USER1 Pattern aat1ea118e118e1188118611
USER2 Pattern daaiaaaigeaiaaaieeaieaat
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
S-starts a test I-injects a pattern error CR-changes a selection
\\\f—ends a test C-clears pattern error counter Arrow keys-move selection!’//

Figure F-47 Menu-9A Physical Layer Diagnostics

Table F-18 Menu-9A Physical Layer Diagnostic Fields (1 of 3)

Field Definition - Option Default
Choosing a test by number You may type in a number to start a test, instead of using the
arrow keys. For instance, if you type in “3” you will select the
Net Lpbk test. To start the test, press “5”.
Current Test Displays the test currently running. If no test is selected, the field Idle
reads Idle.
Pattern Test Displays “Locked Seconds.” If no pattern test is running, the test Idle
reads “Idle.” When a pattern test is started, it will read
“Searching” if the current pattern test is locked. The “Locked
Seconds” is a 16-bit counter saturating at 65536. The counter
resets to O of the current pattern is unlocked. The counter label
will change to “Relocked Seconds” if the current pattern is
unlocked and then relocked.
Options: Idle, Searching, Locked, Relocked
Pattern Error Counter The number of pattern errors occuring during the current test. 0
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Table F-18 Menu-9A Physical Layer Diagnostic Fields (2 of 3)

Field Definition - Option Default

Code Violations The number of Code Violations occuring during the current test. O

Frame Error Event A count of the Frame Error events. 0

Last Self Test Result The result of the last test performed. Read-only. Self test
Options: passed

Self Test Passed
Error nn (O to 5)

Next Test (Fraction) The next test to run is set in this field. Options: Self Test
. Self Test

. DTE Lpbk (FULL)

NET Lpbk

. PLD Lpbk (FULL)

LP UP Remote (FULL)
LP DN Remote (FULL)
. Send QRW (FULL)

. Send 1:7 (FULL)

. Send 3:24 (FULL)
10. Send 1:1 (FULL)
11. Send all 1s (FULL)
12. Send all Os (FULL)
13. Send 1:2 (FULL)
14. Send 1:4 (FULL)
15. Send User 1 (FULL)
16. Send User 2 (FULL)
19. Lamp Test

20.Lamp DTE and NET

CONODUAWNPE

Next Test Length The length of the next test is set in this field. Unlimited
15 min, 1 min, 60 min, Unlimited
With the Self Test, Loop Up Remote and Loop Down Remote, this
parameter does not apply.

Full The Loopcode to use in the next test is set in this field Standard
Loopcode Options: Standard, Alternate, Disabled.

NOTE: When all 31 timeslots are being used, do not use
the same option (Standard, Alternate) for both Full
Bandwidth Loopcode and Fractional Loopcode.
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Table F-18 Menu-9A Physical Layer Diagnostic Fields (3 of 3)
Field Definition - Option Default
Fractional Loopcode The Loopcode to use in the next test is set in this field. Alternate
Options: Standard, Alternate, Disabled, T1.403 Annex B.
User Patterns Enter any sequence of 1s and 0s, between 1 and 24 characters
in length.
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MENU-9B LINK LAYER DIAGNOSTICS

Menu-9B initiates in-band tests for the unit. Menu-9B is shown in Figure
F-48, and its parameters are defined in Table F-19.

(//;Q Uer E.18  HIB Ver 1.15 Digital Link Solo Select E1 DSU 9!161;;\\
HY Uer B Menu-2 Diagnostics 14:17:48
9B. Link Layer Diagnostics
Local:

Current Test Idle

Link
Status Sent Packet a

Received Packets 8

Errored Packets a

Missing Packets 8

Average Round Trip 8 ms
Hext Test Ping 511 Pattern

IP Address a.8.8.4d

DLCI, Port 16, HET

Test Length {minutes) (1]

Test Interval {seconds}) 68

Packet Size 188
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics
S-starts a test CR-changes a selection

\\\Efends a test Arrow keys-move selection I‘///

Figure F-F48 Menu-9B Link Layer Diagnostics

Table F-19 Menu 9B Link Layer Diagnostics Options (1 of 3)

Type Parameter — Definition Default
Current Test — The test that is currently running. Display Idle
only.

Link — The IP address, DLCI (Frame Relay only) Empty
and Port on which the test is currently running.
Display only.
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Table F-19 Menu 9B Link Layer Diagnostics Options (2 of 3)

Type Parameter — Definition Default
Status Sent Packet — The number of packets sent in the O
current test. Display only.
Received Packets — The number of packets 0
received in the current test. Display only.
Errored Packets — The number of packets 0
containing errors sent in the current test. Display
only.
Missing Packets — The number of packets that 0
were lost in the current test. Display only.
Average Round Trip — The average length of 0

the round trip from local to remote in the current
test. Display only.
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Table F-19 Menu 9B Link Layer Diagnostics Options (3 of 3)

Type Parameter — Definition Default
Next Test — Ping 511
Selects the type of test to run next. pattern
Options: Ping 511
Ping 1023
Ping 2047
Ping 1:1
Ping All 1s
Ping All Os
IP Address — nnn.nnn.nnn.nnn 0.0.0.0
The IP address on which the test is to be run.
DLCI, Port — The DLCI and Port out which the test 16,NET
is to be run. The DLCI specified must be between O
and 8388607. The port can be NET, DTE, ENET,
and COMM.
NOTE: DLCI numbers are only valid when
Frame Relay is being used. 0
Test Length — The number of minutes the test is to
last. Selecting a length of zero will choose unlimited
duration. 0
Test Interval — The number of seconds between 100

test packets.

Packet Size — The size of the packet sent in the
test.

£

NOTE: These parameters are not maintained across resets.

MENU-9C DELAY MONITORING CONFIGURATION

Menu-9C, shown below in Figure F-49, configures delay monitoring. Its
results are displayed in Menu 3-M. Table F-20 defines its parameters.

These parameters are maintained across resets.
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SW Ver E.18 MIB Ver 1.13 Digital Link Solo Select T1 DSU 6/088/99
HY Uer B Menu-2 Diagnostics 13:55:35
9C. Delay HMonitoring Configuration

Local: D37754

Link 1 State Hot Running

Pattern Ping 511 Pattern

IP Address a.8.8.4d

Port HET

Test Interval {seconds}) 68

Packet Size 188

Link 2 State Hot Running

Pattern Ping 511 Pattern

IP Address a.8.8.4d

Port HET

Test Interval {seconds}) 68

Packet Size 188

Page 1 of 2
8-IP Config. 1-Hain Status 2-pata Status  3-Reports 4-Hain Config.
5-Data Config. 6-Timeslot Config. 7-Feature Keys 8-Alarm 9-Diagnostics

n-selects next page p-selects previous page
\\\fn—changes a selection Arrow keys-move selection IA///

Figure F-49 Menu-9C Delay Monitoring Configuration

Table F-20  Menu-9C Delay Monitoring Configuration

Parameter-Definition Default
State Not Running
Enables or disables Delay Monitoring on the link. (disabled)

Pattern
The test pattern in the ping packet.

Ping 511 Pattern

DLCI, Port
The DLCI and Port on which the test is to be run.
Port options: NET, DTE, Ethernet, and COMM.

16, NET

Test Interval
The interval size in seconds between transmission of test
packets

60

Packet Size
The size of the test packets.

100

L)

NOTE: For status information on this test, see Menu-3M.
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MIB Parameters
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This chapter presents the MIB objects for the Solo Select line of T1/E1
intelligent devices and the Terminal User Interface (TUI) menu where the
MIB variable can be viewed or altered. Following the MIB object table, is a
table that lists the supported traps (Table G-2).
Table G-1 Unit Configuration Group (1 of 34)
MIB Object Syntax Description TUI
dicUnitModelType vxEncore 1 |An integer that identifies the |All
dI100Encore 2 |unit model type. Read-only.
di1200 3
di2400 4
di600 5
dI600ENcore 6
ensembleEncore 7
soloEncore 8
soloE1Encore 9
ensembleE1Encore 10
soloT1CSU 11
ensembleT1CSU 12
soloSelectT1Module 13
soloSelectE1Module 14
soloSelectT1 15
soloSelectEl 16

dicUnitHwRev

DisplayString (Size: 1 through 4)

The ASCII code of the
hardware revision number.
Read-only.

All

dicUnitHwOptions

An integer between 0 and 1023, inclusive.

A bit map that represents the

realTimeClock 1 |sum of all the values that
netPortT1 2 |correspond to installed
netPortel 4 |options. Read-only.
auxPortT1 8

auxPortE1l 16 |netPortT1l and netPortEl are
otherNetT1 32 |mutually exclusive.
otherNetE1l 64

reservedl 128 |auxPortT1 and auxPortEl
reserved2 256 |are mutually exclusive-both
reserved3 512 |are FALSE when there is no

AUX port present.

All

dicUnitSwRev DisplayString (Size: 1 through 4) ASCII code of the software |All
revision number. Read-only.

dicUnitDataPorts An integer between 1 and 32, inclusive. Number of data ports 5
installed. Read-only.

dicUnitRam Integer Amount of usable RAM N/A

(KBytes). Read-only.

G-1
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Table G-1 Unit Configuration Group (2 of 34)

MIB Object Syntax Description TUI
dicUnitRom Integer Amount of usable ROM N/A
(KBytes). Read-only.
dicUnitFlash Integer Amount of Flash ROM N/A
(KBytes). If the value is O,
the downloadable code
option is not installed. Read-
only.
dlcUnitSlotNum An integer between O and 16, inclusive. Slot number the unit is in. If |All
this is a standalone unit, this
object will return a 0. Read-
only.
dicUnitMibRev DisplayString (Size: 1 through 4) ASCII code of the MIB All
revision number. Read-only.
dicUnitFeatures Integer Feature configuration. The |7
inband 1 |value returned is a bit mask
ipm32 2 |of which feature key is
ipm96 4 |on/capable when the
rmon2 8 |corresponding bit is 1.
sla 16 |Read-only
reserved2 32
reserved3 64
reserved4 128
reserved5 256
reserved6 512
reserved7 1024
reserved8 2048
dicUnitConfig DisplayString (SIZE: 1 through 6) A unique name that globally |All
identifies the unit. The Unit
ID may contain uppercase
letters (A-Z) and the digits
1-9. The first digit of the
Unit ID can not be a letter.
Read-write.
dlcUnitProtectMode Boolean When True, the unit 4
True (1) configuration can not be
False (2) changed from the front
panel and tests can not be
initiated or terminated.
Read-write.
dicUnitYellowEnable Boolean T1 Only. 8
True (1) When False, yellow alarm
False (2) conditions are ignored and

the unit will never transmit a
Yellow Alarm signal on a
Dsx1 port. Read-write.

G2
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Table G-1 Unit Configuration Group (3 of 34)
MIB Object Syntax Description TUI
dicUnitNetPassFdI Portld Indicates which Dsx1 DTE |N/A
mainNet (1) aux (2) otherNet (3)  |Port's FDL is connected to
the mainNet FDL when this
reservedl (4)  reserved2 (5) reserved3 (6) |unit has no traffic of its own.

B Meaningful values are aux,
ethPort (7) commpPort (8) int-clock (9) otherNet, and noPort. Read-
extclock (10)  datal (11) data2 (12)  |write.
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)
datal2 (22) datal3 (23) datald (24)
datal5 (25) datal6 (26) datal7 (27)
datal8 (28) datal9 (29) data20 (30)
data21 (31) data22 (32) data23 (33)
data24 (34) data25 (35) data26 (36)
data27 (37) data28 (38) data29 (39)
data30 (40) data31 (41) data32 (42)
noPort (43)
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Table G-1 Unit Configuration Group (4 of 34)

MIB Object Syntax Description TUI
dicUnitMainClockSource Portld= Primary transmit timing 4
mainNet (1) aux (2) otherNet (3) |source. Read-write.
reservedl (4)  reserved2 (5) reserved3 (6)
ethPort (7) commpPort (8) int-clock (9)
ext-clock (10) datal (11) data2 (12)
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)
datal2 (22) datal3 (23) datald (24)
datal5 (25) datal6 (26) datal7 (27)
datal8 (28) datal9 (29) data20 (30)
data21 (31) data22 (32) data23 (33)
data24 (34) data25 (35) data26 (36)
data27 (37) data28 (38) data29 (39)
data30 (40) data31 (41) data32 (42)
noPort (43)
dicAltClockSource Portld= Alternate transmit timing 4
mainNet (1) aux (2) otherNet (3)  [source. It is used when the

reservedl (4)

reserved2 (5)

reserved3 (6)

ethPort (7) commPort (8) int-clock (9)
ext-clock (10) datal (11) data2 (12)
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)
datal2 (22) datal3 (23) datal4 (24)
datal5 (25) datal6 (26) datal?7 (27)

datal8 (28)

datal9 (29

data20 (30)

data21 (31)

data22 (32

data23 (33)

data28 (38

data29 (39)

(

(
data24 (34)
data27 (37)

(40)

data30 (40

(29)
(32)
data25 (35)
(38)
(41)

data31 (41

(

(
data26 (36)

(

(

data32 (42)

noPort (43)

primary source is not
available. Read-write.

G4
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Table G-1 Unit Configuration Group (5 of 34)
MIB Object Syntax Description TUI
dicUnitExtClockRate An integer between 56 and 2,048, inclusive. Signal arriving at the BNC |4
connector. Value is in KHz
(n*56 or n*64 or 155).
Read-write.
dicUnitFuliBandwidthLoopCode LoopCodeType= Determines the loop codes [9A
standard 1 |we transmit for the Full
alternate 2 |Bandwidth Loop Up Remote
v54 3 |and Loop Down Remote
reservedl 4 |tests. Also determines the
reserved2 5 |code we respond to when it
reserved3 6 |is received on the NET port.
disable 7 |Read-write.
dicUnitFractionalLloopCode LoopCodeType= The loop code transmitted |9A
standard 1 [for the Fractional Loop Up
alternate 2 |Remote and Loop Down
v54 3 |Remote tests. Also identifies
reservedl 4 |the code we respond to
reserved2 5 |when it is received on
reserved3 6 |fractional bandwidth. Read-
disable 7 |write.

dicUnitTestLength Valid values are: Time interval that determines (9B

unlimited 0 |when test should be

1 minute 1 |automatically terminated.

15 minutes 15 |Read-write.

60 minutes 60

dicUnitUserPatternl DisplaysString (Size: O through 24) Sequence of zeros and ones |9A

that represent the first of two
user patterns. The first
character repesents the first
bit in the sequence. Read-
write.

dicUnitUserPattern2 DisplayString (Size: O through 24) Sequence of zeros and ones |[9A

that represent the second of
two user patterns. The first
character repesents the first
bit in the sequence. Read-
write.
dlcUnitBlockAllAlarms Boolean When TRUE, the unit will not [8A

True (1) send traps. Read-write.

False (2)
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Table G-1 Unit Configuration Group (6 of 34)

MIB Object Syntax Description TUI
dicDsx1TrapEnableTable dlcDsx1TrapPortld Portld |An entry in the Dsx1 Trap [8A
dlcDsx1BpvThreshold Trap Integer |Enable table. Not
dlcDsx1OofThresholdTrap Integer |accessable.
dlcDsx1CrcThresholdTrap Integer
dicDsx1LossOfSignalTrapEnable Boolean
dlcDsx1LossOfSyncTrapEnable Boolean
dicDsx1ReceiveAlStrapEnable Boolean
dicDsx1ReceiveYellowAlarmTrapEnable  Boolean
dicDsx1ReceiveRemoteAlarmTrapEnable  Boolean
dicPSfailureTrapEnable Boolean
dlcDsx1CntlCrdMissingTrapEnable Boolean
dlcDsx1FdILinkTrapEnable Boolean
dlcDsx1IbCrcThresholdTrap Integer
dicDsx1InbandLinkTrapEnable Boolean
dicDsx1TrapPortld Portld= Identifies port. Read-only. 0B
mainNet (1) aux (2) otherNet (3)

reservedl (4)

reserved2 (5)

reserved3 (6)

ethPort (7) commPort (8) int-clock (9)
ext-clock (10)  datal (11) data2 (12)

data3 (13) data4 (14) data5 (15)

data6 (16) data7 (17) data8 (18)

data9 (19) datal0 (20) datall (21)
datal2 (22) datal3 (23) datal4 (24)
datal5 (25) datal6 (26) datal7 (27)
datal8 (28) datal9 (29) data20 (30)
data21 (31) data22 (32) data23 (33)
data24 (34) data25 (35) data26 (36)
data27 (37) data28 (38) data29 (39)
data30 (40) data31 (41) data32 (42)

noPort (43)
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Table G-1 Unit Configuration Group (7 of 34)

MIB Object Syntax Description TUI

dicDsx1BpvThresholdTrap Integer between O and 99, inclusive. Bipolar violation error rate. |8A

The unit sends a trap to the
SNMP manager. The
threshold is of the form M x
10 ™ -E where M is a
mantissa and E the
exponent. Both are single
digit values. M and E are
represented in this value as
one number: (M) x 10 + (E)

For example, the threshold
7x107-3 BPVs/minute is
encoded as the integer 73.
A value of O disables the
trap altogether.

Valid values for
dlcDsx1BpvThresholdTrap
are: 13-17, 23-28, 33-38,
43-48, 53-58, 63-68, 74-
78, 84-88, 94-98.

dicDsx1OofThresholdTrap Integer between O and 99, inclusive. Out of Frame Error Rate 8A
threshold as OOF errors per
minute. A value of O
disables the trap. Read-
write.
Valid values: 12-15, 22-25,
32-36, 42-46, 5256, 62-
66, 72-76, 83-86, 93-96.
dicDsx1CrcThresholdTrap Integer between O and 99, inclusive. CRC-6 Error Rate threshold |8A
in units of CRC errors per
minute. Read-write.
dicDsx1LossOfSignalTrapEnable Boolean Enables or disables a trap [8A
True (1) upon loss of network signal
False (2) (LOS) on a Dsx1 port. Read-
write.
dicDsx1LossOfSyncTrapEnable Boolean Enables or disables a trap [8A
True (1) upon loss of network
False (2) framing (LOF) on a Dsx1
port.
dicDsx1ReceiveAlStrapEnable Boolean Enables or disables a trap [8A
True (1) upon detection of AIS (Blue
False (2) Alarm Signal) on a Dsx1
port. Read-write.
MIB Parameters G-7
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Table G-1 Unit Configuration Group (8 of 34)

MIB Object Syntax Description TUI
dicDsx1ReceiveYellowAlarmTrapEnable |Boolean Enables or disables a trap |[8A
True (1) upon detection of Yellow
False (2) Alarm Signal on a Dsx1
port. Read-write.
dicDsx1ReceiveRemoteAlarmTrapEnable |Boolean Enables or disables a trap |8A
True (1) upon detection of Remote
False (2) Alarm Indicator on an E1
Dsx| port. Read-write.
dlcDsx1PSfailureTrapEnable Boolean Enables or disables a trap [8A
True (1) upon a power supply
False (2) failure. Read-write. Shelf
only.
dicDsx1CntlCrdMissingTrapEnable Boolean Enables or disables a trap [8A
True (1) upon detection of a missing
False (2) controller card. Read-write.
Shelf only.
dicDsx1FdILinkTrapEnable Boolean Enables or disables a trap |8C
True (1) upon detection that the
False (2) remote unit is not
responding to DLC FDL
messages. Read-write.
dlcDsx1IbCrcThresholdTrap An integer between 0 and 99, inclusive. The In-band CRC Error Rate |8C
threshold in units of CRC
errors per minute. The value
is encoded the same as
dlcDsx1BpvThresholdTrap. A
value of O disables the trap
altogether.
dicDsx1InbandLinkTrapEnable Boolean Enables or disables a trap |8C
True (1) upon detection of the in-
False (2) band link. Read-write.

dicUnitDataDteLossTrapEnableTable

dicDatalossPortld
dicDatalossEnable

Portld
Boolean

An entry in the Data DTE
Loss Trap Enable table. Not
accessible.
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Table G-1 Unit Configuration Group (9 of 34)

MIB Object Syntax Description TUI

dicDatalossPortld Portld= Identifies this port. Read-

mainNet (1) aux (2) otherNet (3)  [oNly-

reservedl (4)

reserved2 (5)

reserved3 (6)

ethPort (7) commpPort (8) int-clock (9)
ext-clock (10) datal (11) data2 (12)
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)

datal2 (22)

datal3 (23)

datald (24)

datal5 (25)

datal6 (26)

datal7 (27)

datal8 (28)

datal9 (29)

data20 (30)

data21 (31)

data22 (32)

data23 (33)

data24 (34)

data25 (35)

data26 (36)

data27 (37)

data28 (38)

data29 (39)

data30 (40)

data31 (41)

data32 (42)

noPort (43)

dicDatalossEnable Boolean Enables or disables this trap. [8A
True (1) Read-write
False (2)
dicUnitExternalAlarminputTrapEnable Boolean Enables or disables a trap |8B
True (1) upon detection of an alarm
False (2) condition on the External
Alarm Input. Shelf only.
dicUnitExternal AlarminputContacts Integer When set to normallyOpen, (8B
normallyOpen 1 |an alarm is declared when
normallyClosed 2 |the contacts close. Shelf
only.
dicUnitExternalAlarminputMessage DisplayString size of O through 20, inclusive. Charter string describes 8B
what is going on when an
alarm on the External Alarm
Input is detected. Read-write.
Shelf only.
dicUnitExternalAlarmOutputContacts Integer When set to normallyOpen, (8B
normallyOpen 1 |the contacts close when an
normallyClosed 2 |enabled alarm occurs. Read-
write. Shelf only.
MIB Parameters G-9
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Table G-1 Unit Configuration Group (10 of 34)

MIB Object Syntax Description TUI
dicUnitExternalAlarmOutputTrapEnable |Boolean Enables or disables the 8B
True (1) external alarm output
False (2) contacts. Read-write. Shelf
only.
dicUnitDsx1ConfigTable dicDsx1ConfigPortld Portld |ldentifies port. Read-only. 4A
dlcDsx1Framing Integer
dicDsx1LineCode Integer
dicDsx1LineMatching Integer
dicDsx1DacsMode Boolean
dlcDsx1UseDIcFdIProtocol Boolean
dlcDsx1UseAnsiProtocol Boolean
dlcDsx1Bit7Stuffing Boolean
dlcDsx1InBandBit Integer

dicDsx1ConfigPortld

Portld=

mainNet (1) aux (2) otherNet (3)
reservedl (4)  reserved2 (5) reserved3 (6)
ethPort (7) commPort (8) int-clock (9)
ext-clock (10)  datal (11) data2 (12)
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)
datal2 (22) datal3 (23) datal4 (24)
datal5 (25) datal6 (26) datal7 (27)
datal8 (28) datal9 (29) data20 (30)
data21 (31) data22 (32) data23 (33)
data24 (34) data25 (35) data26 (36)
data27 (37) data28 (38) data29 (39)
data30 (40) data31 (41) data32 (42)

noPort (43)

Identifies this port. Valid
values: mainNet, aux,
otherNet

Read-only.
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Table G-1 Unit Configuration Group (11 of 34)

MIB Object Syntax Description TUI
dicDsx1Framing Integer Dsx1 framing type: 4
esfFraming 1
d4Framing 2 |For T1, it can be either D4
crc4Enabled 3 |or ESF
crc4Disabled 4
unstructured 5 |For E1 it can be
Unstructured. When in this
mode, the E1 line behaves
as if it is a 2048 Bps pipe
with no framing information.
Read-write.
dicDsx1LineCode Integer Dsx1 line code type AMI or |4
b8zsCode 1 |B8ZS.
amiCode 2
hdb3Code 3 |E1 lines are always HDB3.
Read-write
dicDsx1LineMatching Integer Dsx1 line build out or 4
buildOut0 1 |equalization:
buildOut7p5 2
buildOut15 3 |T1 NET port-LBO is Os -7.5,
lengthO 4 |or -15dB.
length133 5
length266 6 |T1 AUX port-EQ is 0 to 533
length399 7 |feet.
length533 8
ohms75 9 |All E1 ports—-impedance is
ohms120 10 (75 or 120 ohms.
Read-write.
dicDsx1DacsMode Boolean If DACS mode is in effect for [N/A
True (1) this port, the value is True.
False (2) Read-write.
dicDsx1UseDIcFdIProtocol Boolean If DLC FDL protocol is 4
True (1) enabled, the value is True.
False (2) Read-write.
dicDsx1UseAnsiProtocol Boolean If ANSI Dsx1.403 is 4
True (1) enabled over the FDL, then
False (2) this value is True. Read-
write.
dlcDsx1Bit7Stuffing Boolean If bit 7 stuffing is enabled |4
True (1) for a T1 AUX port to enable
False (2) pulse desnity protection, this
value is True. Read-write.
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Table G-1 Unit Configuration Group (12 of 34)

MIB Object

Syntax

Description

TUI

dicDsx1InBandBit

An integer between 1 and 8, inclusive.

Identifies which bit in
timeslot 1 of an E1 link is
being used to pass message
traffic. Read-write.

dicDataDteConfigTable dicDataConfigPortld Portld |Entry in the data DTE 5
dicDataConfigEncoding Integer |configuration table. Not
dicDataConfigLoss Integer |accessible.
dicDataConfigMode Integer
dicDataConfigFormat Integer
dicDataConfigTransmitTiming Integer

dicDataConfigPortld PortlD= Identifies the port. Read 5

mainNet (1)  aux (2) otherNet (3)  [ONly-
reservedl (4)  reserved2 (5) reserved3 (6)
ethPort (7) commPort (8) int-clock (9)
ext-clock (10) datal (11) data2 (12)
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)
datal2 (22) datal3 (23) datal4 (24)
datal5 (25) datal6 (26) datal?7 (27)
datal8 (28) datal9 (29) data20 (30)
data21 (31) data22 (32) data23 (33)
data24 (34) data25 (35) data26 (36)
data27 (37) data28 (38) data29 (39)
data30 (40) data31 (41) data32 (42)
noPort (43)

dicDataConfigEncoding Integer Data DTE encoding type. 5
normal 1 |Read-write.
hdlc 2
deferred 3
forced 4

dicDataConfigLoss Integer Criterion to declare a loss of |5
never 1 |data DTE. Read-write.
rtsLoss 2
dtrLoss 3
dataDependentLoss 4
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Table G-1 Unit Configuration Group (13 of 34)
MIB Object Syntax Description TUI
dicDataConfigMode Integer In dteMode, the unit is the |5
dteMode 1 |DTE and the external
dceMode 2 |equipment is the DCE. Read-
write.
dicDataConfigFormat Integer Select between V.35 or RS- |5
v35 1 |449 mode. Read-write.
rs449 2
dicDataConfigTransmitTiming Integer The Data DTE transmit timing |5
scte 1 |source. Read-write.
sct 2
sctinverted 3
dicMuxConfigTable dlcMuxConfigBusld Integer |Entry in the timeslot map.
dlcMuxConfigSlotNumber Integer
dlcMuxConfigPortld Portld
dicMuxConfigBusld Integer Identifies which muxBus the
primary 1 |timeslot is on.
secondary 2
dicMuxConfigSlotNumber An integer between 1 and 31, inclusive. Identifies the timeslot. Read- |6
only.
dicMuxConfigPortld Portld= Identifies the port that
mainNet (1) aux (2) otherNet (3) |receives data from the

indicated muxBus during this
reservedl (4) reserved2 (5) reserved3 (6) |timeslot. Read-write.

ethPort (7) commPort (8) int-clock (9)
ext-clock (10) datal (11) data2 (12)
data3 (13) data4d (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)
datal2 (22) datal3 (23) datal4 (24)
datal5 (25) datal6 (26) datal?7 (27)
datal8 (28) datal9 (29) data20 (30)

data2l (31) data22 (32)  data23 (33)

data24 (34) data25 (35) data26 (36)

data27 (37) data28 (38) data29 (39)

data30 (40) data31 (41) data32 (42)

noPort (43)
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Table G-1 Unit Configuration Group (14 of 34)

MIB Object Syntax Description TUI
dlcSnmpUnitipAddr IpAddress IP address assigned to the |OA
unit. Read-write.
dlcSnmpUnitNetMask IpAddress Net mask that is being used. |N/A
Read-write.
dlcSnmpTrapAddrl IpAddress IP address of the 0B
management station where
traps are sent. Read-write.
dlcSnmpTrapAddr2 IpAddress IP address of the 0B
management station where
traps are sent. Read-write.
dlcSnmpTrapAddr3 IpAddress IP address of the oB
management station where
traps are sent. Read-write.
dicSnmpTrapDlcil Gauge First of three DLCls used 0B
when sending trap PDUs.
Read-write.
dlcSnmpTrapDlci2 Gauge Second of three DLCIs used |0B
when sending trap PDUs.
Read-write.
dlcSnmpTrapDlci3 Gauge Third of three DLCIs used 0B
when sending trap PDUs.
Read-write.
dicSnmpTrapDirectionl Integer First of three ports where 0B
commbDirection 1 |trap PDUs are sent. Read-
netDirection 2 |write.
dteDirection 3
fdIDirection 4
ethDirection 5
dlcSnmpTrapDirection2 Integer Second of three ports where |0B
commbDirection 1 |trap PDUs are sent. Read-
netDirection 2 |write.
dteDirection 3
fdIDirection 4
ethDirection 5
dlcSnmpTrapDirection3 Integer Third of three ports where |0B
commbDirection 1 |TRAP PDUs are sent. Read-
netDirection 2 |write.
dteDirection 3
fdIDirection 4
ethDirection 5
dlcSnmpTrapDirection Integer Specifies where unit sends |0B
commbDirection 1 |trap PDUs. Read-write.
ibcDirection 2
dlcSnmpEthernetlpAddr IpAddress IP address of the Ethernet  |0C

port. Read-write.
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Table G-1 Unit Configuration Group (15 of 34)
MIB Object Syntax Description TUI
dlcSnmpEthernetipMask IpAddress Subnet mask of the Ethernet |OC
port. Read-write.
dlcSnmpEthernetGatewayAddr IpAddress Gateway address of the oC
Ethernet port. Read-write.
dlcSnmpEthernetMacAddr MacAddress MAC address of the Ethernet |0OC
port. Read only.
dlcUnitTimeYear Date integer which falls between 1992 and 2037, |Unit’s notation of current All
inclusive. year. Read-write.
dlcUnitTimeMonth Integer that maps to the month. 1 through 12 Unit’s notation of current All
inclusive. month. Read-write.
dicUnitTimeDay Date integer which falls between 1 and 31, Unit’s notation of the current |All
inclusive. day. Read-write.
dlcUnitTimeHour Time integer which falls between 0 and 23, Unit’s notation of the current |All
inclusive. hour. Read-write.
dlcUnitTimeMinute Time integer which falls between 0 and 59, Unit’s notation of the current |All
inclusive. minute. Read-write.
dlcUnitTimeSecond Time integer which falls between 0 and 59, Unit’s notation of the current |All
inclusive. second.
dicUnitSerialNum DisplaysString (Size: O through 20) ID that uniquely and 4
globally identifies the unit. A
serial number must consist of
printable ASCII characters
0x20..0x7E. Read-only.
dlcModemPhoneNum1 DisplayString (Size: O through 20) First phone number to try  |8C
when the unit needs to set
up a modem connection.
Read-write.
dicModemPhoneNum2 Displaystring (Size: O through 20) Second phone number to try |8C
when the unit needs to set
up a modem connection.
Read-write.
dicModeminitString1 DisplayString (Size: 1 through 20) First group of commands 8E
used to initialize the modem.
Read-write.
dicModeminitString2 DisplayString (Size: 1 through 60) Second group of commands |8E
used to initialize the modem.
Read-write.
dicUnitinbandMode Integer Type of traffic expected on |0A
nolnband 1 (the link for in-band
frameRelay 2 |management and IPM.
ciscoHDLC 3 |Read-only.
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Table G-1 Unit Configuration Group (16 of 34)

MIB Object Syntax Description TUI
dicUnitCurrentStatus UnitStatusltem= Displays unit status. Read- |1
normal 1 |only.
noClock 2
testinProgress 4
sendKeepAlive 8
sendYellowAlarm 16
reservedl 32
reserved2 64
reserved3 128
reserved4 256
reserved5 512
dicUnitErrorFreeSeconds Gauge Percent of error free seconds |1
over the last 24 hours. Read-
only.
dlcUnitLastSelfTestResult Integer between O and 123, inclusive. A bitmap, [Result of the last self test. A [9A

dicPortStatusTable

the sum of :

Selftest passed

ROM checksum failure
RAM test failure
EEPROM CRC failure
DTE test failure

Pattern loss during test
FLASH checksum failure
reserved

reserved

reserved

reserved

dicPortStatusld

dlcPortStatus
dicPortStatusNetRxBwUtilization
dicPortStatusNetTxBwUtilization

Portld
PortStatusltem
Gauge
Gauge

result of O means that no
errors occurred.
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Table G-1 Unit Configuration Group (17 of 34)
MIB Object Syntax Description TUI
dicPortStatusld Portld= Identifies which port (NET,
mainNet (1) aux (2) otherNet (3) |AUX, Data, DTE, et(.:.). the
status entry is describing.
reservedl (4) reserved2 (5)  reserved3 (6) |Read-only.
ethPort (7) commpPort (8) int-clock (9)
ext-clock (10) datal (11) data2 (12)
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)
datal2 (22) datal3 (23) datald (24)
datal5 (25) datal6 (26) datal7 (27)
datal8 (28) datal9 (29) data20 (30)
data21 (31) data22 (32) data23 (33)
data24 (34) data25 (35) data26 (36)
data27 (37) data28 (38) data29 (39)
data30 (40) data31 (41) data32 (42)
noPort (43)
dicPortStatus PortStatusltem= Actual status value for the |1
normal 1 |port. Read-only
lossOfSignal 2
lossOfSync 3
yellowAlarmDetected 4
blueAlarmDetected 5
setCodeReceived 6
resetCodeReceived 7
excessiveErrorRate 8
localTest 9
eBitReceived 10
reservedl 11
reserved2 12
reserved3 13
reserved4 14
dicPortStatusNetRxBwUtilization Gauge Percent of net receive 1
bandwidth utilization over
the last 60 seconds. The
number is multiplied by 10
and converted to an integer.
For example, 94.2 is
encoded as 942.
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Table G-1 Unit Configuration Group (18 of 34)
MIB Object Syntax Description TUI

dicPortStatusNetTxBwUtilization Gauge Percent of net receive 1
bandwidth utilization over
the last 60 seconds. The
number is multiplied by 10
and converted to an integer.
For example, 94.2% is
encoded as 942.

dicAlarmTable dicAlarmPort Entry in the alarm table.
dicAlarmType Not-accessible.
dicAlarmPort Portld= Identifies which port (NET,
mainNet (1)  aux (2) otherNet (3) |AUX, Data DTE, etc.) this

alarm relates to. Read-only.

reservedl (4)  reserved2 (5) reserved3 (6)

ethPort (7) commPort (8) int-clock (9)
ext-clock (10) datal (11) data2 (12)
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)

datal2 (22)  datal3 (23) datal4 (24)

datal5 (25) datal6 (26) datal?7 (27)

datal8 (28) datal9 (29) data20 (30)

data21 (31) data22 (32) data23 (33)

data24 (34) data25 (35) data26 (36)

data27 (37)  data28 (38)  data29 (39)

data30 (40) data31 (41) data32 (42)

noPort (43)
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Table G-1 Unit Configuration Group (19 of 34)
MIB Object Syntax Description TUI
dicAlarmType AlarmType= Alarm outstanding against
lostSignal 1 |this port. Read-only.
lostSync 2
detectedYellow 3
detectedAlS 4
detectedExternalAlarm 5
exceededBpvThreshold 6
exceededOofThreshold 7
exceededCrcThreshold 8
remoteAlarmBitSet 9
detectedPSfailure 10
detectedCntlCardMissing 11
lostDIcFdILink 12
exceededIbCrcThreshold 13
lostDIcinbandLink 14
ImiSpoofing 15
dicUnitErrorSecondsRatio Gauge Percent of error seconds 1
over the last 24 hours. This
number is multiplied by 10
and converted to an integer.
For example, 94.2% is
encoded as 942. Read-only.
dicUnitSeverelyErroredSecondsRatio Gauge Percent of severely errored |1
seconds over the last 24
hours. The number is
multiplied by 10 and
converted to an integer. For
example, 94.2% is encoded
as 942.
dicUnitBackgroundBlockErrorRatio Gauge Percent of background block |1
errors over the last 24
hours.

DicUserArchiveValidTable dicValidPortld Portld |An entry in the user archive

dicValidintervals Integer |valid-intervals table.

MIB Parameters
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MIB Object

Table G-1 Unit Configuration Group (20 of 34)

Syntax

Description

TUI

dicValidPortld

Portld=
mainNet (1) aux (2)

otherNet (3)

reservedl (4)  reserved2 (5)

reserved3 (6)

ethPort (7) commpPort (8) int-clock (9)
ext-clock (10) datal (11) data2 (12)
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)

datal2 (22) datal3 (23)

datald (24)

datal5 (25) datal6 (26)

datal7 (27)

datal8 (28) datal9 (29)

data20 (30)

data21 (31) data22 (32)

data23 (33)

data24 (34) data25 (35)

data26 (36)

data27 (37) data28 (38)

data29 (39)

data30 (40) data31 (41)

data32 (42)

noPort (43)

Port (NET or otherNet) being
described. Read-only.

dicValidintervals

dicUserlLifetimeTable

1 through 96, inclusive.

dicLifetimePortld
dicLifetimeES
dicLifetimeUAS
dicLifetimeCrcErrors
dicLifetimeBpvErrors
dicLifetimeOofErrors
dicLifetimelbCrcErrors

Portld
Gauge
Gauge
Gauge
Gauge
Gauge
Gauge

Number of valid intervals in
the user’s error register
database for this port.

A zero clears the entire
archive for this port.

3AB
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Table G-1 Unit Configuration Group (21 of 34)

MIB Object Syntax Description TUI

dicLifetimePortld Portld= Identifies the port as NET or

mainNet (1) aux (2) otherNet (3) |otherNet. Read-only.

reservedl (4)

reserved2 (5)

reserved3 (6)

ethPort (7) commpPort (8) int-clock (9)
ext-clock (10) datal (11) data2 (12)
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)

datal2 (22)

datal3 (23)

datald (24)

datal5 (25)

datal6 (26)

datal7 (27)

datal8 (28)

datal9 (29)

data20 (30)

data21 (31)

data22 (32)

data23 (33)

data24 (34)

data25 (35)

data26 (36)

data27 (37)

data28 (38)

data29 (39)

data30 (40)

data31 (41)

data32 (42)

noPort (43)

dicLifetimeES

Gauge

Cumulative count of Errored
Seconds (ES) detected on
this network port. Read-
write.

N/A

dicLifetimeUAS

Gauge

Cumulative count of
Unavailable Seconds (UAS)
detected on this network
port. Read-write.

N/A

dicLifetimeCrcErrors

Gauge

Cumulative count of the CRC
errors detected on this
network port. Read-write.

3BA

dicLifetimeBpvErrors

Gauge

Cumulative count of the
Code Violation errors (BPVs)
detected on this network
port. Read-write.

3BA

MIB Parameters
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Table G-1 Unit Configuration Group (22 of 34)

MIB Object

Syntax

Description

TUI

dicLifetimeOofErrors

Gauge

Cumulative count of Out-Of-
Frame (OOF) errors on ESF
T1 ports.

For D4 T1 ports, this
represents the cumulative
number of Framing Errors
(FEs).

Available only on the
network port. Read-write.

3BA

dicLifetimelbCrcErrors

Gauge

Cumulative count of FCS
errors detected on this
network port. Read-write.

reservedl (4)  reserved2 (5) reserved3 (6)

ethPort (7) commPort (8) int-clock (9)
ext-clock (10) datal (11) data2 (12)
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)

datal2 (22)  datal3 (23) datal4 (24)

datal5 (25) datal6 (26) datal?7 (27)

datal8 (28) datal9 (29) data20 (30)

data21 (31) data22 (32) data23 (33)

data24 (34) data25 (35) data26 (36)

data27 (37)  data28 (38)  data29 (39)

data30 (40) data31 (41) data32 (42)

noPort (43)

dicUserCurrentTable dicCurrentPortld Portld
dicCurrentES Counter
dlcCurrentUAS Counter
dicCurrentCrcErrors Counter
dlcCurrentBpvErrors Counter
dlcCurrentOofErrors Counter
dicCurrentTimeElapsed Integer
dicCurrentIbCrcErrors Counter
dlcCurrentPortld Portld= Identifies which port, NET or
mainNet (1) aux (2) otherNet (3) |otherNet, this entry relates

to. Read-only.
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Table G-1 Unit Configuration Group (23 of 34)
MIB Object Syntax Description TUI
dicCurrentES Counter Errored Seconds (ES) in the |3BA
interval. Read-only 1
dicCurrentUAS Counter Unavailable Seconds (UAS) |3BA
in the interval. Read-only. 1
dicCurrentCrcErrors Counter CRC errors in the interval. |3BA
Read-only. 1
dicCurrentBpvErrors Counter Code Violation (BPV) errors |3BA
in the interval. Read-only. 1
dicCurrentOofErrors Counter OOF or Framing Errors (FE) [3BA
in the interval. 1
dicCurrentTimeElapsed Interger between O and 899 inclusive. Number of seconds since |1
the beginning of the current
error-measurement period.
Available only for the
network port. Read-only.
dicCurrentlbCrcErrors Counter FCS errors in the interval. |1

dicUserArchiveTable

dicArchivePortld
dicArchivelnterval
dicArchiveES

dicArchiveUAS
dicArchiveCrcErrors
dicArchiveBpvErrors
dicArchiveOofErrors
dicArchivelbCrcErrors
dicArchiveNetRxBwUTtilization
dicArchiveNetRxPackets
dicArchiveNetTxBwUetilization
dicArchiveNetTxPackets

Portld
Integer
Counter
Counter
Counter
Counter
Counter
Counter
Gauge
Counter
Gauge
Counter

MIB Parameters
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Table G-1 Unit Configuration Group (24 of 34)

MIB Object Syntax Description TUI
dicArchivePortld Portld= Identifies which port, NET or
mainNet (1) aux (2) otherNet (3) otherNet, this entry relates
to. Read-only.
reservedl (4)  reserved2 (5) reserved3 (6)
ethPort (7) commpPort (8) int-clock (9)
ext-clock (10) datal (11) data2 (12)
data3 (13) data4 (14) data5 (15)
data6 (16) data7 (17) data8 (18)
data9 (19) datal0 (20) datall (21)
datal2 (22) datal3 (23) datald (24)
datal5 (25) datal6 (26) datal7 (27)
datal8 (28) datal9 (29) data20 (30)
data21 (31) data22 (32) data23 (33)
data24 (34) data25 (35) data26 (36)
data27 (37) data28 (38) data29 (39)
data30 (40) data31 (41) data32 (42)
noPort (43)
dicArchivelnterval Integer between 1 and 96, inclusive. Indentifies the interval that
the secondaryArchiveEntry
describes. A value of 1
indicates the most recent
interval.
dicArchiveES Counter Errored Seconds (ES) in the |3BC
interval.
dicArchiveUAS Counter Unavailable Seconds (UAS) |3BC
in the interval. Read-only.
dicArchiveCrcErrors Counter CRC errors in the interval. |3BC
Read-only.
dicArchiveBpvErrors Counter Code Violations (BPVs) in  |3BC
the interval. Read-only.
dicArchiveOofErrors Counter OOF or Framing errors in  |3BC
the interval. Read-only.
dicArchivelbCrcErrors Counter FCS errors in the interval. |3BC
Read-only.
dicArchiveNetRxBwUrtilization Gauge Net Rx Bandwidth 3CB

Utilization in the interval.
Read-only.

G-24

Solo Select E1 DSU User’s Guide—February 2000




I
GC=
I
Table G-1 Unit Configuration Group (25 of 34)
MIB Object Syntax Description TUI
dicArchiveNetRxPackets Counter Net Rx Packets in the 3CB
interval. Read-only.
dicArchiveNetTxBwUltilization Gauge Net Tx Bandwidth Utilization |3CB
in the interval. Read-only.
dicArchiveNetTxPackets Counter Net Tx Packets in the 3CB
interval. Read-only.
dicUnitTestTable dlcUnitTestPortld Portld
dicUnitTestType TestType
dlcUnitTestPatternStatus Integer
dlcUnitTestPatternErrors Gauge
dlcUnitTestSentPackets Gauge
dicUnitTestReceivedPackets Gauge
dlcUnitTestErroredPackets Gauge
dicUnitTestMissingPackets Gauge
dlcUnitTestAverageRoundTrip Gauge
dicUnitTestMaximumRoundTrip Gauge
dicUnitTestPortld Portld= Port that a test might be
mainNet (1) aux (2) otherNet (3) |unning on. By convention,
self-test and all full
reservedl (4) reserved2 (5) reserved3 (6) |bandwidth tests (loopback,
- patterns, etc.) are assigned
ethPort (7) commPort (8) int-clock (9) to the netPort.
ext-clock (10)  datal (11) data2 (12)
E1 units in unstructured
data3 (13) data4 (14) data5 (15) mode can only perform full-
loopback tests.
data6 (16 data7 (17 data8 (18
atas (16) aar (17) atag (18) Read-only.
data9 (19) datal0 (20) datall (21)
datal2 (22) datal3 (23) datald (24)
datal5 (25) datal6 (26) datal7 (27)
datal8 (28) datal9 (29) data20 (30)
data21 (31) data22 (32) data23 (33)
data24 (34) data25 (35) data26 (36)
data27 (37) data28 (38) data29 (39)
data30 (40) data31 (41) data32 (42)
noPort (43)
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Table G-1 Unit Configuration Group (26 of 34)

MIB Object Syntax Description TUI
dicUnitTestType TestType= Identifies test running on the [9A
noTest 1 |port. The following tests, in
selfTest 2 |the matrix below, are
netLoopback 3 |equivalent and represent the
payloadLoopback 4 |test names used with SNMP,
dteLoopback 5 |on the terminal user’s
loopUpRemote 6 |interface (TUI), and from the
loopDownRemote 7 |front panel.
sendQrwPattern 8
sendlin8Pattern 9 -
sendlin1Pattern 10 SNMP TeranJ:naI Ff;%';tl
sendlin3Pattern 11
sendlin5SPattern 12 1in8 1:7 1:7
send2in3Pattern 14 -
send4in5Pattern 15 3in24 3:24 3.24
send3in24Pattern 16 1in1 1:1 1:1
sendAllOnePattern 17
sendAllZeroPattern 18 AllOne Al 1 1s
sendUser1Pattern 19 AllZero Al O Os
sendUser2Pattern 20
sendSmartJackSet 21 lin3 1:2 1:2
sendSmartlackReset 22 -
sendAPatternError 23 lin5 14 14
dteNetLoopback24 24
reservedl 25
reserved2 26
reserved3 27
reserved4 28
reserved5 29
reserved6 30
lampTest 31
dicUnitTestPatternStatus Integer The current state of the 9A
search 1 |Pattern Test module. Read-
locked 2 |only.
overflow 3
off 4
lockedAfterLoss 5
dicUntiTestPatternErrors Gauge Cumulative count of errors |9A
detected by the Pattern
Generator/Detector. Can be
read and written to zero.
Read-write.
dicLinkTestSentPackets Gauge Number of packets sent for (9B
the currently running link-
based test. Read-only.
dicLinkTestReceivedPackets Gauge Number of ‘good’ packets |9B

received for the currently
running link-based test.
Read-only.
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Table G-1 Unit Configuration Group (27 of 34)
MIB Object Syntax Description TUI
dicLinkTestErroredPackets Gauge Number of “errored” 9B
packets received for the
currently running link-based
test. Read-only.
dlcLinkTestMissingPackets Gauge Number of missing packets |9B
for the currently running link-
based test. Read-only.
dicLinkTestAverageRoundTrip Gauge Average round trip time in  |9B
milliseconds for the currently
running link-based test.
Read-only.
dlcLinkTestMaximumRoundTrip Gauge Maximum round trip time in [N/A
milliseconds for the currently
running link based test.
Read-only.
dlcUnitDialOutTimelnterval An integer between 0 and 255, inclusive. Dialout time interval. 8C
dicAlarmSignal FramedUnframed= Framed/unframed AUX 4
framed 1 |alarm signal option. Read-
unframed 2 |write.
dicUnitldleCode An integer between O and 255, inclusive. Idle code that is sent on 4
unassigned time slots. Read-
write.
dicRemoteCommunicationsMode RemoteCommunicationsMode= Framed/unframed AUX 4
none 1 |alarm signal option. Read-
digital-link 2 |write.
att-TR54016 3
ansi-T11-403 4
dlcLinkTestState Integer Status configuration of link- |9B
disabled 1 |based test. Use disable (1)
enabled 2 |or enable (2) to stop or start
running 3 |a test. Running (3) and idle
idle 4 |(4) are returned values.
dicLinkTestAddress IpAddress Address for the next link- 9B
based test to run. Read-
write.
dlcLinkTestDlci An integer between O and 1,203, inclusive. The Frame Relay DLCI for |9B
the next link-based test to
run. This value is used when
the unit is in
frameRelaylnbandMode
only, and if the next link-
based test is not down on
the commPort. Read-write.
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Table G-1 Unit Configuration Group (28 of 34)

MIB Object Syntax Description TUI
dicLinkTestPort Integer Port to run the next link- 9B
comm 1 |based test on. Read-write.
net 2
dte 3
eth 4
dlicLinkTestLength Integer Time length of the next test (9B
to run measured in minutes.
Read-write.
dlcLinkTestInterval Integer. Repetition interval (in 9B
seconds) between packets
for the next link-based test.
Read-write.
dicLinkTestPacketSize An integer between 1 and 3,600, inclusive. Repetition interval in 9B
seconds between packets for
the next link-based test.
Read-write.
dlcLinkTestPattern Integer Test pattern for the next link- |9B
ping511 1 |based test. Read-write.
ping2047 2
ping1-0 3
ping-all-1 4
ping-all-0 5
dicUnitinbandConfig Boolean When True, in-band OA
True (1) management is enabled.
False (2) Read-only.
dicUnitinbandTrafficType Integer Type of traffic expected on |0A
frameRelay 1 |the link for in-band
ciscoHdlc 2 |management and IPM.
Read-only.
dicUnitPerformanceMonitoring Boolean When True, integrated OA
True (1) performance monitoring is
False (2) enabled. Read-write.
dlcUnitPvcAutoDiscovery Boolean When True, automatic N/A
True (1) discovery of DLCIs is
False (2) enabled. Read-write.
dicDelayMonitorConfigTable dicDelayMonitorConfigindex Integer |Entry in the 9C
dicDelayMonitorState Integer |dicDelayMonitorConfigEntry.
dicDelayMonitorTargetAddress IpAddress
dicDelayMonitorDIci Integer
dicDelayMonitorPort Integer
dicDelayMonitorinterval Integer
dicDelayMonitorPacketSize Integer
dicDelayMonitorPattern Integer
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Table G-1 Unit Configuration Group (29 of 34)
MIB Object Syntax Description TUI
dicDelayMonitorConfigindex An integer between 1 and 4, inclusive. Identifies the delay monitor [9C
test in the configuration
table. Read-only.
dicDelayMonitorState disabled 1 |Specifies the status 9C
enabled 2 |configuration of the delay
running 3 |monitor. Value can be set to
idle 4 |disable (1) or enable (2).
Values running (3) and idle
(4) represent status of the
test. Read-write.
dicDelayMonitorTargetAddress IpAddress IP address for the next delay |9C
monitor to run. Read-write.
dicDelayMonitorDlIci An integer between O and 1,023 inclusive. Frame Relay DLCI for the 9C
next delay monitor to run.
This value is used when the
unit is in FrameRelay mode.
Read-write.
dicDelayMonitorPort comm 1 [The port to run the next 9C
net 2 |delay monitor. Read-write.
dte 3
eth 4
dicDelayMonitorinterval An integer between 1 and 3,600, inclusive. The repitition interval in oC
seconds between packets for
the next delay monitor to
run. Read-write.
dicDelayMonitorPacketSize An integer between O and 1,500, inclusive. Packet size for the next 9C
delay monitor. Read-write.
dicDelayMonitorPattern ping511 1 [Test pattern for the next 9C
ping2047 2 |delay monitor. Read-write.
ping1-0 3
ping-all-1 4
ping-all-0 5
dicDelayMonitorStatusEntry dicDelayMonitorStatusindex Integer 3M
dicDelayMonitorSentPackets Gauge
dicDelayMonitorSentPackets Gauge
dicDelayMonitorReceivedPackets Gauge
dicDelayMonitorErroredPackets Gauge
dicDelayMonitorMissingPackets Gauge
dicDelayMonitorAverageRoundTrip Gauge
dicDelayMonitorMaximumRoundTrip Gauge
dicDelayMonitorStatusindex An integer between 1 and 4, inclusive. Identifies which Delay 3M
Monitor test in the
configuration table. Read-
write.
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Table G-1 Unit Configuration Group (30 of 34)

MIB Object Syntax Description TUI
dicDelayMonitorSentPackets Gauge Sent packets for the currently |3M
running delay monitor test.
Read-only.
dicDelayMonitorReceivedPackets Gauge Number of good received |N/A
packets for the currently
running delay monitor test.
Read-only.
dicDelayMonitorErroredPackets Gauge Number of errored received |3M
packets for the currently
running delay monitor test.
Read-only.
dicDelayMonitorMissingPackets Gauge Number of missing packets |3M
for the currently running
delay monitor test. Read-
only.
dicDelayMonitorMaximumRoundTrip Gauge Maximum round trip time in (3M
milliseconds for the currently
running delay monitor test.
Read-only.
dicDelayMonitorAverageRoundTrip Gauge Average round trip time in  |3M
milliseconds for the currently
running delay monitor test.
Read-only.
dicDLCltableTable dicDLCInumber Integer OE
dIcDTECIR Integer
dIcNETCIR Integer
dicDLClstatus Integer
dicDLCInumber An integer between 1 and 1,023, inclusive. The DLCI number. Read-only.|0E
dicDTECIR Integer The DLCI’'s DTE Committed |OE
Information Rate (CIR). Read-
only.
dicNETCIR Integer The DLCI's NET Committed |OE
Information Rate (CIR). Read-
only.
dicDLClstatus enabled 1 |Represents the status of the |OE
disabled 2 |entry. When read, it returns
active 3 |the status of the row. This
inactive 4 lentry is also used to add or

delete an entry. Setting to
enabled (1) will add a new
entry while setting to
disabled (2) will delete the
entry. Read-write.
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Table G-1 Unit Configuration Group (31 of 34)
MIB Object Syntax Description TUI
dicUtilTable dicUtiIDLCINumber Integer
dicUtilEncodedValue Octet string
dicUtilTimestamp Counter
dlcUtilLessThan20 Counter
dlcUtil20-40 Counter
dlcUtil40-60 Counter
dlcUtil60-80 Counter
dlcUtil80-100 Counter
dicUtilMoreThan100 Counter

dicUtiIDLCINumber

Integer

The DLCI number of the
untilization statistics of this
entry/row. Read-only.

dicUtilEncodedValue

Octet string

Value of the complete table
row. The goal is to increase
the efficiency of retrieving
the table. Each object value
in this table (counters) is
represented by 4 bytes of
data. Read-only.

dlcUtilTimestamp

Counter

Identifies timestamp when
this entry was last updated.
Read-only.

dicUtilLessThan20

Counter

Number of times utilization
is less than 20% of
Committed Information Rate
(CIR). Read-only.

dicUtil20-40

Counter

Number of times utilization
is between 20% and 40% of
Committed Information Rate
(CIR). Read-only.

dicUtil40-60

Counter

Number of times utilization
is beetween 40% and 60%
of Committed Information
Rate (CIR). Read-only.

dlcUtil60-80

Counter

Number of times utilization
is between 60% and 80% of
Committed Information Rate
(CIR). Read-only.

dicUtil80-100

Counter

Number of times utilization
is between 80% and 100%
of Committed Information
Rate (CIR). Read-only.

dicUtiiMoreThan100

Counter

Number of times utilization
is more than 100% of
Committed Information Rate
(CIR). Read-only.

MIB Parameters
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Table G-1 Unit Configuration Group (32 of 34)

MIB Object

Syntax

Description

TUI

dicLMIEnable

enabled 1
disabled 2

Specifies whether to enable
or disable LMI. Read-write.

OF

dicMaintenanceDLCI

An integer between 16 and 991, inclusive.

Specifies the number of the
maintenance DLCI. This
number must not be the
same as the management
DLCI. The default is 990.
Read-write.

0G

dicManagementDLCI

An integer between 16 and 991, inclusive.

Specifies the number of the
management DLCI. This
number must not be the
same the maintenance DLCI.
The default is 989. Read-
write.

0G

diciManagementDLCIEnable

enabled 1
disabled 2

Specifies whether to enable
or disable the Management
DLCI. Read-write.

0G

dicSpoofingProtocolType

frf1-0 1
annex-d 2
annex-a 3

If spoofing is enabled, this
objet defines which LMI
message type to spoof. The
possible choices are: FRF
1.0, Annex A (ITU Q.933),
or Annex D (ANSI T1.617).
Read-write.

OF

dicDTESpoofingEnable

enabled 1
disabled 2

When enabled, LMI
spoofing to the DTE port is
done atutomatically. Read-
write.

0G

dicNetSpoofingEnable

enabled 1
disabled 2

When enabled, LMI
spoofing to the network port

is done automatically. Read-

write.

0G

dlcLinkintegrityVerificationPollingTimer

An integer between 5 and 30, in increments of 5.
The default is 10 (seconds).

Interval in seconds between
Link Integrity Verification
Messages. This is know as
T391 in the standards.
Read-write.

OF

dIcFullStatusPollingCounter

An integer between 1 and 255, inclusive. Default is
10.

Value corresponds to N391
in the ITU and ANSI
standards. It is the number
of polling cycles of the type
before the unit generates the

fll status request. Read-write.

OF
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Table G-1 Unit Configuration Group (33 of 34)

MIB Object

Syntax

Description

TUI

dicLMIErrorEvent

An integer between 1 and 10, inclusive.

Configures the parameter
which sets the number of
events can occur on the LMI
link in LMI Error Monitored
Events before reporting an
interface is down. This value
is used in the same manner
as the N393 parameter
(N2) in the standards. Read-
write.

dicLMIErroMonitorEvent

An integer between 1 and 10, inclusive.

Configures parameter which
sets the number of events
that are used with the LMI
Error Event to define the
error ratio that is used to
report when the LMI link is
down. Applies to the DTE
and Network ports. This
value is used in the same
manner as the N393
parameter (N3) in the
standards. Read-write.

OF

dicLMIErrorFreeEvent

An integer between 1 and 10, inclusive. Default is
1.

Configures the parameter
which sets the number of
error-free messages that must
be received in LMI Error
Free Monitored Events prior
to declaring an interface is
up. Applies to the DTE and
Network ports. For network
spoofing, this is the number
of error-free events that will
cause the DSU to believe the
network is back up and
running and to stop
spoofing. This is used in the
same manner as the N392
parameter (N2) in the
standards. Read-write.

dicLMIErrorFreeMonitorEvent

An integer between 1 and 10, inclusive.

Configures parameter which
sets the number of events
that are used with the LMI
Error Free Event to define
the error ratio that is used to
report that the LMI link is up.
Applies to the DTE and
Network ports. Used in the
same manner as the N393
parameter (N3) in the
standards. Read-write.

MIB Parameters
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Table G-1 Unit Configuration Group (34 of 34)

MIB Object Syntax Description TUI
dIcDTEResponseTimer An integer between 5 and 30. Increments of 5. Configures parameter which |OF
Default is 15. sets the number of seconds
between the sending of a
status enquiry message and
the receipt of a response.
Applies to the DTE port. This
value is similar in nature to
the T392 (T2) parameter in
the standards. Read-write.
dicLMIUnitLocation cpe 1 |Configures where the unit is |0G
co 2 |locates so that LMI spoofing
can be done properly. If cpe
(1) is selected, it means that
the unit is located on the
customer premise. If co (2) is
selected, it means the unit is
located in the central office.
Read-write.
dicSpoofingStatus normal 1 |Configures automatic LMl |0G
dte-spoofing 2 |spoofing to the router. If the
net-spoofing 3 |status is ‘true’, LMI spoofing
dte-and-net-spoofing 4 |will occur automatically,
whereas a value of ‘false’
means that LMI spoofing has
been disabled. Read-only.
dicDTEInterfaceLMIStatus unknown 1 |Indicates the LMI status of |0G
Imi-up 2 |the DTE interface. Read-only.
Imi-down 3
dicNetinterfaceLMIStatus unknown 1 |Indicates the LMI status of |0G
Imi-up 2 |the Net interface. Read-only.
Imi-down 3
Table G-2 Traps
Trap Variables Description
startTest dicUnitTestPortld, dlcUnitTestType Trap sent upon iniitiation of a new test condition.
endTest dlcUnitTestPortld, dicUnitTestType Trap sent upon the termination of a test condition.
startAlarm dicAlarmPort, dicAlarmType Indicates the beginning of a new alarm condition.
endAlarm dicAlarmPort, dicAlarmType Indicates the end of an alarm condition.
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